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ABSTRACT

This article aimed to study (1) the impacts of information and communication technology (ICT)
utilization on the operations of business organizations, and (2) the organizational policies regarding the
application of ICT in knowledge sharing, cyber threat management, and human resource development,
The sample was executives and employees of Now Twentyfour Seven Co., Ltd., who were selected by
purposive sampling. The instruments for collecting data were in-depth interviews and documentary review.
Data were analyzed by descriptive statistics and content analysis. The results of the study found that:
1) ICT adoption had both positive and negative impacts on organizational performance. Positively,
it enhanced data management efficiency, improved communication, promoted teamwork collaboration,
increased service quality, and supported human resource capability through continuous training and online
learning. However, the negative impacts included data security risks, higsh maintenance costs, employee
resistance to change, overreliance on technology, and stress from constant technology use.
2) The company’s ICT policies were clearly implemented in three key areas: (1) Knowledge Sharing through
digital collaboration tools and cloud systems, (2) Cybersecurity Management through preventive,
detection, and responsive measures, and (3) Human Resource Development through continuous training
programs, learning culture promotion, and managerial support. The organization still faced significant
challenges such as system integration difficulties, cybersecurity vulnerabilities, resistance to technological
change, and high operating costs. These findings highlight the importance of developing sustainable ICT
management strategies to strengthen competitiveness in the digital era. The findings offer important policy
implications by highlighting the necessity of integrated organizational ICT policies that simultaneously
address knowledge sharing, cybersecurity management, and human resource development. Such an
integrated approach can support sustainable organizational performance and long-term competitiveness

in the digital era.
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