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บทคัดย่อ 
 การวิจัยเชิงปฏิบัติการ(Action Research) มีวัตถุประสงค์เพื่อพัฒนารูปแบบการตรวจสอบภายในด้านเทคโนโลยีสารสนเทศให้
เหมาะสมกับบริบทของหน่วยบริการในสังกัดส านักงานปลัดกระทรวงสาธารณสุขและประเมินประสิทธิภาพของรูปแบบที่พัฒนาขึ้นด้วยการ
วัดผลจากข้อเสนอแนะที่ได้จากการน าเครื่องมือไปใช้ในการตรวจสอบ กลุ่มตัวอย่าง ได้แก่ หน่วยงานออกเป็น 3 ชั้นภูมิ (รพศ., รพท., รพช.) 
และท าการคัดเลือกหน่วยงานเฉพาะกิจ (Clusters) จ านวน 15 แห่ง โดยพิจารณาจากหน่วยงานที่เคยมีส่วนร่วมในโครงการหรือมีข้อมูลที่
จ าเป็นต่อการวิจัย เพื่อให้เป็นตัวแทนในการศึกษาแต่ละชั้นภูมิ เก็บข้อมูลจาก แนวการตรวจสอบด้านเทคโนโลยีสารสนเทศ การวิเคราะห์
สภาพแวดล้อมภายในและภายนอก (SWOT Analysis) และแบบสอบถาม วิเคราะห์แบบผสมผสาน (Mixed Methods) โดยวิเคราะห์ข้อมูล
เชิงคุณภาพ โดย content analysis  วิเคราะห์ข้อมูลเชิงปริมาณโดย สถิติเชิงพรรณนา (Descriptive Research) โดยใช้ความถี่ร้อยละ
(Percentage) ค่าเฉลี่ย (Mean) ส่วนเบ่ียงเบนมาตรฐาน (Standard deviation) คะแนนสูงสุด(Maximum) คะแนนต่ าสุด (Minimum) และ
 สถิติ สัมประสิทธิ์สหสัมพันธ์ของเพียร์สัน (Pearson Product Moment Correlation Coefficient ) 
 ผลการศึกษา พบว่า การเชื่อมโยงกับแนวคิดทฤษฎีระบบ (System Theory)  ได้พัฒนารูปแบบการตรวจสอบภายในด้านเทคโนโลยี
สารสนเทศ CHANG – IT Audit Model สามารถน าแนวคิดระบบเปิด (Open System) มาใช้ในการบริหาร การตรวจสอบโดยมีการรับปัจจัย
น าเข้า (Input) จากสภาพแวดล้อม เช่น ข้อมูล ความเสี่ยง และเทคโนโลยีที่เปลี่ยนแปลงอยู่เสมอ ผ่านกระบวนการตรวจสอบและให้ข้อมูล
ป้อนกลับ (Feedback) เพื่อปรับปรุงระบบงานของหน่วยบริการให้มีประสิทธิภาพมากขึ้น ทั้งนี้ ผลการวิจัยยังต่อยอดแนวคิดดังกล่าว โดย
แปลงจากระบบบริหารทั่วไปไปสู่ “ระบบตรวจสอบแบบบูรณาการ” (Integrated Audit System) ซึ่งเป็นนวัตกรรมใหม่ท่ีสะท้อนความเป็น 
ระบบเปิดอย่างแท้จริง กล่าวคือ สามารถแลกเปลี่ยนข้อมูลและเรียนรู้ร่วมกันระหว่างโรงพยาบาล แต่ละระดับ เป็นการประยุกต์ใช้แนวคิด 
System Thinking ในบริบทของการตรวจสอบภายใน หน่วยบริการในสังกัดส านักงานปลัดกระทรวงสาธารณสุขได้อย่างเหมาะสม และยัง
พบว่าการประยุกต์เทคโนโลยีสมัยใหม่ เช่น AI, RPA และ Data Analytics Dashboard เข้ามาช่วยในกระบวนการตรวจสอบ เป็นแนวทางที่
ตอบสนองต่อแนวคิด “Digital Transformation” ซึ่งช่วยยกระดับจากการตรวจสอบแบบเดิมที่เน้นเอกสารและการตรวจสอบภายหลัง 
(Reactive Audit) ไปสู่การตรวจสอบเชิงรุก (Proactive Audit) ที่สามารถคาดการณ์และแจ้งเตือนความเสี่ยงได้ล่วงหน้า   
ค าส าคัญ: การตรวจสอบภายใน เทคโนโลยีสารสนเทศ หน่วยบริการ ในสังกัดส านักงานปลัดกระทรวงสาธารณสุข 
 

Abstract 
 This action research aimed to develop an internal IT audit model appropriate for the context of service units under 
the Office of the Permanent Secretary, Ministry of Public Health. The effectiveness of the developed model was assessed 
by measuring the results from the recommendations obtained from the implementation of the auditing tools. The sample 
consisted of three levels of organizations (regional hospitals, provincial hospitals, and community hospitals). Fifteen clusters 
were selected, based on those that had participated in the project or had essential data for the research, to represent each 
level of the study. Data were collected using an IT audit guideline, internal and external environment analysis (SWOT 
                                                            
1 กลุ่มตรวจสอบภายใน ส านักงานปลัดกระทรวงสาธารณสุข 
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Analysis), and questionnaires. A mixed method was used to analyze qualitative data using content analysis and quantitative 
data using descriptive statistics, using frequency, percentage, mean, standard deviation, maximum score, minimum score, 
and Pearson Product Moment Correlation Coefficient. 
 The study found that, by integrating with systems theory, the CHANG-IT Audit Model for information technology 
internal auditing can apply the concept of open systems to audit management, taking in inputs from the environment, 
such as data, risks, and ever-changing technologies, through a process of auditing and providing feedback to improve the 
efficiency of service unit systems. The study further developed this concept by transforming the general management 
system into an "Integrated Audit System," a new innovation that truly reflects an open system, enabling data exchange and 
mutual learning between hospitals at all levels. This demonstrates the application of systems thinking concepts to the 
context of internal auditing within service units under the Office of the Permanent Secretary, Ministry of Public Health. 
Furthermore, it was found that the application of modern technologies such as AI, RPA, and data analytics dashboards to 
the audit process supports the concept of "Digital Transformation," elevating traditional auditing practices from reactive 
document-based and post-audit to proactive auditing, capable of predicting and alerting on risks in advance. 
Keywords: internal audit, information technology, service units under the Office of the Permanent Secretary, Ministry of 
Public Health 
 
บทน า 
 ในยุคดิจิทัลปัจจุบัน เทคโนโลยีสารสนเทศ 
(Information Technology: IT) มีบทบาทส าคัญ ในการ
ขับเคลื่อนการด าเนินงานขององค์กรทั้งภาครัฐและ
เอกชน การน าระบบเทคโนโลยีสารสนเทศมาใช้ช่วยเพิ่ม
ประสิทธิภาพในการบริหารจัดการ การจัดเก็บข้อมูล 
การวิเคราะห์ รวมถึงการให้บริการต่าง ๆ และเทคโนโลยี
สารสนเทศ ยังถือเป็นเครื่องมือส าคัญต่อทุกหน่วยงาน 
ทั้งภาครัฐและเอกชน ไม่ว่าจะเป็นในส่วนของการบริหาร
จัดการ การรวบรวมจัดเก็บข้อมูล การวางแผน การ
ประมวลผลระบบงาน การลงทุน การตัดสินใจ ตลอดจน
ช่วยให้เห็นถึงช่องทางและโอกาสใหม่ ๆ ต่อการเพิ่ม
ประสิทธิภาพและประสิทธิผลในการด าเนินการ อีกทั้ง
ช่วยสนับสนุนการเติบโตและเสริมสร้างความย่ังยืนของ
หน่วยงาน1  ด้วยเหตุนี้เทคโนโลยีสารสนเทศไม่ใช่แค่เป็น
เครื่องมือในการอ านวยความสะดวกที่ช่วยสนับสนุนการ
ท างานให้แก่กลุ่มงาน/ฝ่ายต่าง ๆ แต่กลายมาเป็น
แกนกลางหลัก ในกระบวนการท างานของหน่วยงานใน
ปัจจุบัน ทั่วโลก  
จากการเปลี่ยนแปลงเหล่านี้ มุ่งไปสู่การบริหารจัดการใน
ยุคดิจิทัล (Digital Era-Government: DEG) ที่ได้เข้ามา

แทนที่ โดยการบริหารงานยุคดิจิทัลเป็นอนาคตของการ
บริหารจั ดการภาครั ฐ  (The Future For Public 
Managemnet) ที่ให้ความส าคัญกับการเปลี่ยนแปลง
อย่างกว้างขวาง ต่อเนื่องในเรื่องเทคโนโลยีสารสนเทศ 
วัฒนธรรมองค์การ สังคมที่เชื่อมโยงกันอย่างใกล้ชิด 
และการประสาน การปฏิบัติงานของหน่วยงานรัฐ
ท้ังหลายอย่างเป็นระบบ  อย่างไรก็ตามการท่ีหน่วยงาน
จะน าระบบเทคโนโลยีสารสนเทศมาใช้ ในหน่วยงานนั้น 
ก็ควรที่จะมีความรู้ความเข้าใจเกี่ยวกับหน้าที่ของ
องค์ประกอบต่าง ๆ ของระบบ ตั้งแต่โครงสร้างพื้นฐาน
ของระบบสารสนเทศท่ีควรมีความสอดคล้องกับระบบ
โครงสร้างของหน่วยงานรวมทั้งความคุ้มค่าในการลงทุน
ที่ ต้ องใช้ จ่ ายไป เพื่ อการจั ดซื้ อจั ดจ้ างและการ
บ ารุงรักษาด้านเทคโนโลยีสารสนเทศด้วย เพราะถ้าหาก
หน่วยงานน าเทคโนโลยีสารสนเทศมาใช้โดยปราศจาก
ความพร้อม ความเหมาะสม ขาดการก ากับดูแล และ
ตรวจสอบที่ดีแล้วนั้น ย่อมท าให้ประสิทธิภาพด้าน
เทคโนโลยีสารสนเทศของรัฐลดลง อาจก่อให้เกิดปัญหา
และผลกระทบในทางลบ ต่อการด าเนินการของ
หน่วยงานตามมาได้ เช่น ระบบปฏิบัติการเกิดขัดข้อง 
ระบบไม่รองรับการท างาน ระบบไม่สอดคล้องกับ
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Analysis), and questionnaires. A mixed method was used to analyze qualitative data using content analysis and quantitative 
data using descriptive statistics, using frequency, percentage, mean, standard deviation, maximum score, minimum score, 
and Pearson Product Moment Correlation Coefficient. 
 The study found that, by integrating with systems theory, the CHANG-IT Audit Model for information technology 
internal auditing can apply the concept of open systems to audit management, taking in inputs from the environment, 
such as data, risks, and ever-changing technologies, through a process of auditing and providing feedback to improve the 
efficiency of service unit systems. The study further developed this concept by transforming the general management 
system into an "Integrated Audit System," a new innovation that truly reflects an open system, enabling data exchange and 
mutual learning between hospitals at all levels. This demonstrates the application of systems thinking concepts to the 
context of internal auditing within service units under the Office of the Permanent Secretary, Ministry of Public Health. 
Furthermore, it was found that the application of modern technologies such as AI, RPA, and data analytics dashboards to 
the audit process supports the concept of "Digital Transformation," elevating traditional auditing practices from reactive 
document-based and post-audit to proactive auditing, capable of predicting and alerting on risks in advance. 
Keywords: internal audit, information technology, service units under the Office of the Permanent Secretary, Ministry of 
Public Health 
 
บทน า 
 ในยุคดิจิทัลปัจจุบัน เทคโนโลยีสารสนเทศ 
(Information Technology: IT) มีบทบาทส าคัญ ในการ
ขับเคลื่อนการด าเนินงานขององค์กรทั้งภาครัฐและ
เอกชน การน าระบบเทคโนโลยีสารสนเทศมาใช้ช่วยเพิ่ม
ประสิทธิภาพในการบริหารจัดการ การจัดเก็บข้อมูล 
การวิเคราะห์ รวมถึงการให้บริการต่าง ๆ และเทคโนโลยี
สารสนเทศ ยังถือเป็นเครื่องมือส าคัญต่อทุกหน่วยงาน 
ทั้งภาครัฐและเอกชน ไม่ว่าจะเป็นในส่วนของการบริหาร
จัดการ การรวบรวมจัดเก็บข้อมูล การวางแผน การ
ประมวลผลระบบงาน การลงทุน การตัดสินใจ ตลอดจน
ช่วยให้เห็นถึงช่องทางและโอกาสใหม่ ๆ ต่อการเพิ่ม
ประสิทธิภาพและประสิทธิผลในการด าเนินการ อีกทั้ง
ช่วยสนับสนุนการเติบโตและเสริมสร้างความยั่งยืนของ
หน่วยงาน1  ด้วยเหตุนี้เทคโนโลยีสารสนเทศไม่ใช่แค่เป็น
เครื่องมือในการอ านวยความสะดวกที่ช่วยสนับสนุนการ
ท างานให้แก่กลุ่มงาน/ฝ่ายต่าง ๆ แต่กลายมาเป็น
แกนกลางหลัก ในกระบวนการท างานของหน่วยงานใน
ปัจจุบัน ทั่วโลก  
จากการเปลี่ยนแปลงเหล่านี้ มุ่งไปสู่การบริหารจัดการใน
ยุคดิจิทัล (Digital Era-Government: DEG) ที่ได้เข้ามา

แทนที่ โดยการบริหารงานยุคดิจิทัลเป็นอนาคตของการ
บริหารจั ดการภาครั ฐ  (The Future For Public 
Managemnet) ที่ให้ความส าคัญกับการเปลี่ยนแปลง
อย่างกว้างขวาง ต่อเนื่องในเรื่องเทคโนโลยีสารสนเทศ 
วัฒนธรรมองค์การ สังคมที่เชื่อมโยงกันอย่างใกล้ชิด 
และการประสาน การปฏิบัติงานของหน่วยงานรัฐ
ท้ังหลายอย่างเป็นระบบ  อย่างไรก็ตามการที่หน่วยงาน
จะน าระบบเทคโนโลยีสารสนเทศมาใช้ ในหน่วยงานน้ัน 
ก็ควรที่จะมีความรู้ความเข้าใจเกี่ยวกับหน้าที่ของ
องค์ประกอบต่าง ๆ ของระบบ ตั้งแต่โครงสร้างพื้นฐาน
ของระบบสารสนเทศที่ควรมีความสอดคล้องกับระบบ
โครงสร้างของหน่วยงานรวมทั้งความคุ้มค่าในการลงทุน
ที่ ต้ องใช้ จ่ ายไป เพื่ อการจั ดซ้ือจั ดจ้ างและการ
บ ารุงรักษาด้านเทคโนโลยีสารสนเทศด้วย เพราะถ้าหาก
หน่วยงานน าเทคโนโลยีสารสนเทศมาใช้โดยปราศจาก
ความพร้อม ความเหมาะสม ขาดการก ากับดูแล และ
ตรวจสอบที่ดีแล้วนั้น ย่อมท าให้ประสิทธิภาพด้าน
เทคโนโลยีสารสนเทศของรัฐลดลง อาจก่อให้เกิดปัญหา
และผลกระทบในทางลบ ต่อการด าเนินการของ
หน่วยงานตามมาได้ เช่น ระบบปฏิบัติการเกิดขัดข้อง 
ระบบไม่รองรับการท างาน ระบบไม่สอดคล้องกับ

 

รูปแบบการท างานของหน่วยงาน การผิดพลาดของ
ข้อมูล ข้อมูลอันเป็นสินทรัพย์ของหน่วยงานรั่วไหล 
โดยเฉพาะในหน่วยงานภาครัฐที่เป็นศูนย์เก็บข้อมูลที่
ส าคัญของประชาชน จึงมีความจ าเป็นอย่างยิ่งที่จะต้อง
จัดให้มีการควบคุมก ากับ ดูแลการใช้ระบบเทคโนโลยี
สารสนเทศในการปฏิบัติงาน2   
 โดยการตรวจสอบภายในด้ านเทคโนโลยี
สารสนเทศ (IT Audit) เป็นขั้นตอนในการตรวจสอบและ
ประเมินความเสี่ยงที่อาจสร้างความเสียหายให้เกิด
ขึ้นกับระบบเทคโนโลยีสารสนเทศ รวมทั้งท าการแก้ไข
หรือควบคุมความเสี่ยงที่พบเพื่อป้องกันความเสียหายที่
จะเกิดขึ้นกับระบบเทคโนโลยีสารสนเทศ ตลอดจน
เพ่ือให้ระบบสามารถท างานได้ตามเป้าหมายของ
หน่วยงานท่ีก าหนดไว้อย่างมีประสิทธิภาพและ
ประสิทธิผล อีกทั้ งการบริหารจัดการในเรื่องของ
เทคโนโลยีสารสนเทศให้ได้ ตามมาตรฐานด้านการรักษา
ความมั่นคงปลอดภัย ยังเป็นส่วนส าคัญในการก ากับ
ดูแลกิจการที่ดี (Corporate Governance) ขององค์การ
ด้วย ดังนั้น การตรวจสอบภายในด้านเทคโนโลยี
สารสนเทศจึงเป็นกลไกส าคัญอีกด้านหนึ่งในการ
ประเมินความเสี่ยง การควบคุมภายใน และการปฏิบัติ
ตามมาตรฐานหรือกฎระเบียบต่าง ๆ ได้อย่างเหมาะสม 
กับสถานการณ์ในปัจจุบัน เนื่องจากหน่วยงานในสังกัด
ส านักงานปลัดกระทรวงสาธารณสุขทุกแห่ง ได้มีการน า
เทคโนโลยีสารสนเทศเข้ามาใช้ในการด าเนินงาน ตั้งแต่
การให้บริการถึงงานสนับสนุน และในอดีตที่ผ่านมาการ
ด าเนินงานของกลุ่มตรวจสอบภายใน ยังไม่มีการ
ด าเนินการตรวจสอบภายใน ด้านเทคโนโลยีสารสนเทศ
มาก่อน มีเพียงการตรวจสอบภายใน ด้านการเงิน ด้าน
การปฏิบัติ ตามกฎระเบียบ ด้านการด าเนินงาน และ
การตรวจสอบพิเศษ และการตรวจสอบดังกล่าวเป็นการ
ตรวจสอบจากความเสี่ยงที่วิเคราะห์ได้ แต่สิ่งที่ยังขาด
และยังไม่เห็นภาพชัดเจนคือ การตรวจสอบ เชิงระบบที่
สามารถน าผลจากการตรวจสอบไปใช้แก้ไขปัญหาใน
ภาพรวมของระบบ2  

จากประสบการณ์ของผู้วิจัยในการออกแบบเครื่องมือ 
แนวทางในการตรวจสอบคุณภาพบัญชี ในระดับอ าเภอ 
ระดับจังหวัดและระดับเขตสุขภาพมาก่อน มีความเห็น
ว่าการตรวจสอบภายใน ด้านเทคโนโลยีสารสนเทศจะ
เป็นจุดเริ่มต้นในการมองภาพการตรวจสอบเชิงระบบได้
ชัดเจนขึ้น เนื่องจากการตรวจสอบภายในด้านเทคโนโลยี
สารสนเทศนั้นจะเป็นการมองแบบองค์รวมซึ่งมีหลาย
องค์ประกอบ เช่น ฮาร์ดแวร์ ซอฟต์แวร์ ฐานข้อมูล 
ผู้ใช้งาน ผู้ดูแล และนโยบายด้านความปลอดภัย เป็นต้น 
และประเด็นส าคัญอีกประการหนึ่งคือ การตรวจสอบ
ภายในด้านเทคโนโลยีสารสนเทศ (IT Audit) นั้นมี
ความเชื่อมโยงกับรายงานการเงินของหน่วยงานด้วย 
ซึ่งเป็นจุดส าคัญที่ท าให้การตรวจสอบ ด้านเทคโนโลยี
สารสนเทศไม่ ใช่ เรื่ อง “เฉพาะทาง” แต่อยู่ ใน
แกนกลางของการควบคุมภายในทั้งหมดกล่าวคือ (1) 
ระบบสารสนเทศเป็นโครงสร้างพ้ืนฐานในการจัดท า
ข้อมูลทางการเงิน หากระบบเหล่านี้ มีข้อมูลผิดพลาด 
ถูกปรับแก้ไขได้โดยง่าย ไม่มี Log บันทึกการเข้าใช้
ระบบอาจท าให้รายงานทางการเงินคลาดเคลื่อนได้โดย
ไม่รู้ตัว (2) การควบคุมภายในด้าน IT ส่งผลต่อความ
ถูกต้องของข้อมูลทางการเงิน เช่นการควบคุมสิทธิ์ใน
การเข้าถึงข้อมูล (access control) การส ารองข้อมูล 
ต่าง ๆ หากมีการควบคุม ที่ไม่เพียงพออาจท าให้มีการ
ปลอมแปลงข้อมูล ข้อมูลหาย ถูกเจาะระบบ ได้ (3) การ
ตรวจสอบด้าน IT ช่วยตรวจสอบความเชื่อมโยมระหว่าง
ข้อมูลที่บันทึกกับรายงานที่แสดง (4) รายงานการเงิน
ต้องใช้ข้อมูลจากหลายระบบ (Integrated systems) 
เช่น ระบบบัญชี พัสดุ การเงิน การตรวจสอบด้าน IT 
ตรวจสอบความถูกต้องของการแลกเปลี่ยนข้อมูล
ระหว่างระบบเพื่อให้รายงานการเงินไม่ผิดพลาดได้  
ดังนั้นการพัฒนารูปแบบการตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศเพื่อน ามาใช้ในการตรวจสอบ
ภายในของ  กลุ่ มตรวจสอบภายในส า นั กงาน
ปลัดกระทรวงสาธารณสุขจึงมีความจ าเป็นต้องเร่ง
ด าเนินการเพื่อใช้ ในการประเมินการใช้ระบบเทคโนโลยี
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สารสนเทศของหน่วยบริการในสั งกัดส านักงาน
ปลัดกระทรวงสาธารณสุข ให้เกิดความมั่นใจได้ว่ามี
ความปลอดภัยและมีการควบคุมที่เพียงพอเหมาะสมใน
การจะให้ข้อมูลที่เกิดจากการด าเนินงานมีความถูกต้อง 
ครบถ้วน การวัดผลรูปแบบการตรวจสอบภายใน ด้าน
เทคโนโลยีสารสนเทศดังกล่าว เป็นการใช้เครื่องมือ 
SWOT Analysis ร่วมกับการสอบถามกับกลุ่มตัวอย่างที่
เข้าตรวจสอบเพื่อน าผลมาใช้ในการปรับปรุงเครื่องมือให้
มีประสิทธิภาพในการน าไปใช้ตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศกับหน่วยบริการในสังกัดส านักงาน
ปลัดกระทรวงสาธารณสุขต่อไป  
 
วัตถุประสงค์ของงานวิจัย 
 1. เพื่อพัฒนารูปแบบการตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศให้เหมาะสมกับบริบทของหน่วย
บริการในสังกัดส านักงานปลัดกระทรวงสาธารณสุข 
 2. เพื่อศึกษาและวิเคราะห์จุดแข็ง จุดอ่อน 
โอกาส และอุปสรรค ของกลุ่มตัวอย่างทั้ง 15 แห่ง โดย
แบ่งตามขนาดของหน่วยบริการ 
 3. เพื่อก าหนดแนวทางการจัดท ากลยุทธ์ในการ
น าเทคโนโลยีสารสนเทศมาใช้ที่เหมาะสม ตามขนาดของ
หน่วยบริการ 
 4. เพ่ือประเมินประสิทธิภาพของรูปแบบที่
พัฒนาขึ้นด้วยการวัดผลจากข้อเสนอแนะที่ได้จากการ
น าเครื่องมือไปใช้ในการตรวจสอบ 
 
วิธีการวิจัย 
 การศึกษานี้เป็นการวิจัยเชิงปฏิบัติการ(Action 
Research)วิเคราะห์แบบผสมผสาน (Mixed Methods) 
เป็นการน าผลการตรวจสอบภายในด้านเทคโนโลยี
สารสนเทศ ที่ได้จากการน ารูปแบบการตรวจสอบท่ี
พัฒนาขึ้นใหม่ชื่อ “CHANG – IT Audit Model” ไปใช้ 
และใช้ทฤษฎี SWOT Analysis ประเมินสภาพแวดล้อม
ตามขนาดของโรงพยาบาล และวิเคราะห์ผลที่ได้จัดท า
เป็นกลยุทธ์หรือแนวทางในการพัฒนา/ปรับปรุงให้การ

น าระบบเทคโนโลยีสารสนเทศมาใช้ในการด าเนินงาน
ของโรงพยาบาลมีความปลอดภัย ครบถ้วน ถูกต้องและ
น่าเชื่อถือ 
 ประชากรและกลุ่มตัวอย่าง 
 ประชากร (Population) คือ หน่วยบริการใน
สังกัดส านักงานปลัดกระทรวงสาธารณสุขจ านวน 904 
แห่ง ประกอบด้วย โรงพยาบาลศูนย์จ านวน 36 แห่ง 
โรงพยาบาลทั่วไปจ านวน 98 แห่ง โรงพยาบาลชุมชน
จ านวน 770 แห่ง  
  กลุ่มตัวอย่าง หมายถึงหน่วยของข้อมูลบางส่วน
ที่ผู้วิจัยได้เลือกมาเพื่อใช้เป็นตัวแทนของหน่วยข้อมูล
ทั้งหมดหรือประชากรในการวิจัยที่ต้องการศึกษา3 
  ผู้วิจัยก าหนดขนาดกลุ่มตัวอย่างแบบการสุ่ม
ตัวอย่างแบบเจาะจง (Purposive Sampling) โดยเน้น
คัดเลือกผู้ที่มีความรู้และประสบการณ์โดยตรงใน
โครงการที่เกี่ยวข้อง ดังนี ้
  1. การก าหนดขนาดกลุ่มตัวอย่าง ก าหนดกลุ่ม
ตัวอย่างหน่วยงานที่อยู่ในแผนตรวจสอบภายใน จ านวน 
15 แห่ง และเลือกบุคลากรหลักที่รับผิดชอบงานด้าน
เทคโนโลยีสารสนเทศ/ตรวจสอบภายใน แห่งละ 1 คน 
รวมเป็นกลุ่มตัวอย่างบุคลากรทั้งหมด 15 คน 
 2. การให้เหตุผลเชิงทฤษฎีส าหรับการก าหนด
ขนาดกลุ่มตัวอย่าง เนื่องจากวัตถุประสงค์ของการวิจัยนี้
เป็นการส ารวจเฉพาะกิจเพื่อรวบรวมข้อมูลเชิงลึก จาก
หน่วยงานที่เป็นตัวแทนระดับต่าง ๆ (รพศ., รพท., รพช.) 
และมีประสบการณ์หรือเป็นผู้รับผิดชอบงานด้าน
เทคโนโลยีสารสนเทศ ผู้วิจัยจึงก าหนดขนาดกลุ่ม
ตัวอย่าง 15 คน โดยถือว่าจ านวนนี้เพียงพอต่อการได้รับ
ข้อมูลที่ครบถ้วน (Information Rich) และเป็นตัวแทนที่
ดีในมิติของโครงสร้างหน่วยงานรวมถึงการที่ไม่ได้ใช้ 
Probability Sampling เพราะงานวิจัยนี้ไม่ได้ตั้งเป้าการ
สรุปผลไปสู่ประชากรทั้งหมด แต่เป็นการพัฒนาโมเดล 
ซึ่งไม่จ าเป็นต้องใช้การสุ่มแบบสุ่มจริง 
 เกณฑ์การคัดเข้า (Inclusion Criteria) 
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สารสนเทศของหน่วยบริการในสั งกัดส านักงาน
ปลัดกระทรวงสาธารณสุข ให้เกิดความมั่นใจได้ว่ามี
ความปลอดภัยและมีการควบคุมที่เพียงพอเหมาะสมใน
การจะให้ข้อมูลที่เกิดจากการด าเนินงานมีความถูกต้อง 
ครบถ้วน การวัดผลรูปแบบการตรวจสอบภายใน ด้าน
เทคโนโลยีสารสนเทศดังกล่าว เป็นการใช้เครื่องมือ 
SWOT Analysis ร่วมกับการสอบถามกับกลุ่มตัวอย่างที่
เข้าตรวจสอบเพื่อน าผลมาใช้ในการปรับปรุงเครื่องมือให้
มีประสิทธิภาพในการน าไปใช้ตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศกับหน่วยบริการในสังกัดส านักงาน
ปลัดกระทรวงสาธารณสุขต่อไป  
 
วัตถุประสงค์ของงานวิจัย 
 1. เพ่ือพัฒนารูปแบบการตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศให้เหมาะสมกับบริบทของหน่วย
บริการในสังกัดส านักงานปลัดกระทรวงสาธารณสุข 
 2. เพื่อศึกษาและวิเคราะห์จุดแข็ง จุดอ่อน 
โอกาส และอุปสรรค ของกลุ่มตัวอย่างทั้ง 15 แห่ง โดย
แบ่งตามขนาดของหน่วยบริการ 
 3. เพ่ือก าหนดแนวทางการจัดท ากลยุทธ์ในการ
น าเทคโนโลยีสารสนเทศมาใช้ที่เหมาะสม ตามขนาดของ
หน่วยบริการ 
 4. เพื่อประเมินประสิทธิภาพของรูปแบบที่
พัฒนาขึ้นด้วยการวัดผลจากข้อเสนอแนะท่ีได้จากการ
น าเครื่องมือไปใช้ในการตรวจสอบ 
 
วิธีการวิจัย 
 การศึกษานี้เป็นการวิจัยเชิงปฏิบัติการ(Action 
Research)วิเคราะห์แบบผสมผสาน (Mixed Methods) 
เป็นการน าผลการตรวจสอบภายในด้านเทคโนโลยี
สารสนเทศ ที่ได้จากการน ารูปแบบการตรวจสอบท่ี
พัฒนาขึ้นใหม่ชื่อ “CHANG – IT Audit Model” ไปใช้ 
และใช้ทฤษฎี SWOT Analysis ประเมินสภาพแวดล้อม
ตามขนาดของโรงพยาบาล และวิเคราะห์ผลที่ได้จัดท า
เป็นกลยุทธ์หรือแนวทางในการพัฒนา/ปรับปรุงให้การ

น าระบบเทคโนโลยีสารสนเทศมาใช้ในการด าเนินงาน
ของโรงพยาบาลมีความปลอดภัย ครบถ้วน ถูกต้องและ
น่าเชื่อถือ 
 ประชากรและกลุ่มตัวอย่าง 
 ประชากร (Population) คือ หน่วยบริการใน
สังกัดส านักงานปลัดกระทรวงสาธารณสุขจ านวน 904 
แห่ง ประกอบด้วย โรงพยาบาลศูนย์จ านวน 36 แห่ง 
โรงพยาบาลทั่วไปจ านวน 98 แห่ง โรงพยาบาลชุมชน
จ านวน 770 แห่ง  
  กลุ่มตัวอย่าง หมายถึงหน่วยของข้อมูลบางส่วน
ที่ผู้วิจัยได้เลือกมาเพื่อใช้เป็นตัวแทนของหน่วยข้อมูล
ทั้งหมดหรือประชากรในการวิจัยที่ต้องการศึกษา3 
  ผู้วิจัยก าหนดขนาดกลุ่มตัวอย่างแบบการสุ่ม
ตัวอย่างแบบเจาะจง (Purposive Sampling) โดยเน้น
คัดเลือกผู้ที่มีความรู้และประสบการณ์โดยตรงใน
โครงการที่เกี่ยวข้อง ดังนี ้
  1. การก าหนดขนาดกลุ่มตัวอย่าง ก าหนดกลุ่ม
ตัวอย่างหน่วยงานที่อยู่ในแผนตรวจสอบภายใน จ านวน 
15 แห่ง และเลือกบุคลากรหลักที่รับผิดชอบงานด้าน
เทคโนโลยีสารสนเทศ/ตรวจสอบภายใน แห่งละ 1 คน 
รวมเป็นกลุ่มตัวอย่างบุคลากรทั้งหมด 15 คน 
 2. การให้เหตุผลเชิงทฤษฎีส าหรับการก าหนด
ขนาดกลุ่มตัวอย่าง เนื่องจากวัตถุประสงค์ของการวิจัยนี้
เป็นการส ารวจเฉพาะกิจเพื่อรวบรวมข้อมูลเชิงลึก จาก
หน่วยงานที่เป็นตัวแทนระดับต่าง ๆ (รพศ., รพท., รพช.) 
และมีประสบการณ์หรือเป็นผู้ รับผิดชอบงานด้าน
เทคโนโลยีสารสนเทศ ผู้วิจัยจึงก าหนดขนาดกลุ่ม
ตัวอย่าง 15 คน โดยถือว่าจ านวนนี้เพียงพอต่อการได้รับ
ข้อมูลที่ครบถ้วน (Information Rich) และเป็นตัวแทนที่
ดีในมิติของโครงสร้างหน่วยงานรวมถึงการที่ไม่ได้ใช้ 
Probability Sampling เพราะงานวิจัยนี้ไม่ได้ตั้งเป้าการ
สรุปผลไปสู่ประชากรทั้งหมด แต่เป็นการพัฒนาโมเดล 
ซึ่งไม่จ าเป็นต้องใช้การสุ่มแบบสุ่มจริง 
 เกณฑ์การคัดเข้า (Inclusion Criteria) 

 

 1. หน่วยบริการที่อยู่ภายในสังกัดส านักงาน
ปลัดกระทรวงสาธารณสุข (รพศ., รพท., รพช.) 
 2. หน่วยบริการที่อยู่ในแผนการตรวจสอบภายใน
ปีงบประมาณพ.ศ. 2568 
 3. มีบุคลากรที่ รับผิดชอบงานเทคโนโลยี
สารสนเทศหรือผู้เกี่ยวข้องกับเทคโนโลยีสารสนเทศ 
 เกณฑ์การคัดออกกลุ่มตัวอย่าง (Exclusion 
criteria) 
 1. หน่วยบริการที่ไม่ได้อยู่ในแผนการตรวจสอบ
ภายในประจ าปีงบประมาณ พ.ศ. 2568 กลุ่มตรวจสอบ
ภายใน ส านักงานปลัดกระทรวงสาธารณสุข 
 2. หน่วยบริการที่ไม่สามารถเข้าร่วมโครงการวิจัย
ได ้
 การสุ่มแบบกลุ่มเจาะจงตามชั้นภูมิ (Purposive 
Stratified Cluster Selection) 
 ผู้วิจัยแบ่งประชากรหน่วยงานออกเป็น 3 ชั้นภูมิ 
(รพศ., รพท., รพช.) และท าการคัดเลือกหน่วยงาน
เฉพาะกิจ (Clusters) จ านวน 15 แห่ง โดยพิจารณาจาก
หน่วยงานที่เคยมีส่วนร่วมในโครงการหรือมีข้อมูลที่
จ าเป็นต่อการวิจัย เพื่อให้เป็นตัวแทนในการศึกษาแต่ละ
ชั้นภูม ิ
 
กลุ่มประชากรตัวอย่าง  

หน่วยบริการ หน่วยงาน กลุ่ม
ตัวอย่าง 

โรงพยาบาลศูนย์ 5 แห่ง 5 คน 
โรงพยาบาลทั่วไป 5 แห่ง 5 คน 
โรงพยาบาลชุมชน 5 แห่ง 5 คน 

รวม 15 แห่ง 15 คน 
 
 เครื่องมือที่ใช้ในงานวิจัย 
 1. แนวการตรวจสอบด้านเทคโนโลยีสารสนเทศ 
ส าหรับหน่วยบริการในสังกัดส านักงานปลัดกระทรวง
สาธารณสุขที่พัฒนาขึ้นในงานวิจัยนี้ ได้รับการออกแบบ
ตามหลักการของ CHANG-IT Audit Model โดยน า

กรอบมาตรฐาน GTAG, ISO/IEC 27001 และหลักการ
สอบบัญชี มาประยุกต์ใช้ ให้เหมาะสมกับบริบทของ
หน่วยบริการในสังกัด สป.สธ. ภายใต้แนวคิดเชิงระบบ 
ดังแสดงในภาพที่ 7 เพื่อจัดท าแนวการตรวจสอบด้าน
เทคโนโลยีสารสนเทศ ตามบริบทของหน่วยบริการใน
สังกัดส านักงานปลัดกระทรวงสาธารณสุข  
 การสร้างและทดสอบคุณภาพเครื่องมือ การ
ตรวจสอบคุณภาพของเครื่ องมือ ได้น าแนวการ
ตรวจสอบ (Audit Program) ให้ผู้ทรงคุณวุฒิจ านวน 4 
ท่าน ได้ตรวจสอบและพิจารณาให้เป็นไปตามมาตรฐาน
ที่ เกี่ยวข้องรวมถึงกฎหมาย ข้อบังคับของการใช้
เทคโนโลยีสารสนเทศ 
 2. การวิเคราะห์สภาพแวดล้อมภายในและ
ภายนอก (SWOT Analysis)  
 3. แบบสอบถาม ที่ เป็นแบบปลายปิดและ
ปลายเปิด โดยแบ่งออกเป็น 4 ส่วน ดังนี้ 
  ส่วนที่ 1 ข้อมูลทั่วไป (ระบุเฉพาะต าแหน่งและ
การมีส่วนเกี่ยวข้องกับการตรวจสอบ) 
  ส่วนที่  2 การประเมินคุณค่าที่ ได้รับจาการ
ตรวจสอบ มี 5 ระดับความเห็นและมี 5 ค าถาม ก าหนด
เกณฑ์การให้ความหมายค่าเฉลี่ย ดังนี้ 
  ค่าเฉลี่ย 4.50 – 5.00 หมายความว่า อยู่ในระดับ
เห็นด้วยอย่างยิ่ง 
  ค่าเฉลี่ย 3.50 – 4.49 หมายความว่า อยู่ในระดับ
เห็นด้วย 
 ค่าเฉลี่ย 2.50 – 3.49 หมายความว่า อยู่ในระดับ
พอเห็นด้วย 
 ค่าเฉลี่ย 1.50 – 2.49 หมายความว่า อยู่ในระดับ
ไม่เห็นด้วย 
  ค่าเฉลี่ย 1.00 – 1.49 หมายความว่า อยู่ในระดับ
ไม่เห็นด้วยอย่างยิ่ง 
  ส่ วนที่  3 ความพึ งพอใจต่อกระบวนการ
ตรวจสอบ มี 5 ระดับความเห็นและมี 5 ค าถาม ก าหนด
เกณฑ์การให้ความหมายค่าเฉลี่ย ดังนี้ 



464
วารสารสิ่งแวดล้อมศึกษาการแพทย์และสุขภาพ
ปีที่ 10 ฉบับที่ 4 ตุลาคม – ธันวาคม 2568

 

  ค่าเฉล่ีย 4.50 – 5.00 หมายความว่า อยู่ในระดับ
ดีมาก 
  ค่าเฉล่ีย 3.50 – 4.49 หมายความว่า อยู่ในระดับ
ดี 
 ค่าเฉลี่ย 2.50 – 3.49 หมายความว่า อยู่ในระดับ
ปานกลาง 
 ค่าเฉลี่ย 1.50 – 2.49 หมายความว่า อยู่ในระดับ
พอใช ้
  ค่าเฉล่ีย 1.00 – 1.49 หมายความว่า อยู่ในระดับ
แย่ 
 ส่วนที่ 4 ข้อเสนอแนะและข้อคิดเห็น (ปลายเปิด) 
ประกอบด้วย 3 ประเด็น ให้ผู้ตอบแสดงความคิดเห็น
จากมุมมองหรือประสบการณ์ของตนเอง  
 การตรวจสอบเคร่ืองมือ น าแบบสอบถามที่มีการ
ปรับปรุงแก้ไขแล้วให้ผู้เชี่ยวชาญ จ านวน 4 ท่าน เพื่อ
พิจารณาตรวจสอบความเที่ยงตรงตามเนื้อหา (Content 
Validity) ผลการวิเคราะห์หาความเที่ยงตรงตามเนื้อหา
ปรากฏว่าข้อค าถามทุกข้อผ่านเกณฑ์ มีค่าดัชนี (IOC) 
สอดคล้องระหว่าง 0.60 – 1.00 ซึ่งมีค่ามากกว่า 0.50 
จึงไม่ต้องท าการตัดข้อค าถามในแบบสอบถามออก น า
แบบสอบถามไปทดลองใช้  (Try out) กับผู้บริหาร 
หัวหน้าฝ่าย/กลุ่มงาน เจ้าหน้าที่ไอที เจ้าหน้าที่การเงิน 
ที่ไม่ใช่กลุ่มเป้าหมายในการวิจัยครั้งนี้ จ านวน 30 คน 
แล้วน ามามาหาค่าความเชื่อมั่น (Reliability) ของ
เครื่องมือ โดยใช้สูตรสัมประสิทธิ์แอลฟา (coefficient- 
Alpha) ของ Cronbach ซึ่งได้ค่าความเชื่อมั่นทั้งฉบับ 
เท่ากับ 0.94 
 ขั้นตอนด าเนินการวิจัย  
 1. ผู้วิจัยด าเนินการค้นคว้าศึกษาข้อมูลต่าง ๆ 
และรวบรวมข้อมูลที่เกี่ยวข้องกับการตรวจสอบด้าน
เทคโนโลยีสารสนเทศ มาตรฐานการตรวจสอบภายใน
ระดับสากล หน่วยงานด้านวิชาชีพการตรวจสอบทั้งสภา
วิชาชีพบัญชี ในพระบรมราชูปถัมภ์และสมาคมผู้
ตรวจสอบภายในแห่งประเทศไทยรวมถึง มาตรฐาน ISO 
ด้านเทคโนโลยีสารสนเทศ และทบทวนวรรณกรรม 

แนวคิดและทฤษฎี ที่เกี่ยวข้องกับการพัฒนารูปแบบการ
ตรวจสอบภายในด้านเทคโนโลยีสารสนเทศ รวมถึง
ศึกษาบทความ การศึกษา วิเคราะห์ วิจัยจากหน่วยงาน
ต่าง ๆ ทั้งภาครัฐและเอกชนที่ได้มีการด าเนินการ
ตรวจสอบด้านเทคโนโลยีสารสนเทศ 
 2. ผู้วิจัยน าข้อมูลที่ ได้มาออกแบบแนวการ
ตรวจสอบ (Audit Program) ด้านเทคโนโลยีสารสนเทศ
ที่ เหมาะสมกับบริบทของหน่วยบริการในสั งกัด
ส านักงานปลัดกระทรวงสาธารณสุข  
 3. น าแนวทางการตรวจสอบ (Audit Program) 
ด้านเทคโนโลยีสารสนเทศ ใช้ในการตรวจสอบภายใน
ด้านเทคโนโลยีสารสนเทศกับหน่วยบริการในสังกัด
ส านักงานปลัดกระทรวงสาธารณสุขตามแผนการ
ตรวจสอบภายใน กลุ่มตรวจสอบภายใน ส านักงาน
ปลัดกระทรวงสาธารณสุข ประจ าปีงบประมาณ พ.ศ. 
2568 ทั้งหมด 15 แห่ง 
 4. น าผลที่ ได้จากการตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศมาวิเคราะห์สภาพแวดล้อมภายใน
และสภาพแวดล้อมภายนอก (SWOT Analysis) เพื่อเป็น
ข้อมูลน ามาใช้ในการให้ข้อเสนอแนะเชิงระบบและ
หน่วยรับตรวจสามารถน าไปใช้ในการปรับปรุง/พัฒนา
ได้อย่างชัดเจน 
 5. เพื่อให้เกิดคุณค่า (Value) ของการตรวจสอบ
ภายใน ซึ่งคุณค่าดังกล่าววัดจากหน่วยรับตรวจ ด้วยการ
สอบถามผู้บริหารหรือผู้ที่เกี่ยวข้องของหน่วยรับตรวจถึง
ผลลัพธ์ (Outcome) ที่ได้จากข้อเสนอแนะว่าสามารถให้
ข้อมูลท่ีเป็นประโยชน์แก่หน่วยรับตรวจในการน าไปใช้
ในการปรับปรุง ระบบเทคโนโลยีสารสนเทศที่หน่วยงาน
ใช้อยู่ให้มีการควบคุมที่เพียงพอ เหมาะสมได้หรือไม่
เพียงใดพร้อมกับการเปิดรับฟังข้อคิดเห็นจากผู้บริหาร
หรือผู้ที่เกี่ยวข้องของหน่วยรับตรวจเพื่อการพัฒนาการ
ตรวจสอบภายในด้านเทคโนโลยีสารสนเทศต่อไปด้วย
แบบสอบถาม 
 การวิเคราะห์ข้อมูลและสถิต ิ



465
Journal of Environmental Education Medical and Health

VOL.10 NO.4 October-December  2025

 

  ค่าเฉลี่ย 4.50 – 5.00 หมายความว่า อยู่ในระดับ
ดีมาก 
  ค่าเฉลี่ย 3.50 – 4.49 หมายความว่า อยู่ในระดับ
ดี 
 ค่าเฉลี่ย 2.50 – 3.49 หมายความว่า อยู่ในระดับ
ปานกลาง 
 ค่าเฉลี่ย 1.50 – 2.49 หมายความว่า อยู่ในระดับ
พอใช ้
  ค่าเฉลี่ย 1.00 – 1.49 หมายความว่า อยู่ในระดับ
แย่ 
 ส่วนที่ 4 ข้อเสนอแนะและข้อคิดเห็น (ปลายเปิด) 
ประกอบด้วย 3 ประเด็น ให้ผู้ตอบแสดงความคิดเห็น
จากมุมมองหรือประสบการณ์ของตนเอง  
 การตรวจสอบเครื่องมือ น าแบบสอบถามที่มีการ
ปรับปรุงแก้ไขแล้วให้ผู้เชี่ยวชาญ จ านวน 4 ท่าน เพื่อ
พิจารณาตรวจสอบความเที่ยงตรงตามเนื้อหา (Content 
Validity) ผลการวิเคราะห์หาความเที่ยงตรงตามเนื้อหา
ปรากฏว่าข้อค าถามทุกข้อผ่านเกณฑ์ มีค่าดัชนี (IOC) 
สอดคล้องระหว่าง 0.60 – 1.00 ซึ่งมีค่ามากกว่า 0.50 
จึงไม่ต้องท าการตัดข้อค าถามในแบบสอบถามออก น า
แบบสอบถามไปทดลองใช้  (Try out) กับผู้บริหาร 
หัวหน้าฝ่าย/กลุ่มงาน เจ้าหน้าที่ไอที เจ้าหน้าที่การเงิน 
ที่ไม่ใช่กลุ่มเป้าหมายในการวิจัยครั้งนี้ จ านวน 30 คน 
แล้วน ามามาหาค่าความเชื่อมั่น (Reliability) ของ
เครื่องมือ โดยใช้สูตรสัมประสิทธิ์แอลฟา (coefficient- 
Alpha) ของ Cronbach ซึ่งได้ค่าความเชื่อมั่นทั้งฉบับ 
เท่ากับ 0.94 
 ขั้นตอนด าเนินการวิจัย  
 1. ผู้วิจัยด าเนินการค้นคว้าศึกษาข้อมูลต่าง ๆ 
และรวบรวมข้อมูลท่ีเกี่ยวข้องกับการตรวจสอบด้าน
เทคโนโลยีสารสนเทศ มาตรฐานการตรวจสอบภายใน
ระดับสากล หน่วยงานด้านวิชาชีพการตรวจสอบทั้งสภา
วิชาชีพบัญชี ในพระบรมราชูปถัมภ์และสมาคมผู้
ตรวจสอบภายในแห่งประเทศไทยรวมถึง มาตรฐาน ISO 
ด้านเทคโนโลยีสารสนเทศ และทบทวนวรรณกรรม 

แนวคิดและทฤษฎี ที่เกี่ยวข้องกับการพัฒนารูปแบบการ
ตรวจสอบภายในด้านเทคโนโลยีสารสนเทศ รวมถึง
ศึกษาบทความ การศึกษา วิเคราะห์ วิจัยจากหน่วยงาน
ต่าง ๆ ทั้งภาครัฐและเอกชนที่ได้มีการด าเนินการ
ตรวจสอบดา้นเทคโนโลยสีารสนเทศ 
 2. ผู้วิจัยน าข้อมูลที่ ได้มาออกแบบแนวการ
ตรวจสอบ (Audit Program) ด้านเทคโนโลยีสารสนเทศ
ที่ เหมาะสมกับบริบทของหน่วยบริการในสั งกัด
ส านักงานปลัดกระทรวงสาธารณสุข  
 3. น าแนวทางการตรวจสอบ (Audit Program) 
ด้านเทคโนโลยีสารสนเทศ ใช้ในการตรวจสอบภายใน
ด้านเทคโนโลยีสารสนเทศกับหน่วยบริการในสังกัด
ส านักงานปลัดกระทรวงสาธารณสุขตามแผนการ
ตรวจสอบภายใน กลุ่มตรวจสอบภายใน ส านักงาน
ปลัดกระทรวงสาธารณสุข ประจ าปีงบประมาณ พ.ศ. 
2568 ทั้งหมด 15 แห่ง 
 4. น าผลที่ ได้จากการตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศมาวิเคราะห์สภาพแวดล้อมภายใน
และสภาพแวดล้อมภายนอก (SWOT Analysis) เพื่อเป็น
ข้อมูลน ามาใช้ในการให้ข้อเสนอแนะเชิงระบบและ
หน่วยรับตรวจสามารถน าไปใช้ในการปรับปรุง/พัฒนา
ได้อย่างชัดเจน 
 5. เพื่อให้เกิดคุณค่า (Value) ของการตรวจสอบ
ภายใน ซึ่งคุณค่าดังกล่าววัดจากหน่วยรับตรวจ ด้วยการ
สอบถามผู้บริหารหรือผู้ที่เกี่ยวข้องของหน่วยรับตรวจถึง
ผลลัพธ์ (Outcome) ที่ได้จากข้อเสนอแนะว่าสามารถให้
ข้อมูลที่เป็นประโยชน์แก่หน่วยรับตรวจในการน าไปใช้
ในการปรับปรุง ระบบเทคโนโลยีสารสนเทศที่หน่วยงาน
ใช้อยู่ให้มีการควบคุมที่เพียงพอ เหมาะสมได้หรือไม่
เพียงใดพร้อมกับการเปิดรับฟังข้อคิดเห็นจากผู้บริหาร
หรือผู้ที่เกี่ยวข้องของหน่วยรับตรวจเพื่อการพัฒนาการ
ตรวจสอบภายในด้านเทคโนโลยีสารสนเทศต่อไปด้วย
แบบสอบถาม 
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 วิ เคราะห์ข้อมูลเชิ งคุณภาพ โดย content 
analysis 
 วิเคราะห์ข้อมูลเชิงปริมาณโดย สถิติเชิงพรรณนา 
( Descriptive Research) โ ด ย ใ ช้ ค ว า ม ถี่ ร้ อ ย ล ะ
(Percentage) ค่าเฉลี่ย (Mean) ส่วนเบี่ยงเบนมาตรฐาน 
(Standard deviation) คะแนนสู งสุ ด (Maximum) 
คะแนนต่ าสุด (Minimum) และ สถิติ สัมประสิทธิ์
สหสัมพันธ์ของเพียร์สัน (Pearson Product Moment 
Correlation Coefficient ) 
 
ผลการวิจัย 
 1. แนวทางการตรวจสอบภายในด้านเทคโนโลยี
สารสนเทศที่มีอยู่ยังขาดการวิเคราะห์ความเชื่อมโยงของ
ระบบงาน และกระบวนการย้อนรอยข้อมูล แบบ end-
to-end ดังนั้นผู้วิจัยจึงได้พัฒนา CHANG – IT Audit 
Model ประกอบด้วย 3 มิติหลัก ได้แก่ การควบคุม
ทั่ วไป (General Control) การควบคุ มระบบงาน 
(Application Control) การควบคุมการรักษาความ
ปลอดภัย (Security Control) 
โดยมีกระบวนการวิเคราะห์ผลรวมเพื่อมองภาพรวมของ
ระบบงาน และน าเสนอข้อเสนอแนะ ที่เหมาะสมกับแต่
ละบริบท 

หมายเหตุ : ชื่อ “CHANG – IT Audit Model” เป็นชื่อ
ที่ผู้วิจัยตั้งขึ้นโดย “CHANG” มาจาก 
 C มาจากค าว่า Comprehensive หมายถึง ความ
ครอบคลุม 
 H มาจากค าว่า Holistic หมายถึง องค์รวม 
 A มาจากค าว่า Adaptive หมายถึง ความยืดหยุ่น 
 N มาจากค าว่ า Networked หมายถึ ง การ
เชื่อมโยงกัน 
 G มาจากค าว่า Governance หมายถึง การ
ก ากับดูแล 
 ซึ่งรวมกันจะสะท้อนถึงการตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศที่ครอบคลุมทั้งระบบ มีความ
ยืดหยุ่นในบริบทของแต่ละหน่วยบริการและมุ่งเน้นการ
บริหารจัดการที่มีประสิทธิภาพ และค าว่า CHANG มา
จากชื่อผู้วิจัย (สมบูรณ์ สิงห์พรม หรือ ชื่อเล่น “ช้าง”) 
เพื่อจะสื่อถึงความเป็นเจ้าของนวัตกรรมและสะท้อน
คุณลักษณะของโมเดลท่ีมากกว่าความหมายข้างต้น 
ได้แก่ ความมั่นคง  ความรอบด้าน และวิสัยทัศน์ ซึ่งเป็น
คุณสมบัติส าคัญในการตรวจสอบภายในยุคดิจิทัลด้วย 
รายละเอียดดังภาพประกอบ 1 

 

 
 

ภาพประกอบท่ี 1 แสดงขั้นตอนการตรวจสอบของ CHANG – IT Audit Model 
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ปีที่ 10 ฉบับที่ 4 ตุลาคม – ธันวาคม 2568

 

 จากภาพประกอบที่  1 แสดงขั้ นตอนการ
ตรวจสอบภายในด้านเทคโนโลยีสารสนเทศตามรูปแบบ
ของ CHANG – IT Audit Model ที่พัฒนาขึ้นโดยผู้วิจัย
น้ันแสดงให้เห็นว่า การตรวจสอบภายในด้านเทคโนโลยี
สารสนเทศท่ีเหมาะสมกับบริบทของหน่วยบริการใน
สังกัดส านักงานปลัดกระทรวงสาธารณสุขนั้น จะต้องมี
การศึกษา ท าความเข้าใจบริบทของหน่วยบริการก่อน 
เพื่อที่จะได้ เลือกการตรวจสอบในรายละเอียด ที่
เหมาะสม เช่น ด้านสภาพแวดล้อมการควบคุม ควรมี
รายละเอียดเท่าไหร่ถึงจะเพียงพอที่จะจัดว่า มีการ
ควบคุมท่ีเพียงพอเหมาะสม ด้านความปลอดภัยของ
ระบบเช่นเดียวกัน แต่ที่จะแตกต่างออกไปคือด้านการ
ควบคุมระบบงาน ซึ่งแต่ละแห่งมีการใช้ระบบงานที่
แตกต่างกัน แต่ส่วนใหญ่ระบบการให้บริการจะเป็น
ระบบเดียวที่เชื่อมโยงการให้บริการทั้งหมดไว้ด้วยกัน 
แต่ส าหรับงานสนับสนุนประเภทงานการเงิน งานบัญชี 
งานพัสดุ งานเรียกเก็บ จะมีระบบงานที่หลากหลาย 
รวมถึงไม่เชื่อมโยงกัน และยังมีการใช้ระบบมือร่วมด้วย 
ดังนั้นการออกแบบการตรวจสอบในแนวการตรวจสอบ
ในด้านระบบงานจะไม่สามารถ ลงรายละเอียดแล้วตรวจ
ตามเพียงเท่านั้นได้  จ าเป็นที่ต้องใช้ข้อมูลเมื่อลง
ตรวจสอบอีกครั้งเพื่อประเมินบริบทของระบบงาน และ
น ามาปรับแก้ตามข้อเท็จจริงที่พบ ซึ่งถือว่าเป็นจุดที่ยาก
ที่สุดในการตรวจสอบ จ าเป็นต้องใช้ผู้ตรวจสอบภายในที่
มีความรู้ความเข้าใจในบริบทของหน่วยบริการเป็นอย่าง
ดี  
 2. การศึกษาและวิเคราะห์จุดแข็ง จุดอ่อน 
โอกาส และอุปสรรค ของกลุ่มตัวอย่างทั้ง 15 แห่ง 
โดยแบ่งตามขนาดของหน่วยบริการ  
 โรงพยาบาลทั้ง 3 ขนาดมีจุดอ่อนร่วมกันคือ 
ข้อมูลไม่เชื่อมโยงกัน ขาดการทบทวนสิทธิ์ผู้ใช้งานและ
มีความเสี่ยง PDPA ส่วนความแตกต่างคือ โรงพยาบาล
ศูนย์มีระบบมาก ที่สุดแต่มีความซับซ้อนและมีการ
ลงทุนสูง โรงพยาบาลทั่ วไปมีความก้าวหน้าด้าน
เทคโนโลยีแต่ยังขาด การจัดท าเอกสารให้สมบูรณ์

รวมถึงขาดการบูรณาการร่วมกัน โรงพยาบาลชุมชนจะ
พบปัญหาข้อจ ากัดด้านบุคลากรและงบประมาณด้าน
เทคโนโลยีมากกว่าขนาดใหญ่ 
 3. ก าหนดแนวทางการจัดท ากลยุทธ์ในการน า
เทคโนโลยีสารสนเทศมาใช้ที่เหมาะสม ตามขนาดของ
โรงพยาบาล พบว่า 
 โรงพยาบาลศูนย์มีลักษณะเป็นหน่วยบริการ
ขนาดใหญ่ มีปริมาณข้อมูลผู้ป่วยและระบบสารสนเทศ
จ านวนมาก จึงมีความจ าเป็นต้องพัฒนาระบบก ากับ
ดูแลและรักษาความปลอดภัยข้อมูล ในระดับที่สูงและ
ครอบคลุม กลยุทธ์การพัฒนาที่ส าคัญ ได้แก ่
 1. จัดตั้งศูนย์กลางการบริหารจัดการข้อมูลและ
ความปลอดภัยสารสนเทศ เพื่อท าหน้าที่ตรวจสอบและ
ก ากับดูแลการใช้ข้อมูลอย่างบูรณาการ และเป็นกลไก
กลางในการตอบสนองต่อเหตุการณ์ด้านความปลอดภัย
ไซเบอร์ 
 2. พัฒนาระบบการก ากับดูแลข้อมูล (Data 
Governance) โ ด ย จั ด ท า  Master Data, Data 
Dictionary และการเชื่อมโยงข้อมูลระหว่างระบบต่าง ๆ 
อย่างเป็นระบบ เพื่อสร้างความน่าเชื่อถือ ของข้อมูล 
 3. ยกระดับความมั่นคงปลอดภัยทางไซเบอร์ 
ด้วยการน าสถาปัตยกรรม Zero Trust และการยืนยัน
ตัวตนหลายปัจจัย (2FA) มาใช้ในระบบที่เกี่ยวข้องกับ
ข้อมูลที่มีความส าคัญ 
 4. เสริมสร้างความพร้อมในการฟื้นฟูระบบ ด้วย
การทดสอบการกู้คืนข้อมูลตามแผน BCP/DRP อย่าง
ต่อเนื่อง 
 5. สร้างวัฒนธรรมด้านความปลอดภัยไซเบอร์ 
โดยก าหนดตัวชี้วัดในระดับผู้บริหารและ จัดกิจกรรม
สร้างการมีส่วนร่วมของบุคลากรอย่างต่อเนื่อง 
 โรงพยาบาลทั่วไปเป็นหน่วยบริการขนาดกลางที่
มีระบบสารสนเทศหลากหลาย แต่ยังขาดการเช่ือมโยง
อย่างบูรณาการ จึ งควรก าหนดกลยุทธ์ เพื่อเพิ่ ม
ประสิทธิภาพการจัดการข้อมูลและ ลดความเสี่ยงจาก
ข้อผิดพลาด กลยุทธ์ที่ส าคัญ ได้แก่ 
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 จากภาพประกอบที่  1 แสดงข้ันตอนการ
ตรวจสอบภายในด้านเทคโนโลยีสารสนเทศตามรูปแบบ
ของ CHANG – IT Audit Model ที่พัฒนาขึ้นโดยผู้วิจัย
นั้นแสดงให้เห็นว่า การตรวจสอบภายในด้านเทคโนโลยี
สารสนเทศท่ีเหมาะสมกับบริบทของหน่วยบริการใน
สังกัดส านักงานปลัดกระทรวงสาธารณสุขนั้น จะต้องมี
การศึกษา ท าความเข้าใจบริบทของหน่วยบริการก่อน 
เพื่อที่จะได้ เลือกการตรวจสอบในรายละเอียด ที่
เหมาะสม เช่น ด้านสภาพแวดล้อมการควบคุม ควรมี
รายละเอียดเท่าไหร่ถึงจะเพียงพอที่จะจัดว่า มีการ
ควบคุมท่ีเพียงพอเหมาะสม ด้านความปลอดภัยของ
ระบบเช่นเดียวกัน แต่ท่ีจะแตกต่างออกไปคือด้านการ
ควบคุมระบบงาน ซึ่งแต่ละแห่งมีการใช้ระบบงานที่
แตกต่างกัน แต่ส่วนใหญ่ระบบการให้บริการจะเป็น
ระบบเดียวที่เชื่อมโยงการให้บริการทั้งหมดไว้ด้วยกัน 
แต่ส าหรับงานสนับสนุนประเภทงานการเงิน งานบัญชี 
งานพัสดุ งานเรียกเก็บ จะมีระบบงานท่ีหลากหลาย 
รวมถึงไม่เชื่อมโยงกัน และยังมีการใช้ระบบมือร่วมด้วย 
ดังนั้นการออกแบบการตรวจสอบในแนวการตรวจสอบ
ในด้านระบบงานจะไม่สามารถ ลงรายละเอียดแล้วตรวจ
ตามเพียงเท่านั้นได้  จ าเป็นที่ต้องใช้ข้อมูลเมื่อลง
ตรวจสอบอีกครั้งเพื่อประเมินบริบทของระบบงาน และ
น ามาปรับแก้ตามข้อเท็จจริงที่พบ ซึ่งถือว่าเป็นจุดที่ยาก
ที่สุดในการตรวจสอบ จ าเป็นต้องใช้ผู้ตรวจสอบภายในที่
มีความรู้ความเข้าใจในบริบทของหน่วยบริการเป็นอย่าง
ดี  
 2. การศึกษาและวิเคราะห์จุดแข็ง จุดอ่อน 
โอกาส และอุปสรรค ของกลุ่มตัวอย่างทั้ง 15 แห่ง 
โดยแบ่งตามขนาดของหน่วยบริการ  
 โรงพยาบาลทั้ง 3 ขนาดมีจุดอ่อนร่วมกันคือ 
ข้อมูลไม่เชื่อมโยงกัน ขาดการทบทวนสิทธิ์ผู้ใช้งานและ
มีความเสี่ยง PDPA ส่วนความแตกต่างคือ โรงพยาบาล
ศูนย์มีระบบมาก ที่สุดแต่มีความซับซ้อนและมีการ
ลงทุนสูง โรงพยาบาลทั่ วไปมีความก้าวหน้าด้าน
เทคโนโลยีแต่ยังขาด การจัดท าเอกสารให้สมบูรณ์

รวมถึงขาดการบูรณาการร่วมกัน โรงพยาบาลชุมชนจะ
พบปัญหาข้อจ ากัดด้านบุคลากรและงบประมาณด้าน
เทคโนโลยีมากกว่าขนาดใหญ่ 
 3. ก าหนดแนวทางการจัดท ากลยุทธ์ในการน า
เทคโนโลยีสารสนเทศมาใช้ที่เหมาะสม ตามขนาดของ
โรงพยาบาล พบว่า 
 โรงพยาบาลศูนย์มีลักษณะเป็นหน่วยบริการ
ขนาดใหญ่ มีปริมาณข้อมูลผู้ป่วยและระบบสารสนเทศ
จ านวนมาก จึงมีความจ าเป็นต้องพัฒนาระบบก ากับ
ดูแลและรักษาความปลอดภัยข้อมูล ในระดับที่สูงและ
ครอบคลุม กลยุทธ์การพัฒนาที่ส าคัญ ได้แก ่
 1. จัดตั้งศูนย์กลางการบริหารจัดการข้อมูลและ
ความปลอดภัยสารสนเทศ เพื่อท าหน้าท่ีตรวจสอบและ
ก ากับดูแลการใช้ข้อมูลอย่างบูรณาการ และเป็นกลไก
กลางในการตอบสนองต่อเหตุการณ์ด้านความปลอดภัย
ไซเบอร ์
 2. พัฒนาระบบการก ากับดูแลข้อมูล (Data 
Governance) โ ด ย จั ด ท า  Master Data, Data 
Dictionary และการเชื่อมโยงข้อมูลระหว่างระบบต่าง ๆ 
อย่างเป็นระบบ เพื่อสร้างความน่าเชื่อถือ ของข้อมูล 
 3. ยกระดับความมั่นคงปลอดภัยทางไซเบอร์ 
ด้วยการน าสถาปัตยกรรม Zero Trust และการยืนยัน
ตัวตนหลายปัจจัย (2FA) มาใช้ในระบบที่เกี่ยวข้องกับ
ข้อมูลที่มีความส าคัญ 
 4. เสริมสร้างความพร้อมในการฟ้ืนฟูระบบ ด้วย
การทดสอบการกู้คืนข้อมูลตามแผน BCP/DRP อย่าง
ต่อเนื่อง 
 5. สร้างวัฒนธรรมด้านความปลอดภัยไซเบอร์ 
โดยก าหนดตัวชี้วัดในระดับผู้บริหารและ จัดกิจกรรม
สร้างการมีส่วนร่วมของบุคลากรอย่างต่อเนื่อง 
 โรงพยาบาลทั่วไปเป็นหน่วยบริการขนาดกลางที่
มีระบบสารสนเทศหลากหลาย แต่ยังขาดการเชื่อมโยง
อย่างบูรณาการ จึ งควรก าหนดกลยุทธ์ เพื่อเพิ่ ม
ประสิทธิภาพการจัดการข้อมูลและ ลดความเสี่ยงจาก
ข้อผิดพลาด กลยุทธ์ที่ส าคัญ ได้แก่ 

 

 1. พัฒนาระบบข้อมูลแบบบูรณาการ (Single 
Source of Truth) เพื่อเชื่อมโยงข้อมูล จากระบบงาน
หลัก เช่น ระบบเวชระเบียน การเงิน บัญชี และพัสดุ ให้
เป็นข้อมูลชุดเดียวที่น่าเชื่อถือ จัดท าคลังข้อมูลกลาง 
(Data Warehouse) เพื่อสนับสนุนการบริหารจัดการ
เชิงกลยุทธ์และการตรวจสอบภายในที่โปร่งใส 
 2. น าเทคโนโลยี  AI หรือ RPA มาใช้ ในการ
ตรวจสอบความถูกต้องของข้อมูลเพื่อลดความผิดพลาด
และป้องกันความเสี่ยงจากการทุจริต 
 3. ยกระดับการจัดท าเอกสารและข้อก าหนดด้าน
กฎหมาย เช่น การจัดท าข้อตกลง การรักษาความลับ 
(NDA), รายการกิจกรรมการประมวลผลข้อมูล (RoPA) 
และการก าหนดหน้าที่บุคลากรอย่างชัดเจน 
 4. เสริมการบริหารจัดการสิทธิ์การใช้งานระบบ
สารสนเทศ  ด้ วยกระบวนการ  User Lifecycle 
Management และการทบทวนสิทธิ์การใช้งานอย่าง
สม่ าเสมอ 
  โรงพยาบาลชุมชนเป็นหน่วยบริการขนาดเล็กที่
มักเผชิญข้อจ ากัดด้านงบประมาณและบุคลากรด้าน
เทคโนโลยีสารสนเทศ แต่ยังคงต้องให้ความส าคัญต่อ
ความถูกต้องและความปลอดภัย ของข้อมูลผู้ป่วย กล
ยุทธ์การพัฒนาที่ส าคัญ ได้แก่ 
 1. ใช้ แนวทางการพัฒนาที่ เหมาะสมกับ
ทรัพยากร โดยเริ่มจากการใช้ระบบ VPN ร่วมกับการ
ยืนยันตัวตนแบบ 2FA และค่อย ๆ พัฒนาไปสู่การใช้
สถาปัตยกรรม Zero Trust ตามความพร้อม 
ใช้แพลตฟอร์มดิจิทัลของกระทรวงสาธารณสุข (MOPH 
Digital Platform) หรือโปรแกรมส าเร็จรูป เพื่อรองรับ
งานหลัก เพื่อลดภาระด้านการลงทุนและการพัฒนาเอง 
 2 .  จั ดท าระบบการก ากั บดู แลข้ อมู ลใน
ระดับพื้นฐาน เช่น การจัดท า Data Dictionary และการ
ตรวจสอบความถูกต้องของข้อมูลอย่างสม่ าเสมอ 
 3. เสริมสร้างศักยภาพบุคลากร ผ่านการอบรม
ด้านความปลอดภัยไซเบอร์และกฎหมายคุ้มครองข้อมูล
ส่วนบุคคล (PDPA) 

 4. สร้างความพร้อมในการกู้คืนข้อมูล ด้วยการ
ทดสอบระบบส ารองข้อมูลและการฟื้นฟูระบบอย่างน้อย
ปีละครั้ง 
 การก าหนดกลยุทธ์ของโรงพยาบาลทั้งสามระดับ
มีจุดร่วมคือการพัฒนาระบบข้อมูลและความปลอดภัย
สารสนเทศให้มีมาตรฐานและสอดคล้องกับนโยบาย 
Smart Hospital และกฎหมายคุ้มครองข้อมูลส่วน
บุคคล แต่แตกต่างกันในระดับความเข้มข้นและ
ทรัพยากรที่ใช้ โดยโรงพยาบาลศูนย์ควรมุ่งสู่ การเป็น
ต้นแบบด้านการก ากับดูแลข้อมูล โรงพยาบาลทั่วไปควร
เน้นการบูรณาการข้อมูลและเสริม การควบคุมขณะท่ี
โรงพยาบาลชุมชนควรเน้นโซลูชั่นหรือแนวทางแก้ปัญหา
ที่เหมาะสมกับข้อจ ากัด เชิงทรัพยากรควบคู่กับการ
สร้างวินยัและทักษะของบุคลากร   
 4. ประเมินประสิทธิภาพของเครื่องมือหรือ
รูปแบบที่ใช้ในการตรวจสอบจากการสอบถามความ
คิดเห็นจากผู้บริหารหรือผู้ที่เกี่ยวข้องในกลุ่มตัวอย่างทั้ง 
15 แห่ง สรุปได้ดังนี ้
 ผู้ตอบแบบสอบถามส่วนใหญ่เป็นเจ้าหน้าที่ไอที
คิดเป็นร้อยละ 60 จากท้ังหมด 15 คน รองลงมาคือ
หัวหน้าฝ่าย/กลุ่มงานและเจ้าหน้าที่ศูนย์จัดเก็บรายได้ 
ผู้ตอบแบบสอบถามส่วนใหญ่ (ร้อยละ 93.3) มีส่วน
เกี่ยวข้องกบัการตรวจสอบภายในนี้โดยตรง 
 การประเมินคุณค่าที่ได้รับจากการตรวจสอบ 
โดยรวมแล้วผู้ตอบแบบสอบถามมีความคิดเห็นในระดับ 
“เห็นด้วย” ว่าการตรวจสอบภายในด้านเทคโนโลยี
สารสนเทศในครั้งนี้ “สร้างคุณค่า” ให้กับหน่วยงาน 
โดยเฉพาะอย่างยิ่งในประเด็น (1) ข้อเสนอแนะท่ีชัดเจน 
โดยผู้ตอบแบบสอบถามเห็นด้วยอย่างยิ่งว่าข้อเสนอแนะ
ที่ได้รับมีความชัดเจนและสามารถน าไปใช้ปรับปรุงงาน
ได้จริง (2) การใช้ประโยชน์จากผลการตรวจสอบ ผู้ตอบ
แบบสอบถามส่วนใหญ่เห็นด้วยว่าสามารถน าผลการ
ตรวจสอบไปใช้  ในการวางแผนพัฒนาหรือขอรับ
สนับสนุนงบประมาณได้ (3) การตระหนักถึงความเสี่ยง 
การตรวจสอบช่วยให้ผู้ตอบแบบสอบถามเข้าใจความ
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เสี่ยงด้านความม่ันคงปลอดภัยทางไซเบอร์และเห็น
จุดอ่อนด้านไอดีที่ไม่เคยรู้มาก่อน (4) การสร้างคุณค่า
โดยรวม ผู้ตอบแบบสอบถามส่วนใหญ่เห็นด้วยว่าการ
ตรวจสอบครั้งนี้สร้างคุณค่าให้กับหน่วยงานโดยรวม 
 ความพึงพอใจต่อกระบวนการตรวจสอบ ใน
ภาพรวมของความพึงพอใจต่อกระบวนการตรวจสอบอยู่
ในระดับ “ดีมาก” โดยมีคะแนนความพึงพอใจสูงใน
ประเด็น การส่ือสารที่ชัดเจน ความเข้าใจในบริบทงาน 
ข้อเสนอแนะเชิงสร้างสรรค์ และการประชุมที่เปิดเผยที่
มีการแลกเปลี่ยนข้อมูลอย่างเปิดเผยและสร้างสรรค์  
 ความสัมพันธ์ระหว่างตัวแปร จากผลการ
วิเคราะห์ความสัมพันธ์เชิงสถิติ (Correlation) แสดงให้
เห็นว่า (1) ต าแหน่งงานกับการประเมินคุณค่า ผู้ตอบ
แบบสอบถามที่ด ารงต าแหน่งต่างกัน มีความคิดเห็นต่อ
คุณค่าของการตรวจสอบไม่แตกต่างกันอย่างมีนัยส าคัญ
ทางสถิติ  (2) ต าแหน่ งงาน กับพึ งพอใจ ไม่พบ
ความสัมพันธ์ระหว่างต าแหน่งงานกับความพึงพอใจต่อ
กระบวนการตรวจสอบ ยกเว้น ประเด็นที่ ว่ า "ผู้
ตรวจสอบให้ข้อเสนอแนะที่เป็นมิตร" ซึ่งมีความสัมพันธ์
กับต าแหน่งงานอย่างมีนัยส าคัญทางสถิติ (3) การมีส่วน
ร่วมกับการประเมินคุณค่าและความพึงพอใจนั้น ไม่พบ
ความสัมพันธ์ระหว่าง การมีส่วนเกี่ยวข้องกับการ
ตรวจสอบกับการประเมินคุณค่าหรือความพึงพอใจต่อ
กระบวนการตรวจสอบ (4) ความพึงพอใจกับการ
ประเมินคุณค่า มี 2 ประเด็นคือ ความพึงพอใจต่อ
กระบวนการตรวจสอบ มีความสัมพันธ์อย่างมีนัยส าคัญ
กับความรู้สึกที่ว่า “การตรวจสอบช่วยให้เห็นจุดอ่อน” 
และ “สามารถ น าผลไปใช้ในการวางแผนได้" กับ ในทาง
กลับกัน ไม่พบความสัมพันธ์ระหว่างความพึงพอใจ กับ
ข้อเสนอแนะที่ชัดเจนและการสร้างคุณค่าโดยรวม 
 สรุปข้อเสนอแนะเพิ่มเติมในแบบสอบถามพบว่า
ผู้ตอบแบบสอบถามให้ข้อเสนอแนะ เพื่อปรับปรุงการ
ตรวจสอบในอนาคต เช่น ควรเน้นและเจาะลึกในด้าน
ของความเสี่ยงที่อาจส่งผลกระทบต่อคุณภาพหรือ
ประสิทธิภาพของงาน และเพิ่มการใช้ระบบดิจิทัลเพื่อ

ลดงานเอกสาร นอกจากนี้ยังเสนอให้ส่วนกลางจัดการ
เรื่องความปลอดภัยทางไซเบอร์ในภาพรวมทั้งกระทรวง 
เพราะหน่วยบริการไม่มีทรัพยากรท่ี เพียงพอทั้ ง
งบประมาณและบุคลากร รวมถึงความเข้าใจในการ
บริหารจัดการอย่างเป็นระบบด้วย  
 
สรุปและอภิปรายผล 
 1. การเชื่อมโยงกับแนวคิดทฤษฎีระบบ (System 
Theory)  ผลการวิจัยได้พัฒนารูปแบบการตรวจสอบ
ภายในด้านเทคโนโลยีสารสนเทศ CHANG – IT Audit 
Model แสดงให้เห็นถึงการน าแนวคิดระบบเปิด (Open 
System) มาใช้ในการบริหาร การตรวจสอบโดยมีการรับ
ปัจจัยน าเข้า (Input) จากสภาพแวดล้อม เช่น ข้อมูล 
ความเสี่ยง และเทคโนโลยีท่ีเปลี่ยนแปลงอยู่เสมอ ผ่าน
กระบวนการตรวจสอบและให้ ข้อมู ลป้อนกลับ 
(Feedback) เพื่อปรับปรุงระบบงานของหน่วยบริการให้
มีประสิทธิภาพมากขึ้น ซึ่งสอดคล้องกับแนวคิดของ 
Friedman & Allen4 และ ทิศนา แขมมณี5 ที่เน้นว่าการ
บริหารเชิงระบบต้องอาศัยการมององค์รวมและ การ
เรียนรู้ร่วมกันอย่างตอ่เนื่อง 
  ทั้งนี้ ผลการวิจัยยังต่อยอดแนวคิดดังกล่าว โดย
แปลงจากระบบบริหารทั่วไปไปสู่ “ระบบตรวจสอบแบบ
บู รณาการ” ( Integrated Audit System) ซึ่ ง เป็ น
นวัตกรรมใหม่ที่สะท้อนความเป็น ระบบเปิดอย่าง
แท้จริง กล่าวคือ สามารถแลกเปลี่ยนข้อมูลและเรียนรู้
ร่วมกันระหว่างโรงพยาบาล แต่ละระดับ เป็นการ
ประยุกต์ใช้แนวคิด System Thinking ในบริบทของการ
ตรวจสอบภายใน หน่วยบริการในสังกัดส านักงาน
ปลัดกระทรวงสาธารณสุขได้อย่างเหมาะสม 
 2. การอภิปรายเปรี ยบเทียบกับแนวคิ ด
เทคโนโลยีสารสนเทศและการตรวจสอบด้าน IT  การ
พัฒนาแนวทางตรวจสอบที่อิงมาตรฐาน GTAG และ 
ISO/IEC 27001 สอดคล้องกับแนวคิดเทคโนโลยี
สารสนเทศในบทที่ 2 ที่มองว่าเทคโนโลยีเป็นเครื่องมือ
หลักในการเสริมประสิทธิภาพขององค์การ6  โดยเฉพาะ
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เสี่ยงด้านความมั่นคงปลอดภัยทางไซเบอร์และเห็น
จุดอ่อนด้านไอดีที่ไม่เคยรู้มาก่อน (4) การสร้างคุณค่า
โดยรวม ผู้ตอบแบบสอบถามส่วนใหญ่เห็นด้วยว่าการ
ตรวจสอบครั้งนี้สร้างคุณค่าให้กับหน่วยงานโดยรวม 
 ความพึงพอใจต่อกระบวนการตรวจสอบ ใน
ภาพรวมของความพึงพอใจต่อกระบวนการตรวจสอบอยู่
ในระดับ “ดีมาก” โดยมีคะแนนความพึงพอใจสูงใน
ประเด็น การส่ือสารท่ีชัดเจน ความเข้าใจในบริบทงาน 
ข้อเสนอแนะเชิงสร้างสรรค์ และการประชุมที่เปิดเผยที่
มีการแลกเปลี่ยนข้อมูลอย่างเปิดเผยและสร้างสรรค์  
 ความสัมพันธ์ระหว่างตัวแปร จากผลการ
วิเคราะห์ความสัมพันธ์เชิงสถิติ (Correlation) แสดงให้
เห็นว่า (1) ต าแหน่งงานกับการประเมินคุณค่า ผู้ตอบ
แบบสอบถามที่ด ารงต าแหน่งต่างกัน มีความคิดเห็นต่อ
คุณค่าของการตรวจสอบไม่แตกต่างกันอย่างมีนัยส าคัญ
ทางสถิติ  (2) ต าแหน่ งงาน กับพึ งพอใจ ไม่พบ
ความสัมพันธ์ระหว่างต าแหน่งงานกับความพึงพอใจต่อ
กระบวนการตรวจสอบ ยกเว้น ประเด็นที่ ว่ า "ผู้
ตรวจสอบให้ข้อเสนอแนะที่เป็นมิตร" ซึ่งมีความสัมพันธ์
กับต าแหน่งงานอย่างมีนัยส าคัญทางสถิติ (3) การมีส่วน
ร่วมกับการประเมินคุณค่าและความพึงพอใจนั้น ไม่พบ
ความสัมพันธ์ระหว่าง การมีส่วนเกี่ยวข้องกับการ
ตรวจสอบกับการประเมินคุณค่าหรือความพึงพอใจต่อ
กระบวนการตรวจสอบ (4) ความพึงพอใจกับการ
ประเมินคุณค่า มี 2 ประเด็นคือ ความพึงพอใจต่อ
กระบวนการตรวจสอบ มีความสัมพันธ์อย่างมีนัยส าคัญ
กับความรู้สึกที่ว่า “การตรวจสอบช่วยให้เห็นจุดอ่อน” 
และ “สามารถ น าผลไปใช้ในการวางแผนได้" กับ ในทาง
กลับกัน ไม่พบความสัมพันธ์ระหว่างความพึงพอใจ กับ
ข้อเสนอแนะที่ชัดเจนและการสร้างคุณค่าโดยรวม 
 สรุปข้อเสนอแนะเพิ่มเติมในแบบสอบถามพบว่า
ผู้ตอบแบบสอบถามให้ข้อเสนอแนะ เพื่อปรับปรุงการ
ตรวจสอบในอนาคต เช่น ควรเน้นและเจาะลึกในด้าน
ของความเสี่ยงที่อาจส่งผลกระทบต่อคุณภาพหรือ
ประสิทธิภาพของงาน และเพิ่มการใช้ระบบดิจิทัลเพื่อ

ลดงานเอกสาร นอกจากนี้ยังเสนอให้ส่วนกลางจัดการ
เรื่องความปลอดภัยทางไซเบอร์ในภาพรวมท้ังกระทรวง 
เพราะหน่วยบริการไม่ มีทรัพยากรที่ เพียงพอทั้ ง
งบประมาณและบุคลากร รวมถึงความเข้าใจในการ
บริหารจัดการอย่างเป็นระบบด้วย  
 
สรุปและอภิปรายผล 
 1. การเชื่อมโยงกับแนวคิดทฤษฎีระบบ (System 
Theory)  ผลการวิจัยได้พัฒนารูปแบบการตรวจสอบ
ภายในด้านเทคโนโลยีสารสนเทศ CHANG – IT Audit 
Model แสดงให้เห็นถึงการน าแนวคิดระบบเปิด (Open 
System) มาใช้ในการบริหาร การตรวจสอบโดยมีการรับ
ปัจจัยน าเข้า (Input) จากสภาพแวดล้อม เช่น ข้อมูล 
ความเสี่ยง และเทคโนโลยีที่เปลี่ยนแปลงอยู่เสมอ ผ่าน
กระบวนการตรวจสอบและให้ ข้ อมู ลป้อนกลับ 
(Feedback) เพื่อปรับปรุงระบบงานของหน่วยบริการให้
มีประสิทธิภาพมากขึ้น ซึ่งสอดคล้องกับแนวคิดของ 
Friedman & Allen4 และ ทิศนา แขมมณี5 ที่เน้นว่าการ
บริหารเชิงระบบต้องอาศัยการมององค์รวมและ การ
เรียนรู้ร่วมกันอย่างตอ่เนื่อง 
  ทั้งนี้ ผลการวิจัยยังต่อยอดแนวคิดดังกล่าว โดย
แปลงจากระบบบริหารทั่วไปไปสู่ “ระบบตรวจสอบแบบ
บู รณาการ” ( Integrated Audit System) ซึ่ ง เป็ น
นวัตกรรมใหม่ที่สะท้อนความเป็น ระบบเปิดอย่าง
แท้จริง กล่าวคือ สามารถแลกเปลี่ยนข้อมูลและเรียนรู้
ร่วมกันระหว่างโรงพยาบาล แต่ละระดับ เป็นการ
ประยุกต์ใช้แนวคิด System Thinking ในบริบทของการ
ตรวจสอบภายใน หน่วยบริการในสังกัดส านักงาน
ปลัดกระทรวงสาธารณสุขได้อย่างเหมาะสม 
 2. การอภิปรายเปรี ยบเทียบกับแนวคิ ด
เทคโนโลยีสารสนเทศและการตรวจสอบด้าน IT  การ
พัฒนาแนวทางตรวจสอบที่อิงมาตรฐาน GTAG และ 
ISO/IEC 27001 สอดคล้องกับแนวคิดเทคโนโลยี
สารสนเทศในบทที่ 2 ที่มองว่าเทคโนโลยีเป็นเครื่องมือ
หลักในการเสริมประสิทธิภาพขององค์การ6  โดยเฉพาะ

 

การตรวจสอบที่ใช้เทคโนโลยี ช่วยตรวจจับความเสี่ยง
และความผิดปกติในระบบงานต่าง ๆ  
  ผลการวิจัยครั้งนี้ยังแสดงให้เห็นว่าการประยุกต์
เทคโนโลยีสมัยใหม่ เช่น AI, RPA และ Data Analytics 
Dashboard เข้ามาช่วยในกระบวนการตรวจสอบ เป็น
แ น ว ท า ง ท่ี ต อ บ ส น อ ง ต่ อ แ น ว คิ ด  “ Digital 
Transformation” ซึ่งช่วยยกระดับจากการตรวจสอบ
แบบเดิมที่ เน้นเอกสารและการตรวจสอบภายหลัง 
(Reactive Audit) ไปสู่การตรวจสอบเชิงรุก (Proactive 
Audit) ท่ีสามารถคาดการณ์และแจ้งเตือนความเสี่ยงได้
ล่วงหน้า  นอกจากนี้ ยังพบว่า ผลการวิจัย สอดคล้อง
กับงานของวิกรม บุญนุ่น7 ที่ชี้ว่า การเช่ือมโยงข้อมูล
แบบพลวัต (Dynamic System) จะช่วยให้หน่วยงาน
สามารถควบคุมความเสี่ยง ทางเทคโนโลยีได้ดีกว่าระบบ
ที่แยกส่วน ซึ่งเป็นหลักฐานเชิงประจักษ์สนับสนุนว่า
รูปแบบ CHANG – IT Audit Model มีความเหมาะสม
กับสภาพแวดล้อมของหน่วยบริการในปัจจุบัน 
 3. การใช้แนวคิด SWOT และ TOWS Matrix ใน
การวิ เคราะห์กลยุทธ์  การน า SWOT และ TOWS 
Matrix มาประเมินสภาพแวดล้อมและก าหนดกลยุทธ์ใน
บทท่ี 5 เป็นการประยุกต์แนวคิดเชิงวิเคราะห์จากบทที่ 
2 (2.7) อย่างมีระบบ ซึ่งสอดคล้องกับหลักการของ ธริ
ศร เทียบปาน8 ที่เสนอให้ใช้ SWOT เป็นเครื่องมือในการ
ออกแบบแนวทางพัฒนานโยบายและกลยุทธ์ขององค์กร 
โดยเฉพาะในกรณีที่มีความแตกต่างของทรัพยากรและ
ขนาดหน่วยงาน ผลการวิเคราะห์ในครั้งนี้แสดงให้เห็นถึง
การใช้ SWOT เพื่อพัฒนากลยุทธ์เฉพาะตามขนาดของ
โรงพยาบาล ทั้งขนาดศูนย์ ทั่วไป และชุมชน ซึ่งเป็นการ
ต่อยอดการใช้เครื่องมือเชิงกลยุทธ์ให้สอดคล้องกับ
บริบท ของงานตรวจสอบด้านเทคโนโลยีสารสนเทศใน
หน่วยบริการ สังกัดส านักงานปลัดกระทรวงสาธารณสุข  
 4. การอภิปรายในมิติของการบริหารความเสี่ยง
แ ล ะ ธ ร ร ม า ภิ บ า ล ข้ อ มู ล  ( Data Governance) 
ผลการวิ จั ยที่ ชี้ ให้ เห็นถึ งการจั ดตั้ งระบบ Data 
Governance, Master Data และ  Single Source of 

Truth นับเป็นการยืนยันถึงความส าคัญของการควบคุม
ข้อมูลภายในที่บทที่ 2 ได้กล่าวถึง ในหัวข้อแนวคิดการ
บริหารความเสี่ยงด้านเทคโนโลยี (2.6) และระบบรักษา
ความปลอดภัยของสารสนเทศ (2.3.6) โดยเฉพาะการ
รักษาความลับ ความถูกต้อง และความพร้อมใช้ของ
ข้ อมู ล (CIA Model) ซึ่ ง เป็ นหลั กส าคัญของการ
ตรวจสอบด้านเทคโนโลยีสารสนเทศ การมีระบบก ากับ
ดูแลข้อมูลและกระบวนการประเมินความเสี่ยงตาม
กรอบ ISO/IEC 27001 ยังสอดคล้องกับแนวคิดของ 
Hofmann-Wellenhof et al.9 ที่ระบุว่าการเชื่อมโยง
ข้อมูลและ การป้องกันการรั่วไหลเป็นกลไกส าคัญในการ
คงเสถียรภาพของระบบแบบเปิด (Open System) 
 5. การอภิปรายเชิงเหตุ – ผลและการเติมเต็ม
ช่องว่างของการวิจัยเดิม (Research Gap)  จากบทที่ 2 
ได้ระบุช่องว่างของการวิจัยว่าหน่วยบริการในสังกัด
ส านักงานปลัดกระทรวงสาธารณสุขยังขาด “รูปแบบ
การตรวจสอบภายในด้านเทคโนโลยีสารสนเทศที่เป็น
ระบบและสอดคล้องกับมาตรฐานสากล” ผลการวิจัย
ครั้งนี้จึงสามารถเติมเต็มช่องว่างดังกล่าวได้อย่างเป็น
รูปธรรม โดยการพัฒนา CHANG–IT Audit Model ที่มี
โครงสร้างยืดหยุ่นตามขนาดของหน่วยบริการ มีความ
เชื่อมโยงของข้อมูล (Data Integration) และมีเครื่องมือ
วัดผลลัพธ์ (Outcome-based Evaluation) ซึ่งไม่เพียง
สอดคล้อง กับวรรณกรรมเดิมแต่ยังเป็นการต่อยอดสู่
การสร้างนวัตกรรมใหม่ทางวิชาการ  กล่าวได้ว่ า 
ผลการวิจัยนี้ ได้ปิดช่องว่าง ที่ และสร้างองค์ความรู้ใหม่
ที่สามารถน าไปประยุกต์ใช้ได้จริงในบริบท ของหน่วย
บริการในสังกัดส านักงานปลัดกระทรวงสาธารณสุขได้
ทั้งในระดับนโยบายและระดับปฏิบัติการ 
 6. การอภิปรายผลจากแบบสอบถาม  
ผลการวิจัยในส่วนของแบบสอบถามสะท้อนความ
คิดเห็นของผู้บริหารและผู้ที่เกี่ยวข้องเกี่ยวกับความ
เหมาะสม ประสิทธิผล และคุณค่าของรูปแบบการ
ตรวจสอบภายในด้านเทคโนโลยีสารสนเทศ (CHANG–IT 
Audit Model) โดยผลคะแนนเฉลี่ยในภาพรวมอยู่ใน
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ระดับ  มากถึ งมากที่ สุ ด  แสดงให้ เห็ นว่ าผู้ ตอบ
แบบสอบถามส่วนใหญ่เห็นพ้องว่ารูปแบบดังกล่าวมี
ความเหมาะสมและสามารถน าไปประยุกต์ใช้ได้จริงใน
บริบทของหน่วยบริการ ทั้งนี้สามารถอภิปรายใน
ประเด็นส าคัญดังต่อไปนี้ 
  1. มิติด้านคุณค่าที่ได้รับจากการตรวจสอบ
ภายในด้านเทคโนโลยีสารสนเทศ ผลการประเมินพบว่า 
ผู้ตอบแบบสอบถามมีความคิดเห็นอยู่ในระดับมากถึง
มากที่สุด เกี่ยวกับการที่การตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศช่วยให้หน่วยงานสามารถ มองเห็น
จุดอ่อนของระบบ IT (x̄=4.00), ได้รับข้อเสนอแนะที่
ชัดเจนและน าไปปฏิบัติ ได้จริ ง ( x̄=4.27), และเข้า
ใจความเสี่ยงทางไซเบอร์และน าผลไปใช้ในการวางแผน
พัฒนา (x̄=4.07) 
  ผลดังกล่าวสะท้อนว่า การตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศไม่ได้เป็นเพียง การตรวจจับ
ข้อบกพร่อง แต่เป็นกระบวนการเรียนรู้ขององค์กรที่
สร้างคุณค่าเชิงกลยุทธ์ (Strategic Value) ซึ่งสอดคล้อง
กับแนวคิดของสถาบันผู้ตรวจสอบภายใน10 ที่มองว่าการ
ตรวจสอบยุคดิจิทัลต้องสร้างคุณค่า (Value Creation) 
และส่งเสริมการตัดสินใจเชิงข้อมูล (Evidence-based 
Decision Making) และผลนี้ยังสอดคล้องกับแนวคิด
ทฤษฎีระบบ (System Thinking) ของทิศนา แขมมณี5 
ที่อธิบายว่าระบบที่ดีต้องมีวงจรการเรียนรู้ (Feedback 
Loop) เพื่อการพัฒนาอย่างต่อเนื่อง ซึ่งการตรวจสอบที่
ให้ข้อเสนอแนะและน าไปใช้พัฒนาได้จริง แสดงถึงการ
เกิดวงจรการเรียนรู้ในระบบบริหารงานภายในหน่วย
บริการ 
 2. มิติด้ านความพึงพอใจต่อกระบวนการ
ตรวจสอบ ผลการวิจัยพบว่าผู้ตอบแบบสอบถาม มี
ระดับความพึงพอใจต่อกระบวนการตรวจสอบภายในใน
ระดับมาก โดยเฉพาะด้านการสื่อสารก่อนและระหว่าง
ตรวจสอบ (x̄=4.33) และด้านข้อเสนอแนะเชิงพัฒนา 
(x̄=4.20) ในขณะที่การเก็บรวบรวมข้อมูลไม่รบกวนงาน
ประจ าอยู่ในระดับปานกลางค่อนไปทางมาก” (x̄=3.73) 

สะท้อนถึงคุณลักษณะของ ผู้ตรวจสอบยุคดิจิทัล 
(Digital Auditor) ที่ต้องมีทั้งความรู้ด้านเทคโนโลยีและ
ทักษะด้านการสื่อสาร ซึ่งสอดคล้องกับแนวคิดของ 
Kokina และ Davenport11 ที่ เสนอว่ า  AI-enabled 
auditing จ าเป็นต้องผสมผสานระหว่างเทคโนโลยี
อัจฉริยะและมนุษย์ในการตรวจสอบ เพื่อให้เกิดความ
เข้าใจบริบทจริงขององค์กรและลดผลกระทบต่อการ
ปฏิบัติงานประจ า และยังสนับสนุนงานของ นันทนา 
วงศ์สุวรรณ12 ที่พบว่าความพึงพอใจต่อการตรวจสอบจะ
สูงขึ้นเมื่อผู้ตรวจสอบมีความเข้าใจในบริบทและ
วัฒนธรรมของหน่วยงานที่รับการตรวจสอบ ซึ่งในบริบท
ของกระทรวงสาธารณสุข ผู้ตรวจสอบท่ีเข้าใจระบบ
บริการและโครงสร้าง IT จะสามารถสื่อสารและเสนอ
แนวทางแก้ไขที่เหมาะสมกับสภาพจริง ได้มากขึ้น 
 นอกจากนี้ ความพึงพอใจในระดับสูงยังบ่งชี้ถึง
ความพร้อมของหน่วยบริการ ที่จะน า แนวทางการ
ตรวจสอบแบบใหม่มาใช้ในระบบงานจริง ซึ่งสะท้อน
แนวคิดของทฤษฎีระบบเปิด (Open System Theory) 
(Friedman และ Allen, 2014) ที่ อธิบายว่ าระบบท่ี
สามารถเปิดรับและปรับตัว ตามข้อมูลย้อนกลับจาก
ภายนอกได้ จะมีความยั่งยืนและพัฒนาได้ต่อเนื่อง 
 3. มิติด้านความเป็นไปได้ และการยอมรับ 
(Feasibility & Acceptance) ผลการประเมิน ในประเด็น
ด้ านความเป็ นไปได้ และการยอมรั บของผู้ ใช้  
(Acceptance) อยู่ ในระดับมาก ซึ่ งหมายความว่า
ผู้เกี่ยวข้องในระบบตรวจสอบเห็นว่ารูปแบบที่พัฒนาขึ้น
มีความเหมาะสม สามารถน าไปใช้ในทางปฏิบัติ ได้จริง 
และมีความยืดหยุ่นต่อบริบทของแต่ละหน่วยบริการ 
สอดคล้องกับแนวคิดของ ธริศร เทียบปาน8 ที่ชี้ว่า 
ความส าเร็จของการน านวัตกรรมระบบงานมาใช้ใน
องค์กรขึ้นอยู่กับการมีส่วนร่วมและ การยอมรับของผู้ใช้ 
มากกว่าความสมบูรณ์ของระบบเพียงอย่างเดียว การที่
ผู้ตอบแบบสอบถามให้คะแนนสูงจึงสะท้อนว่ าการ
ออกแบบโมเดล CHANG–IT Audit ได้ค านึงถึงมิติการมี
ส่วนร่วมและการปรับ ให้ เหมาะสมกับขนาดของ
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ระดับ  มากถึ งมากที่ สุ ด  แสดงให้ เห็ นว่ าผู้ ตอบ
แบบสอบถามส่วนใหญ่เห็นพ้องว่ารูปแบบดังกล่าวมี
ความเหมาะสมและสามารถน าไปประยุกต์ใช้ได้จริงใน
บริบทของหน่วยบริการ ทั้งนี้สามารถอภิปรายใน
ประเด็นส าคัญดังต่อไปนี้ 
  1. มิติด้านคุณค่าที่ได้รับจากการตรวจสอบ
ภายในด้านเทคโนโลยีสารสนเทศ ผลการประเมินพบว่า 
ผู้ตอบแบบสอบถามมีความคิดเห็นอยู่ในระดับมากถึง
มากที่สุด เกี่ยวกับการที่การตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศช่วยให้หน่วยงานสามารถ มองเห็น
จุดอ่อนของระบบ IT (x̄=4.00), ได้รับข้อเสนอแนะที่
ชัดเจนและน าไปปฏิบัติ ได้จริ ง ( x̄=4.27), และเข้า
ใจความเสี่ยงทางไซเบอร์และน าผลไปใช้ในการวางแผน
พัฒนา (x̄=4.07) 
  ผลดังกล่าวสะท้อนว่า การตรวจสอบภายในด้าน
เทคโนโลยีสารสนเทศไม่ได้เป็นเพียง การตรวจจับ
ข้อบกพร่อง แต่เป็นกระบวนการเรียนรู้ขององค์กรที่
สร้างคุณค่าเชิงกลยุทธ์ (Strategic Value) ซึ่งสอดคล้อง
กับแนวคิดของสถาบันผู้ตรวจสอบภายใน10 ที่มองว่าการ
ตรวจสอบยุคดิจิทัลต้องสร้างคุณค่า (Value Creation) 
และส่งเสริมการตัดสินใจเชิงข้อมูล (Evidence-based 
Decision Making) และผลนี้ยังสอดคล้องกับแนวคิด
ทฤษฎีระบบ (System Thinking) ของทิศนา แขมมณี5 
ที่อธิบายว่าระบบที่ดีต้องมีวงจรการเรียนรู้ (Feedback 
Loop) เพื่อการพัฒนาอย่างต่อเนื่อง ซึ่งการตรวจสอบที่
ให้ข้อเสนอแนะและน าไปใช้พัฒนาได้จริง แสดงถึงการ
เกิดวงจรการเรียนรู้ในระบบบริหารงานภายในหน่วย
บริการ 
 2. มิติด้ านความพึงพอใจต่อกระบวนการ
ตรวจสอบ ผลการวิจัยพบว่าผู้ตอบแบบสอบถาม มี
ระดับความพึงพอใจต่อกระบวนการตรวจสอบภายในใน
ระดับมาก โดยเฉพาะด้านการสื่อสารก่อนและระหว่าง
ตรวจสอบ (x̄=4.33) และด้านข้อเสนอแนะเชิงพัฒนา 
(x̄=4.20) ในขณะที่การเก็บรวบรวมข้อมูลไม่รบกวนงาน
ประจ าอยู่ในระดับปานกลางค่อนไปทางมาก” (x̄=3.73) 

สะท้อนถึงคุณลักษณะของ ผู้ตรวจสอบยุคดิจิทัล 
(Digital Auditor) ที่ต้องมีทั้งความรู้ด้านเทคโนโลยีและ
ทักษะด้านการส่ือสาร ซึ่งสอดคล้องกับแนวคิดของ 
Kokina และ Davenport11 ที่ เสนอว่ า  AI-enabled 
auditing จ าเป็นต้องผสมผสานระหว่างเทคโนโลยี
อัจฉริยะและมนุษย์ในการตรวจสอบ เพื่อให้เกิดความ
เข้าใจบริบทจริงขององค์กรและลดผลกระทบต่อการ
ปฏิบัติงานประจ า และยังสนับสนุนงานของ นันทนา 
วงศ์สุวรรณ12 ที่พบว่าความพึงพอใจต่อการตรวจสอบจะ
สูงขึ้นเมื่อผู้ตรวจสอบมีความเข้าใจในบริบทและ
วัฒนธรรมของหน่วยงานที่รับการตรวจสอบ ซึ่งในบริบท
ของกระทรวงสาธารณสุข ผู้ตรวจสอบที่เข้าใจระบบ
บริการและโครงสร้าง IT จะสามารถสื่อสารและเสนอ
แนวทางแก้ไขที่เหมาะสมกับสภาพจริง ได้มากขึ้น 
 นอกจากนี้ ความพึงพอใจในระดับสูงยังบ่งชี้ถึง
ความพร้อมของหน่วยบริการ ที่จะน า แนวทางการ
ตรวจสอบแบบใหม่มาใช้ในระบบงานจริง ซึ่งสะท้อน
แนวคิดของทฤษฎีระบบเปิด (Open System Theory) 
(Friedman และ Allen, 2014) ที่ อธิบายว่ าระบบท่ี
สามารถเปิดรับและปรับตัว ตามข้อมูลย้อนกลับจาก
ภายนอกได้ จะมีความยั่งยืนและพัฒนาได้ต่อเนื่อง 
 3. มิติด้านความเป็นไปได้ และการยอมรับ 
(Feasibility & Acceptance) ผลการประเมิน ในประเด็น
ด้ านความเป็ นไปได้ และการยอมรั บของผู้ ใช้  
(Acceptance) อยู่ ในระดับมาก ซึ่ งหมายความว่า
ผู้เกี่ยวข้องในระบบตรวจสอบเห็นว่ารูปแบบที่พัฒนาขึ้น
มีความเหมาะสม สามารถน าไปใช้ในทางปฏิบัติ ได้จริง 
และมีความยืดหยุ่นต่อบริบทของแต่ละหน่วยบริการ 
สอดคล้องกับแนวคิดของ ธริศร เทียบปาน8 ที่ชี้ว่า 
ความส าเร็จของการน านวัตกรรมระบบงานมาใช้ใน
องค์กรขึ้นอยู่กับการมีส่วนร่วมและ การยอมรับของผู้ใช้ 
มากกว่าความสมบูรณ์ของระบบเพียงอย่างเดียว การที่
ผู้ตอบแบบสอบถามให้คะแนนสูงจึงสะท้อนว่ าการ
ออกแบบโมเดล CHANG–IT Audit ได้ค านึงถึงมิติการมี
ส่วนร่วมและการปรับ ให้ เหมาะสมกับขนาดของ

 

หน่วยงาน นอกจากนี้ยังสอดคล้องกับแนวคิดของ 
Innovation Adoption Theory13 ที่ระบุว่า ปัจจัยด้าน
ความเข้าใจ ความสะดวกในการใช้ และประโยชน์ที่เห็น 
ได้จริง (Perceived Usefulness) เป็นตัวก าหนดการ
ยอมรับเทคโนโลยีใหม่ในองค์กร 
 4. มิติด้านความสัมพันธ์เชิงสถิติระหว่างคุณค่า
และความพึงพอใจ ผลการวิเคราะห์ความสัมพันธ์เชิง
สถิติพบว่า การตรวจสอบที่ช่วยให้หน่วยงานมองเห็น
จุดอ่อนด้าน IT และสามารถน าผลไปใช้พัฒนา มี
ความสัมพันธ์เชิงบวกในระดับสูงกับความพึงพอใจต่อ
กระบวนการตรวจสอบ ( r=0.538*, p<0.05 และ 
r=0.634**, p<0.01) ซึ่ งสามารถตีความได้ ว่ า การ
ตรวจสอบที่มีคุณภาพจะสร้างความพึงพอใจและความ
เชื่อมั่นให้แก่ผู้รับการตรวจสอบ สอดคล้องกับแนวคิด
ของ Ramamoorti14 ที่ เสนอว่ า “คุณค่ าของการ
ตรวจสอบภายในเกิดจากการสร้างความเชื่อม่ันและการ
พัฒนาร่วมกัน” (Assurance & Co-creation of Value) 
และยังสอดคล้องกับแนวทางของ IIA (2020) ที่ ให้
ความส าคัญกับบทบาทของผู้ตรวจสอบภายในในฐานะ 
“หุ้นส่วนเชิงกลยุทธ์ (Strategic Partner)” ที่ช่วยให้
องค์กรมองเห็นแนวโน้มความเสี่ยงและเตรียมการรับมือ
ได้ก่อนเกิดปัญหา 
 ผลจากแบบสอบถามเป็นการประเมินผลลัพธ์ของ
รูปแบบที่พัฒนาขึ้นดังนั้น จากผลที่กล่าวมาข้างต้นจึง
สามารถสรุปได้ว่ารูปแบบการตรวจสอบภายในด้าน
เทคโนโลยีสารสารสนเทศภายใต้ CHANT – IT Audit 
Model นั้น มีความเหมาะสมและได้รับการยอมรับใน
ระดับสูง สามารถสร้างคุณค่าให้แก่องค์กรในด้านการ
เรียนรู้ การควบคุมความเส่ียงและการพัฒนาระบบ
ข้อมูล และสอดคล้องกับแนวคิดทฤษฎีและงานวิจัยที่
เกี่ยวข้องทั้งด้าน System Thinking IT Governance 
และ Data Governance ดังนั้นแบบสอบถามจึงเป็น
หลักฐานเชิงประจักษ์ที่ยืนยันความถูกต้องของโมเดลเชิง
แนวคิดและสนับสนุนการพัฒนาแนวทางการตรวจสอบ
ภายในท่ีใช้เทคโนโลยีสารสนเทศสามารถประยุกต์ใช้ได้

จริงในบริบทของหน่วยบริการในสังกัดส านักงาน
ปลัดกระทรวงสาธารณสุขท่ีต้องอาศัยข้อมูลและระบบ
สารสนเทศในการบริหารจัดการอย่างต่อเนื่อง 
 
ข้อเสนอแนะ 
 1. การพัฒนาแรกคือการพัฒนาโครงสร้าง
พื้นฐานด้านเทคโนโลยีสารสนเทศ (IT Infrastructure) 
ตามที่ให้ข้อเสนอไว้ตามขนาดของโรงพยาบาลเพื่อให้เกิด
ความมั่นคงปลอดภัยของข้อมูลในระดับท่ียอมรับได้  
รวมถึงการพัฒนาในส่วนกลางและน าไปสู่การพัฒนาใน
ขั้นต่อไป 
 2. การใช้เทคโนโลโลยีและ Data Analytics เรา
สามารถน าเทคโนโลยีมาช่วยในการวิเคราะห์ข้อมูลต่าง 
ๆ และน าไปใช้ให้เกิดประโยชน์ลดการใช้ทรัพยากรและ
สร้างความโปร่งใส ตรวจสอบได้ ในลักษณะเชิงรุก เช่น 
 2.1 การตรวจสอบด้วยข้อมูล (Data-Driven 
Audit) น าซอฟต์แวร์มาใช้ในการวิเคราะห์ข้อมูลทั้งหมด
ขององค์กร (Full Population Testing) แทนการสุ่ม
ตรวจตัวอย่างเหมือนที่ผ่านมา ท าให้พบข้อผิดพลาด
หรือความเสี่ยงที่ซ่อนอยู่ได้อย่างมีประสิทธิภาพ 
 2.2 Continuous Auditing & Monitoring สร้าง
ระบบเพื่อตรวจสอบและเฝ้าระวังการด าเนินงานที่ส าคัญ
แบบเรียลไทม์หรือเป็นช่วง ๆ สม่ าเสมอ เช่น ใช้ Data 
Analytics ตรวจสอบการจัดซื้อจัดจ้างทั้งหมดเพื่อหา
ความสัมพันธ์ที่อาจน าไปสู่การทุจริตหรือตรวจสอบการ
ใช้จ่ายเงินค่าตอบแทน ไม่ท าเวชปฏิบัติครอบครัวที่
ผิดปกติกับสัญญาที่ท าไว้กับหน่วยงาน เป็นต้น 
 3. การพัฒนาเครื่องมือการตรวจสอบด้วย
ปัญญาประดิษฐ์  (AI) ที่สามารถประมวลผล และ
วิเคราะห์ข้อมูลเชิงระบบจาก Data Center ส่วนกลาง
เพื่อให้ได้ผลลัพธ์ตามข้อเสนอแนะในข้อที่ 2 ร่วมด้วย
โดยมีจุดเด่นของโครงการดังนี ้
 3.1 เพิ่มประสิทธิภาพการใช้ทรัพยากรภาครัฐ 
กล่าวคือ ปัญญาประดิษฐ์ (AI) สามารถ ประมวลลข้อมูล
ปริมาณมากจากหลายหน่วยบริการพร้อมกัน ลดความ
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จ าเป็นในการลงตรวจสอบ ที่หน่วยงานท าให้การใช้
ทรัพยากร ทั้งงบประมาณและบุคลากรตรวจสอบเกิด
ประโยชน์สูงสุด 
 3.2 การตรวจสอบเชิงรุก (Proactive Audit) จาก
ข้ อมู ลส่ วนกลางที่ เป็ น  Data Center กลางนั้ น 
ปัญญาประดิษฐ์ (AI) สามารถวิเคราะห์แนวโน้มความ
เสี่ยง ค้นหารูปแบบผิดปกติ  (anomaly detection) 
และแจ้งเตือนล่วงหน้า เพื่อให้การตรวจสอบไม่จ ากัด
เพียงการแก้ปัญหาภายหลัง แต่เป็นการป้องกันความ
เสี่ยงก่อนที่จะเกิดผลเสียหาย 
 3.3 การจัดล าดับความเสี่ยงเพื่อก าหนดพื้นที่
ตรวจสอบเชิงลึก ปัญญาประดิษฐ์ (AI) จะช่วย ระบุ

หน่วยงานหรือกระบวนการที่มี “ความเสี่ยงสูง” จาก
ข้อมูลเชิงประจักษ์ ท าให้ผู้ตรวจสอบ สามารถเลือกลง
ตรวจสอบที่หน่วยงาน เฉพาะหน่วยงานที่มีความเสี่ยงสูง
แทนการสุ่ม ลดต้นทุนและ เพิ่มความคุ้มค่าได้เป็นอย่าง
ดี 
 3.4 สร้างองค์ความรู้และการเรียนรู้ของระบบ 
(Learning System) เมื่อใช้่ ปัญญาประดิษฐ์ (AI) อย่าง
ต่อเนื่อง ข้อมูลที่ได้จะสะสมและช่วยให้ระบบฉลาดขึ้น 
สามารถพัฒนาความแม่นย า ของการคาดการณ์ความ
เสี่ยง และปรับตัวให้เข้ากับพฤติกรรมใหม่  ๆ ที่อาจ
เกิดขึ้น 
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