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ข่าวปลอมกับการท�ำงานของนักข่าวในยุคดิจิทัล1 

สุนันทา แย้มทัพ2 และ อรัญญา ศิริผล3

บทคัดย่อ
	 ท่ามกลางความก้าวหน้าทางเทคโนโลยีสื่อสารยุคดิจิทัลที่เปิดโอกาสให้

ผู้ใช้งานอินเทอร์เน็ตสามารถสร้างสรรค์เนื้อหาสื่อสารด้วยตนเอง และเปิดให ้

แบ่งปันเนื้อหาแก่ผู้อื่นได้โดยง่าย ด้านหนึ่งเป็นการเปิดให้โลกแห่งข่าวสาร 

ไหลเวยีนได้ง่ายขึน้ แต่อกีด้านกลบัประสบปัญหาส�ำคญัทีผู่ร้บัสารไม่อาจแยกแยะ

ได้ชัดว่า อะไรคือข้อเท็จจริง (fact) อะไรคือข่าวปลอม (fake) บทความนี้จึง

มีวัตถุประสงค์เพื่อตรวจสอบความหมายของข่าวปลอมในบริบทยุคดิจิทัล และ

เพื่อเสนอกระบวนการตรวจสอบข่าวปลอมให้แก่นักข่าวและผู้ใช้สื่อ บทความใช้

ระเบยีบวิธวีจัิยเชงิเอกสาร (documentary research) ส�ำรวจและวเิคราะห์ข้อมลู

ตัวอย่างจากต่างประเทศเพื่อน�ำมาปรับใช้กับประเทศไทย จากการศึกษาพบว่า 

ข่าวปลอมที่ถกเถียงในปัจจุบันอาจไม่ใช่เรื่องใหม่นัก เพราะเคยปรากฏตัวอย่าง

มายาวนาน แต่นยิามข่าวปลอมในบริบทใหม่ยคุดจิิทัลกลบัมคีวามซบัซ้อนมากขึน้ 

บทความนีพ้บว่า ลกัษณะข่าวปลอมท่ีเกดิขึน้ในชมุชนออนไลน์ปัจจบุนัมอีย่างน้อย 

3 รูปแบบ คือ (1) โฆษณาประชาสัมพันธ์ให้ดูเหมือนข่าวจริง (2) การประชด

ประชันเสียดสีล้อเลียนที่เนื้อหาผิดไปจากข้อเท็จจริง (3) ตั้งใจสร้างข่าวเพื่อหวัง

ผลทางการเมืองท�ำให้คนเกิดอารมณ์ร่วมแบ่งฝ่าย ทั้ง 3 รูปแบบนี้มีมิติร่วมใน

การผลิตข่าวปลอมคือ การไม่น�ำเสนอข้อเท็จจริงอย่างถึงที่สุด (facticity) และ
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การลวง (deception) เพื่อบรรลุเป้าหมายของตน นอกจากนี้ บทความยังเสนอ

ให้นกัข่าวควรมกีระบวนการตรวจสอบข่าวปลอมอย่างเป็นระบบ และมคีวามเป็น

มืออาชีพมากขึ้นด้วย

ค�ำส�ำคัญ:	 ข่าวปลอม งานของนักข่าว กระบวนการตรวจสอบ 
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Fake News and the Work of Journalists 
in Digital Era

Sunanta Yamthap4 and Aranya Siriphon5 

Abstract
	 The advancement of digital technology and social media today 
has opened widely for internet users to create their own contents and 
easily share those contents to other users. Such situation, on the one 
hand, has helped comfortably circulating news and information worldwide. 
But, on the other hand, it has caused the issues discussing on what 
facts or what fake news are seen for digital users. This article aims to 
examine the definition of fake news in the new digital context, and, 
to propose the verification process for journalists and users in dealing 
with fake news. Conducted by document research and samples, the 
article found that fake news we are encountering is not relatively new 
since it appeared for hundred years. But the fake news in the digital 
media context is more intricate than before. This article found at least 
3 forms of fake news threaten in digital media todays: (1) advertising/
propagating disguised contents as news; (2) presenting sarcastic, or 
satirical contents distorting facts; (3) intentionally produce fake contents 
to serve political agenda, increasing hyper-partisan emotions and its 
divides. Therefore, journalists and digital users should strictly apply the 
verification process and preform their professional skills to deal with 
fake news. 

Keywords:	fake news, work of journalists, verification 
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บทน�ำ
	 ในโลกศตวรรษที่ 21 ที่ซึ่งเทคโนโลยีการสื่อสารบนแพลตฟอร์ม user-

generated content (UGC) เปิดโอกาสให้ผู้ใช้งานอินเทอร์เน็ตทั่วไปสามารถ

สร้างเนื้อหาด้วยตนเอง และแบ่งปันเนื้อหาที่ได้รับแก่ผู้อื่นได้โดยง่าย สิ่งเหล่านี ้

ด้านหนึ่งเป็นการเปิดโอกาสให้โลกแห่งข่าวสารไหลเวียนได้ง่ายข้ึน แต่อีกด้าน

ก็กลับประสบปัญหาส�ำคัญที่เราไม่อาจรู้แน่ชัดได้ว่า อะไรคือข้อเท็จจริง (fact) 

อะไรคือหลอกลวง (fake) ป้ันแต่งข้ึน ในปัจจุบันบนสือ่ออนไลน์นยิามความหมาย 

ของค�ำว่า “ข่าวปลอม” ยังเป็นที่ถกเถียงกันอย่างกว้างขวาง และที่ส�ำคัญ เมื่อ 

นักข่าวเขียนข่าวหรือใช้ข้อมูลดิจิทัลสื่อออนไลน์ก็ยังไม่แน่ใจว่าจะจัดการหรือ 

เท่าทันกับสิ่งเหล่านี้อย่างไร 

	 บทความนี้มีวัตถุประสงค์เพื่อ (1) ตรวจสอบความหมายของข่าวปลอม 

ทีน่�ำเสนอในสือ่ออนไลน์ยคุดจิทิลัปัจจบุนั และ (2) เพือ่ค้นหากระบวนการตรวจสอบ 

เชิงหลักการและแนวปฏิบัติในการจัดการกับข่าวปลอมแก่นักข่าวและผู้ใช้

อินเทอร์เน็ต บทความใช้ระเบียบวิธีวิจัยเชิงเอกสาร (documentary research) 

ส�ำรวจและวเิคราะห์ข้อมลูเอกสารตวัอย่างจากต่างประเทศในประเดน็ทีเ่กีย่วข้อง

กับข้อถกเถียงเรื่องข่าวปลอม เพื่อให้สามารถน�ำมาปรับใช้ได้กับประเทศไทย 

	 จากการศกึษาพบว่า ข่าวปลอมท่ีพดูกันอย่างกว้างขวางปัจจบุนันัน้ แม้จะ

รูโ้ดยทัว่กนัว่าไม่ใช่เรือ่งใหม่ เพราะอนัท่ีจรงิข่าวปลอมอยูก่บัเรามาตัง้แต่เริม่มกีาร

เขียนข่าว และมีตัวอย่างให้เห็นมาตั้งแต่ในศตวรรษที่ 15 อย่างไรก็ดี เราอาจจะ

ต้องท�ำความเข้าใจนยิามความหมายข่าวปลอมในบริบทใหม่ยคุดจิทัิล และประเดน็

ความหมายของ “ข่าวปลอม” ในปัจจุบัน โดยเฉพาะบนสื่อออนไลน์ บทความนี้

เสนอว่า ลักษณะข่าวปลอมที่เกิดขึ้นในชุมชนออนไลน์มี 3 รูปแบบส�ำคัญ คือ  

(1) โฆษณาชวนเชื่อ/ประชาสัมพันธ์ที่ท�ำให้ดูเหมือนข่าวจริง (2) น�ำเสนอเชิง

ประชดประชนัเสยีดสล้ีอเลยีนตลกขบขัน ท่ีเนือ้หากลับผดิหรอืบดิเบอืนข้อเทจ็จรงิ 

(3) ต้ังใจสร้างเนือ้หาข่าวเพือ่หวังผลทางการเมอืง ท�ำให้คนทัว่ไปเกิดอารมณ์ร่วม

หรอืสร้างความเป็นพวกพ้องแบ่งฝ่าย ทัง้ 3 รปูแบบนีม้มีติ ิ(dimension) ร่วมกนั 

คือการไม่น�ำเสนอข้อเท็จจริงอย่างถึงที่สุด (facticity) และการลวง (deception) 
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ที่ตั้งใจผลิตข่าวปลอมเพ่ือไปสู่เป้าหมายตน นอกจากนี้ บทความยังชี้ให้เห็นว่า 

ข่าวปลอมในสื่อออนไลน์มีทั้งคนและบอตที่ถูกใช้เป็นเครื่องมือสร้างข่าวปลอม

ขึ้นมา ดังนั้น นักข่าวควรมีกระบวนการตรวจสอบข่าวปลอมอย่างเป็นระบบและ

มีความเป็นมืออาชีพมากขึ้น 

ข่าวปลอมและข้อถกเถียงนิยามความหมาย
	 Sharyl Attkisson (2018) หนึง่ในนกัข่าวสบืสวนสอบสวนผูไ้ด้รบัรางวัล 

Emmy-Award และนักเขียนของ The New York Times ได้ให้ค�ำนิยาม “ข่าว

ปลอม” ว่า คือข่าวที่ผิดไปจากข้อเท็จจริง มีอคติ ไม่เป็นกลาง (slant) เป็นการ

โฆษณาชวนเชื่อหรือเป็นเรื่องที่ตีความผิดและใช้ข้อมูลผิดๆ รายงานข้อมูลที่ไม่

ตรงกับข้อเท็จจริง เหลวไหล (imprecise and sloppy) โดยทั่วไปเรื่องราวของ

ข่าวปลอมจะเป็นการน�ำทางให้ผู้รับสารเข้าใจผิด เป็นเรื่องที่น�ำเสนอให้ชวนเชื่อ 

และบางครั้งนักข่าวเองก็อาจติดกับดักให้หลงเชื่อไปด้วยเช่นกัน 

	 ข่าวปลอมที่พูดกันอย่างกว้างขวางในปัจจุบัน อาจไม่ถือว่าเป็นเรื่องใหม่

มากนัก เพราะอันที่จริงข่าวปลอมอยู่กับเรามาตั้งแต่มนุษย์เริ่มพัฒนาแท่นพิมพ์ 

สิ่งพิมพ์ และระบบการเขียนข่าว ตั้งแต่ ค.ศ. 1439 แล้ว (Marcus, 1993) 

ส่วนค�ำว่า “ข่าวปลอม” ก็ไม่ใช่เรื่องใหม่ เพราะค�ำเหล่านี้ปรากฏบนหน้าสื่อ 

ส่ิงพมิพ์มายาวนานและขยายไปสูส่ือ่ประเภทอืน่ๆ ไม่ว่าจะเป็นวทิยกุระจายเสยีง

หรือโทรทัศน์ ที่ผ่านมาความหมายข่าวปลอมกินความแบบกว้างว่า เป็นการแพร่

กระจายหรือน�ำเสนอค�ำอธบิายเรือ่งป้ันแต่ง เพือ่ท�ำให้ผูอ่้าน/ผูร้บัสารเข้าใจว่าเป็น

เรื่องจริง (Allcott and Gentzkow, 2017: 213) 

	 อย่างไรกด็ ีข่าวปลอมทีเ่กดิขึน้ในสือ่ออนไลน์ยคุดจิทิลัมลีกัษณะร่วมกบั

ในอดตี และมแีนวโน้มใหม่ๆ ท่ีน่าสนใจ ซ่ึงสามารถจ�ำแนกได้อย่างน้อย 3 รูปแบบ 

คือ รูปแบบแรก การน�ำเสนออะไรก็ตามให้ดูเหมือนเป็นการรายงานข่าว  

(authenticity) เป็นการเลยีนแบบรปูแบบการน�ำเสนอเหมอืน “สือ่” น�ำเสนอจรงิ 

แต่เนือ้หากลบัเป็นการโฆษณาชวนเชือ่ หรือการโฆษณาเพือ่การตลาด (Gelfert, 

2018: 84-117) ส�ำหรบัรูปแบบแรกนีส้อดคล้องกบัความหมายในอดตีทีเ่กิดขึน้มา
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ยาวนาน และมีตัวอย่างที่กลายเป็นที่โจษขานกันมากในการให้ข้อมูลผิดๆ อย่าง

แพร่หลาย ตัวอย่างนี้เกิดขึ้นในปี ค.ศ. 1938 กับการกระจายเสียงทางวิทยุ มี

การปรับละครของ H. G. Wells เรื่อง The War of the Worlds มาท�ำเป็น

ละครวิทยุ แต่ละครวิทยุดังกล่าวกลับน�ำเสนอละครใน “รูปแบบรายงานข่าวทาง

วิทยุ” ผ่านเทคโนโลยีสมัยนั้น และยังท�ำให้สมบูรณ์แบบด้วยการใช้นักแสดงเล่น

ตามบทเป็นนักข่าว ชาวบ้าน ผู้เชี่ยวชาญ และเจ้าหน้าที่รัฐในการตอบค�ำถาม

แบบเหมือนจริงมาก จนท�ำให้ผู้รับสาร คนฟังละครวิทยุ เมื่อฟังละครจบก็คิดว่า 

เป็นการรายงานข่าวจริง และส่งผลให้ผู้คนกว่าล้านคนที่ได้ฟังละครในรูปแบบ

รายงานข่าวดังกล่าวเกิดความแตกตื่นคิดว่าเป็นเรื่องจริง กรณีนี้ Orson Welles 

ผู้ก�ำกับละครวิทยุบรรยายว่า เป็นเรื่อง “การรุกรานของศัตรูจากดาวอังคาร” แต่

อันที่จริงละครวิทยุตั้งใจจะให้ความเพลิดเพลินกับผู้ฟังเท่านั้น แต่กลับกลายเป็น

ว่า ผู้ฟังตีความและคิดว่าเป็นข่าวที่เกิดขึ้นจริง (Cantril, 2005) จนส่งผลเกิด

ความอลหม่านในสังคม ณ ตอนนั้น 

	 รูปแบบที่สอง คือ การน�ำเสนอเชิงประชดประชันเสียดสี ล้อเลียนตลก

ขบขัน ที่เนื้อหากลับผิดหรือบิดเบือนไปจากข้อเท็จจริง งานศึกษาของ Balmas 

(2014) และ Rubin et al. (2015: 2016) ระบุว่า การเขียนข่าวเชิงประชด

ประชนัเสยีดสบีนสือ่ออนไลน์ถอืว่าเป็นข่าวปลอม เพราะเนือ้หาทีน่�ำเสนอนัน้ผดิ

ไปจากข้อเทจ็จรงิ แม้ว่าการเสยีดสจีะเป็นไปเพือ่สร้างความบนัเทงิกต็าม แต่ถือว่า 

เป็นการสร้างข้อมูลหลอกๆ ให้กับผู้รับสารหรือผู้บริโภคอยู่ดี งานศึกษาของ 

Tandoc et al. (2017: 1-17) ซึ่งตรวจสอบบทความวิชาการที่ใช้ค�ำว่าข่าวปลอม 

(fake news) ช่วงระหว่างปี 2003-2017 ก็พบประเภทการนิยามข่าวปลอมว่า 

ไม่เพียงหมายถึงข่าวเชิงปลุกปั่น โฆษณาชวนเชื่อประชาสัมพันธ์ขายสินค้า

แสวงหาก�ำไรเข้าตัวเท่านัน้ แต่ยงัหมายรวมถึงกลุม่ข่าวเชิงเสยีดสปีระชดประชนั 

ล้อเลียนตลกขบขันด้วย

	 Hill and Bradshaw (2019: 46-66) ได้ยกตัวอย่างบทความเผยแพร่

ผ่านหน้าเครือข่ายออนไลน์ท่ีส่งผลกระทบด้านลบต่อการน�ำเสนอเชิงล้อเลียน

ตลกขบขันที่เนื้อหาบิดเบือนข้อเท็จจริง คือ เมื่อปี ค.ศ. 2017 มีผู้เขียนบทความ
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ว่า ร้านอาหารอินเดียชื่อ Karri Twist ในลอนดอน ใช้เนื้อมนุษย์มาเป็นวัตถุดิบ

ในการท�ำอาหารและเก็บศพของมนุษย์ไว้ในห้องเย็นแช่แข็ง การเผยแพร่ลงสื่อ

ออนไลน์ดังกล่าวแม้มีเป้าหมายเพ่ือสร้างเร่ืองตลกเฮฮา ท�ำให้รู้สึกขบขัน แต่

ส�ำหรับเจ้าของร้านกลับได้รับผลกระทบด้านลบทันที เพราะมีผู้รับข่าวสารบาง

ส่วนเชื่อว่า “เป็นเรื่องจริง” ผู้รับสารที่เชื่อว่าเป็นเรื่องจริงต่างโทรศัพท์ไปด่าทอ

ต่อว่าเจ้าของร้าน บางรายถึงกับคุกคาม และสุดท้ายเจ้าของร้านกลับถูกจับกุม 

(BBC, 2017) เรื่องดังกล่าวในภายหลังกลับพบว่า เป็นการน�ำเสนอข่าวปลอม 

ไม่มีข้อเท็จจริงแต่อย่างใด เป็นการเขียนข้ึนโดยผู้เขียนนิรนามแล้วเผยแพร่ทาง

อินเทอร์เน็ต จนท�ำให้เกิดข่าวลือและการคาดเดาไปต่างๆ นานา 

	 รูปแบบท่ีสาม คอื เป็นความตัง้ใจ (intention) จงใจสร้างข่าวขึน้เพือ่หวงั

ผลประโยชน์ทางการเมือง Dentith (2017: 66) พบว่า ข่าวปลอมมักเป็นการ 

“กล่าวหา” กันโดยธรรมชาติ ที่ซึ่งค�ำกล่าวหาเหล่านั้นต้องการโน้มน้าวให้คนเชื่อ 

และกลายเป็น “เครื่องมือเชิงโวหาร” (rhetorical device) เพื่อบ่อนท�ำลายกัน

และกนั ซึง่การจะตรวจสอบว่าถกูต้องหรอืไม่ กก็ลบัพบว่าท�ำได้ยากมาก Balmas 

(2014) และ Rubin et al. (2015 & 2016) เสนอว่า ข่าวที่ตั้งใจท�ำการผลิต

แบบจริงจังเพื่อหลอกคนอื่นมีอย่างน้อย 2 มิติร่วมกัน คือการไม่น�ำเสนอข้อเท็จ

จรงิอย่างถงึท่ีสุด (facticity) กบัการหลอกลวง (deception) ทีส่ะท้อนความตัง้ใจ

ผลิตข่าวปลอมเพื่อจุดประสงค์บางอย่าง

	 รูปแบบท่ีสามที่เกิดขึ้นในชุมชนออนไลน์นี้ อาจมีเส้นแบ่งไม่ชัดเจน

ระหว่างการกล่าวหาว่าสื่อท�ำข่าวปลอมกับกระแสการหาเสียงของนักการเมือง  

ดงัเช่น กรณี โดนลัด์ ทรมัป์ ระบุว่า องค์กรข่าวอย่าง The New York Times หรอื 

CNN ผลติข่าวปลอมขึน้มา โดยรายงานข่าวจบัผดิการท�ำงานของตน (scrutinize 

his administration) ทรัมป์ถึงกบัระบวุ่า CNN ท�ำข่าวขยะ (garbage journalism) 

และบอกว่า ส่ือจอมปลอมเหล่านี้พยายามที่จะหยุดตนไม่ให้ไปถึงท�ำเนียบข่าว  

(Byrnes, 2017) กรณเีช่นนีเ้ป็นการน�ำเสนอเน้ือหาทีท่�ำให้กลายเป็นเรือ่งทางการเมอืง 

ในลักษณะท่ีท�ำให้คนทั่วไปเกิดอารมณ์ร่วม หรือให้เนื้อหาตอบสนองผู้อ่าน 

ที่ต้องการจะได้ยินเก่ียวกับเร่ืองนั้น สร้างความเป็นพวกพ้องแบ่งฝักฝ่าย  
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(hyperpartisan news) ซึ่งบ่อยครั้งก็พบกิจกรรมอื่นๆ ตามมาเป็นระลอกบน

สื่อออนไลน์ เช่น การเลียนแบบตราโลโก้ของสื่อกระแสหลักเพื่อประชาสัมพันธ์

เป้าประสงคก์ารเมืองของตนลงในทวิตเตอร์หรือในฟอรัมทางการเมืองในเฟซบุ๊ก 

หรือเขียนในบล็อก (blog) 

	 ตัวอย่างแหล่งเว็บไซต์ที่สร้างข่าวทางการเมืองและมีอิทธิพลสูงมากใน

สหรัฐอเมริกา เช่น Breitbart (breitbart.com) จัดท�ำโดยกลุ่มเอนเอียงฝ่ายขวา 

(right-leaning group) และ Infowars (infowar.com) ที่ก่อตั้งโดย Alexander 

E. Jones นักทฤษฎีฝ่ายขวาสุดขั้วของสหรัฐอเมริกา (Roig-Franzia, 2016) ที่

มกัโจมตีส่ือกระแสหลกัในสหรฐัอเมรกิาว่า มอีคตกิบัโดนลัด์ ทรมัป์ ความรุนแรง

ถึงขนาดที่ว่า Infowars สร้างแคมเปญรณรงค์ขึ้นในปี ค.ศ. 2017 ระบุว่า CNN 

เป็นสื่อของผู้ก่อการร้าย (terrorist media) (Hill and Bradshaw, 2019: 50) 

นอกจากนี ้ยงัมกีรณตีวัอย่างเหตกุารณ์ยงิกนัในโรงเรยีนในรฐัฟลอรดิาเมือ่เดือน

กุมภาพันธ์ ปี ค.ศ. 2018 พบว่า มีการแพร่กระจายข่าวปลอมเชิงปลุกปั่นในโลก

ออนไลน์ ชีป้ระเดน็ “ทฤษฎสีมคบคดิ” ว่า เหตุการณ์ยงิกันเป็นการจดัฉากขึน้ ใช้

นักแสดงมาวางแผนท�ำขึน้โดยกลุม่เรียกร้องให้มกีฎหมายควบคุมอาวธุปืน มกีาร

ใช้ทวิตเตอร์และยูทูบติดแฮชแท็กยอดนิยมอย่าง #parkland #guncontrolnow 

และ #Florida เป็นต้น ในแง่นี้ โซเชียลมีเดียจึงกลายเป็น “สนามรบ” ของการ

โฆษณาชวนเชื่อปะทะกันทางการเมือง การป้อนข้อมูลอย่างผิดๆ ของกลุ่มผู้แบ่ง

ฝักฝ่ายทางการเมือง (hyperpartisan) น�ำเสนอข้อมูลปลุกปั่น ท�ำให้เกิดความ

สับสน และหวังผลประโยชน์ของตนหรือกลุ่ม และเม่ือข่าวปลอมถูกปล่อยและ

ถูกแชร์ออกไปผ่านเครือข่ายออนไลน์ทั่วโลก ในบางครั้งสื่อกระแสหลักเอง เพื่อ

ตอบสนองต่อความรวดเร็วก็ “ตกหลุม” ร่วมผสมโรงในการเผยแพร่ข่าวปลอม

หรือข่าวเชิงปลุกปั่นเหล่านั้นออกไป เพราะคิดว่าเป็นข้อเท็จจริงด้วยเช่นกัน

	 ท้ัง 3 รูปแบบและกรณีตัวอย่างที่ยกมาข้างต้น อาจชี้ให้เห็นเงื่อนไข

ส�ำคัญที่ท�ำให้เกิดข่าวปลอมบนสื่อออนไลน์ที่ทั้งเสพและส่งได้ง่ายขึ้นนั้น มาจาก

เงื่อนไขการเปลี่ยนแปลงทางเทคโนโลยีสื่อออนไลน์ที่ค่อยๆ เปลี่ยนไปตามความ

ก้าวหน้าเป็นล�ำดับ กล่าวคือ ในช่วงคลื่นลูกแรกเมื่อต้นทศวรรษ 1990 ผู้คน
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ยินดีกับสื่อที่มีลักษณะเป็นประชาธิปไตยมากขึ้น ที่ไม่จ�ำเป็นต้องเสียเงินจ�ำนวน

มากเพื่อตีพิมพ์สิ่งพิมพ์หรือเป็นเจ้าของสถานีโทรทัศน์ หรือต้องใช้เงินซื้อสื่อใน

ราคาแพง กส็ามารถเผยแพร่เนือ้หาประชาสมัพันธ์ได้ เงือ่นไขเชงิโอกาสนีน้�ำไปสู่

การเปิดเสียงและความคดิของคนทัว่ไปให้ได้ยนิรบัฟังโดยทัว่กนัในราคาถกูลง จน

มาถึงคลื่นลูกที่สอง เมื่อช่วงทศวรรษ 2000 ที่มีตัวอย่างของการใช้แพลตฟอร์ม

บลอ็กกิง้ เปิดโอกาสให้แต่ละคนสร้างบลอ็กส่วนตวัน�ำเสนอความเหน็และข่าวของ

ตนเองได้ เช่น ผ่าน blogger.com ที่เกิดขึ้นปี 1999 และ wordpress.com ใน

ปี 2005 หรือเว็บไซต์ข่าวอิสระ เช่น Huffington ในปี 2005 และ BuzzFeed 

ในช่วงต่อมา คลื่นลูกที่สามเกิดขึ้นหลังปี 2006 เป็นต้นมา ที่ความก้าวหน้าทาง

เทคโนโลยพีฒันาก้าวล�ำ้และมรีาคาถูกลงมากยิง่ขึน้ เปิดให้คนทัว่ไปสามารถถ่าย

รปูและวิดโีอจากโทรศัพท์มอืถือได้อย่างสะดวกและมคีณุภาพ และเข้มข้นมากขึน้

ในปี 2015 เมื่อเทคโนโลยีการให้บริการถ่ายทอดสด (live streaming video) 

ของ Periscope เกิดขึ้น และในปี 2016 โซเชียลมีเดียอย่าง Facebook Live 

เปิดโอกาสให้ใครกไ็ด้ทีม่โีทรศพัท์มอืถอืสมาร์ตโฟนสามารถตัง้สถานโีทรทศัน์ขึน้

เองได้อย่างง่ายๆ หรือท�ำการกระจายภาพสดทันเหตุการณ์จากสถานที่เกิดเหตุ

นั้นๆ ได้ ภายใต้สภาวะความก้าวหน้าทางเทคโนโลยีดิจิทัลดังกล่าวที่เปิดให้ใคร

กไ็ด้สามารถโพสเนือ้หาได้ตามใจต้องการในโลกออนไลน์ แม้ว่าด้านหนึง่จะกลาย

เป็นโลกแห่งเสรีภาพที่เปิดความเป็นประชาธิปไตยมากขึ้น แต่อีกด้านก็ท�ำให้คน

นิรนาม-มิจฉาชีพสามารถร่วมวงเผยแพร่เนื้อหาต่างๆ เพื่อจุดมุ่งหมายซ่อนเร้น 

กลายเป็นเครื่องมือในการสร้างความปั่นป่วนและท�ำร้ายผู้คนได้เช่นกัน 

ใครกัน...ที่สร้างข่าวปลอมในสื่อออนไลน์?
	 ปัจจุบัน แพลตฟอร์มออนไลน์โดยเฉพาะโซเชียลมีเดีย กลายเป็นแหล่ง 

รับข่าวสารหลักของคนยุคปัจจุบัน การท�ำให้เป็นดิจิทัลของข่าวเพิ่งท้าทาย 

ความหมายข่าวแบบเดมิ เพราะว่าแพลตฟอร์มออนไลน์ให้พืน้ทีแ่ก่ผูค้นนอกเหนอื 

จากนักข่าว ให้สามารถเข้าถึงผู้รับสารทั่วไปได้ ลักษณะการให้ข้อมูลผิดๆ ทาง

แพลตฟอร์มออนไลน์กลายเป็นช่องทางใหม่ในการตอบสนองต่อเป้าประสงค์ของ

ผู้กระท�ำ 
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	 แต่เมื่อเข้าไปดูแพลตฟอร์มออนไลน์ในรายละเอียด งานศึกษาของ Shu 

et al. (2017: 22-36) พบว่า บนแพลตฟอร์มออนไลน์โดยเฉพาะโซเชียลมีเดีย 

ไม่เพยีงแต่มนษุย์เท่านัน้ทีด่ดัแปลงแต้มแต่งน�ำเสนอข่าวอย่างผดิๆ แต่กลบัมกีาร

สร้างบัญชีผู้ใช้ (user account) บนโซเชียลมีเดียเพื่อการโฆษณาชวนเชื่อที่มา

จาก “ปัญญาประดิษฐ์” (artificial intelligence) ด้วย ในที่นี้สามารถแบ่งกลุ่ม

ผู้สร้างข่าวปลอมในสื่อออนไลน์ออกเป็น 3 กลุ่มหลัก คือ โซเชียลบอต (social 

bot) โทรล (troll) หรือภาษาไทยสแลงปัจจุบันเรยีกว่า “เกรียน” และผู้ใช้ไซบอร์ก 

(cyborg users) 

	 โซเชียลบอต (Social Bot) หรือบัญชีผู้ใช้ที่ถูกสร้างและควบคุมโดย

คอมพิวเตอร์อัลกอริธึม (computer algorithm) ในการผลิตเนื้อหา และมี

ปฏสิมัพนัธ์กบัผูใ้ช้มนษุย์ หรือแม้กระท่ังกบัผูใ้ช้ท่ีไม่ใช่มนุษย์ทีเ่รยีกว่า “โปรแกรม

บอตอตัโนมตั”ิ (bot user) บนโซเชยีลมเีดยี ส�ำหรบัข่าวปลอมแล้ว โซเชยีลบอต

เริ่มกลายเป็นกลุ่มอันตรายท่ีถูกออกแบบมาเฉพาะจุดประสงค์ เช่น มาปั่นหัว

เผยแพร่ข่าวปลอมบนโซเชียลมีเดีย ตัวอย่างท่ีโด่งดังก็คือ กรณีการเลือกตั้ง

ประธานาธิบดีสหรัฐอเมริกาปี 2016 กลายเป็นที่ถกเถียงกัน ที่พบว่า ประมาณ 

19 ล้านบัญชีบอต (bot accounts) ถูกทวีตสนับสนุน ไม่ว่า โดนัลด์ ทรัมป์ หรือ

ฮิลลารี คลินตัน ในช่วงรณรงค์หาเสียงเลือกตั้ง (Bessi and Ferrara, 2016) 

งานศึกษาของ Allcott and Gentzkow (2017: 211-236) ก็ศึกษาประเด็นนี้

ด้วยการวเิคราะห์ฐานข้อมลูออนไลน์ พบว่า มกีารเผยแพร่ข่าวปลอมและถูกแชร์

อย่างหนักเพื่อให้ประโยชน์กับโดนัลด์ ทรัมป์ ฐานข้อมูลของเขาชี้ว่า มีประมาณ 

115 เรื่องปลอมที่สนับสนุนโดนัลด์ ทรัมป์ (pro-Trump fake stories) ถูกแชร์

ผ่านทางเฟซบุ๊กรวม 30 ล้านครั้ง และมี 41 เรื่องปลอมที่สนับสนุนฮิลลารี  

คลินตัน (pro-Clinton fake stories) แชร์ผ่านทางเฟซบุ๊กจ�ำนวนรวม 7.6 ล้าน

ครั้ง ส่วนงานศึกษาของ Silverman (2016) พบเรื่องราวชี้น�ำผิดๆ ที่ได้รับการ

แชร์มากที่สุดคือ เรื่องพระสันตปาปาฟรานซิสสนับสนุนโดนัลด์ ทรัมป์ (“Pope 

Francis shocks world, endorses Donald Trump for president”) (Ritchie, 

30 December 2016) ซึง่มผีูเ้ข้ามากดไลก์ แชร์ และให้ความเหน็เกอืบ 1 ล้านคน 
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ถือว่าเป็นเร่ืองท็อปฮิตที่ได้รับการอ่านมากกว่าข่าวหลักเรื่องจริงในสื่อมืออาชีพ

อย่าง The New York Times หรือ Washington Post และอื่นๆ เสียอีก

	 โทรล (Troll) หรือ “เกรียน” ในค�ำสแลงภาษาไทย หมายถึงผู้ใช้ที่เป็น

มนุษย์ตัวจริงที่ตั้งใจจะป่วนชุมชนออนไลน์ และกระตุ้นผู้บริโภคสื่อให้ตอบสนอง

ทางอารมณ์ และมีบทบาทส�ำคัญในการแพร่กระจายข่าวปลอมบนโซเชียลมีเดีย 

โทรลคือผู้สร้างโทรลลิง (trolling) ด้วยการโพสต์ข้อความในลักษณะละเมิดผู้อื่น 

หรอืสร้างกระแสให้ชมุชนออนไลน์เชือ่ว่าเป็นเร่ืองจรงิ ตวัอย่างเช่น กรณหีลกัฐาน

ทีพ่บว่า มโีทรลชาวรสัเซียกว่า 1,000 คนท่ีแพร่ข่าวปลอมเก่ียวกับฮลิลาร ีคลนิตนั 

ส่งผลต่ออารมณ์ความรู้สึกของผู้คนในทางลบ ไม่ว่าจะเป็นความโกรธ กลัว  

สงสัย ไม่แน่ใจ (Bakir and McStay, 2018: 154-175) 

	 ผูใ้ช้ไซบอร์ก (Cyborg Users) หมายถึงการแพร่กระจายข่าวปลอมทีใ่ช้

ทัง้กลุม่โทรลและโซเชยีลบอตร่วมกัน เช่น มนษุย์เป็นผูล้งทะเบยีนบัญชไีซบอร์ก 

แบบอ�ำพรางตัว (camouflage) จากนั้นตั้งโปรแกรมอัตโนมัติเพื่อท�ำหรือแสดง

กิจกรรมต่างๆ บนโซเชียลมีเดีย สลับสับเปลี่ยนหน้าที่ท�ำงานระหว่างมนุษย์กับ

บอต ท�ำให้บญัชไีซบอร์กแพร่ข่าวปลอมออกไปทัว่ในชมุชนออนไลน์ (Chu et al., 

2012) 

ข่าวปลอมในสื่อออนไลน์กับการควบคุมก�ำกับ
	 ปัญหาข่าวปลอมแพร่กระจายอย่างรวดเร็วบนแพลตฟอร์มออนไลน์ 

ท�ำให้เกิดการตั้งค�ำถามต่อการควบคุมก�ำกับ/จัดการข่าวปลอมในแพลตฟอร์ม

สื่อออนไลน์ต่างๆ โดยเฉพาะการเรียกร้องให้องค์กร/บริษัทเจ้าของแพลตฟอร์ม

โซเชียลมีเดียมีบทบาทมากขึ้นในการควบคุมก�ำกับ ตัวอย่างท่ีชัดเจนคือ คณะ

กรรมาธกิารยุโรป (the European Commission) ได้เรยีกรอ้งใหบ้รษิัทยักษ์ใหญ่

ด้านเครือข่ายออนไลน์ อย่างเฟซบุ๊ก กูเกิล และทวิตเตอร์ มีกระบวนการก�ำกับ

ดูแลข่าวปลอมและการล่วงละเมิดกันทางออนไลน์ เช่น ช่วงการเลือกตั้งรัฐสภา

ยุโรปในปี 2019 คณะกรรมาธกิารยโุรปก�ำหนดให้ทัง้ 3 บรษิทัเครอืข่ายออนไลน์ 

อย่างเฟซบุ๊ก กูเกิล และทวิตเตอร์ ลงนามในประมวลหลักการปฏิบัติ (the code 



พฤษภาคม – สิงหาคม  2 5 6 4 131

of practices) จดัท�ำรายงานประจ�ำเดอืนกจิกรรมเพือ่ปรบัปรงุกระบวนการตรวจ

สอบข้อเท็จจริงของการวางโฆษณา เพือ่ท�ำให้เกดิความแน่ในใจเรือ่งความโปร่งใส

ในการโฆษณาทางการเมืองและเพื่อตรวจสอบเนื้อหาปลอม การใช้บัญชีบอต

ปลอมด้วย โดยคณะกรรมาธิการยุโรปจะจัดท�ำผลประเมินรายงานของบริษัท 

ดังกล่าวทุกๆ 5 เดือน (European Commission, 2020)

	 นอกจากนี ้ปัจจุบันในระดบัองค์กร เช่น บริษทัโซเชยีลมเีดยี อย่างเฟซบุก๊ 

กูเกิล ทวิตเตอร์ ประสบปัญหาอย่างหนักที่แพลตฟอร์มออนไลน์ของตนกลาย

เป็นพื้นท่ีกระจายข้อมูลผิดๆ ที่สร้างความสับสนทางการเมืองและการแสวงหา 

ผลประโยชน์ ทั้งทางการเงินและทางการเมือง จากกลุ่มสร้างความแตกแยกแบ่ง

ฝักฝ่ายทีอ่าจจะน�ำไปสู่ความรุนแรง (ฐิติมา อุรพพีฒันพงศ์, 27 กมุภาพนัธ์ 2561) 

บางบริษทั เช่น เฟซบุก๊ประสบปัญหากบักรณีตวัอย่างการเลอืกตัง้ประธานาธิบดี

สหรัฐฯ ปี 2016 ที่อัลกอริธึม (algorithm) ของเฟซบุ๊กจัดความส�ำคัญให้กับข่าว

ที่ผ่านการแชร์ และให้ความเห็นมากกว่าข่าวที่น่าเชื่อถือ ท�ำให้เฟซบุ๊กต้องปรับ

เปลีย่นกฎกตกิาและสร้างเกณฑ์ใหม่ขึน้มา (Mosseri, 2016) ได้แก่ การประกาศ

คุณค่าหลักของฟีดข่าวล�ำดับความส�ำคัญให้แก่ 4 กลุ่มหลัก คือ (1) เพื่อนและ

ครอบครัวมาก่อน (2) “ข้อมูล” ที่น่าสนใจมาก่อน ในที่นี้หมายถึงเนื้อหาที่มี

ประโยชน์ (3) โพสต์ที่ “น่าสนใจ/น่าสนุก” มาก่อน หมายถึงเนื้อหาที่คนมีส่วน

ร่วมได้ประโยชน์ และ (4) เรื่องจริงเชื่อถือได้ (authentic) มาก่อน รวมทั้งยังได้

สร้างกติกาบทลงโทษผู้ผลิตข่าวปลอม หรือกลุ่มคนที่เฟซบุ๊กเรียกว่า “Hoaxes” 

หรือข่าวไวรัสหลอกลวง หนึ่งในรูปแบบการก่อกวนที่มีผลต่อผู้ใช้คอมพิวเตอร์

จ�ำนวนมาก ไม่ว่าจะเป็นการโพสต์พาดหัวข่าวแบบเชิญชวนใคร่รู้ (click-bait) 

ท�ำให้ดูน่าสนใจ แต่เนื้อหาปราศจากข้อเท็จจริง หรือกลุ่มเนื้อหาแบบสแปมส่ง

ข้อความโฆษณาไปให้โดยไม่ได้รับอนุญาตจากผู้รับ หรือลงโทษผู้ลงข่าวปลอม

หากตรวจจับพบ โดยเฟซบุ๊กจะบล็อกเพจนั้นๆ ไม่ให้สามารถซื้อหรือโฆษณาได้ 

(Shukla and Lyons, 28 August 2017)

	 ส�ำหรับสถานการณ์ข่าวปลอมในประเทศไทยก็เกิดข้ึนอย่างแพร่หลาย 

เช่นกนั กองบรรณาธกิาร TCIJ ได้น�ำเสนอผลงานของเครอืข่ายมองข่าว ภายใต้การ 
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สนบัสนนุของสถาบนัสือ่เดก็และเยาวชน (สสย.) ทีเ่กบ็ตวัอย่าง “ข่าวปลอม-ข่าว

ลือที่ไม่เป็นจริงในโซเชียล” ในช่วงครึ่งปี พ.ศ. 2562 พบ 5 ข่าวปลอมที่น่าสนใจ 

(TCIJ, 17 สงิหาคม 2562) ไม่ว่าจะในรปูแบบการโฆษณาเกินจรงิ การให้ข้อมลู

ผิดในสินค้า เช่น การกินชานมไข่มุกแล้วท�ำให้ล�ำไส้อุดตัน เป็นต้น 

	 ภายใต้สภาวการณ์ข่าวปลอมที่ปรากฏในสื่อออนไลน์จ�ำนวนมาก ท�ำให้

หน่วยงานรัฐไทยมแีนวทางในการจดัการมากขึน้ผ่านการจดัตัง้ “ศนูย์ต่อต้านข่าว

ปลอม” (Anti-Fake News Center) กระทรวงดิจิทัลเพื่อเศรษฐกิจและสังคม  

(ดอีเีอส) ได้ท�ำงานร่วมกบัศนูย์ปราบปรามอาชญากรรมทางเทคโนโลยสีารสนเทศ 

(PCT) (ศปอส.ตร.) มีเป้าหมายให้ศูนย์ดังกล่าวคอยติดตามตรวจสอบข้อมูลที่

เผยแพร่บนสือ่สงัคมออนไลน์และระบบอนิเทอร์เนต็ ศนูย์ต่อต้านข่าวปลอมบอก

ตัวเองว่าเป็นหน่วยงานอิสระ ไม่ขึ้นต่ออิทธิพลของหน่วยงานหรือองค์กรใดๆ มี

ความเที่ยงธรรม ปราศจากอคติในการคัดเลือกข่าว ให้ความเป็นธรรมแก่ฝ่ายที่

ถูกพาดพิงและทุกฝ่ายที่เกี่ยวข้อง สามารถอธิบายกระบวนการการพิสูจน์ตรวจ

สอบแหล่งที่มาของข้อเท็จจริง เปิดให้ประชาชนสามารถตรวจสอบข้อเท็จจริงได้

อย่างเปิดเผย ซื่อสัตย์ และโปร่งใส ศูนย์ดังกล่าวมี “คณะกรรมการประสาน

งานและแก้ไขปัญหาข่าวปลอมที่กระทบต่อความปลอดภัยในชีวิตและทรัพย์สิน

ประชาชน” ประกอบด้วยผู้ทรงคุณวุฒิ นักวิชาการ และสื่อมวลชน เข้าร่วม 

วางแผนกํากบัการท�ำงาน ศนูย์นีแ้ละคณะกรรมการฯ ได้จดัแบ่งข่าวปลอมเป็น 4 

กลุ่ม คือ กลุ่มแรก ข่าวกลุ่มภัยพิบัติ เช่น น�้ำท่วม แผ่นดินไหว เขื่อนแตก สึนามิ 

ไฟไหม้ กลุ่มที่สอง ข่าวกลุ่มเศรษฐกิจ การเงินการธนาคาร หุ้น กลุ่มที่สาม ข่าว

กลุ่มผลติภณัฑ์สขุภาพ วตัถอัุนตราย เครือ่งสําอาง รวมถงึสนิค้าและบรกิารทีผ่ดิ

กฎหมาย และ กลุ่มที่สี่ ข่าวกลุ่มนโยบายรัฐบาล ข่าวสารทางราชการ ความสงบ

เรียบร้อยของสังคม ขัดศีลธรรมอันดีและความมั่นคงในประเทศ โดยได้พัฒนา

เว็บไซต์ที่ชื่อ www.antifakenewscenter.com เป็นศูนย์กลางในการตรวจสอบ

ข่าวสาร ข้อมูลเท็จ และสามารถรายงานข่าวปลอมไปยังศูนย์ต่อต้านข่าวปลอม

นี้ได้ (เนชั่นสุดสัปดาห,์ 1 พฤศจิกายน 2562)
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นักข่าวกับกระบวนการตรวจสอบข่าวปลอม 
	 ปัจจุบัน การสร้างข่าวปลอมเกิดขึ้นได้อย่างง่ายดาย และกลายเป็น

ภัยคุกคามที่เผยแพร่อย่างรวดเร็วผ่านอัลกอริธึมของเครือข่ายออนไลน์ ที่ซึ่ง

คอมพิวเตอร์ไม่มีแนวคิดในสิ่งที่เรียกว่าจริงหรือปลอม นักข่าวในสถานการณ์

ปัจจุบันจ�ำเป็นต้องพิสูจน์ต่อสาธารณชนในฐานะนักข่าวมืออาชีพ ผลิตข่าวที่มี

คุณภาพภายใต้กฎหมาย และมีจริยธรรมของความเป็นสื่อมืออาชีพ สร้างความ 

น่าเชือ่ถือผ่านการท�ำข่าวทีถ่กูต้องและไว้วางใจได้ (Kovach and Rosenstiel, 2014) 

	 Borden and Tew (2007: 300-314) เสนอว่า หน้าที่การท�ำข่าวใน

ปัจจุบันอาจไม่เพียงพออีกต่อไปที่จะเพียง “ลงมือ” (act it) ท�ำหรือเลียนแบบ 

(imitate it) แต่จะต้อง “มีชีวิต” (live it) หรือ “อยู่กับ” (be it) ข่าว เพื่อสร้าง

จรยิธรรมสือ่สารมวลชนในฐานะท่ีมีบทบาทส�ำคัญ โดยเฉพาะบทบาทใหม่ในฐานะ 

“นักวิพากษ์สื่อ” ท�ำการวิเคราะห์กลุ่มนักข่าวหรือผู้เขียนข่าวลอกเลียนด้วย ทั้งนี้ 

เพือ่ท�ำให้นกัข่าวยงัสามารถมคีวามรบัผดิชอบ และมพีนัธสญัญาทางศลีธรรมต่อ

สาธารณชนได้ต่อไป 

	 ในสถานการณ์ปัจจุบันท่ามกลางการเกิดขึ้นของข่าวปลอมจ�ำนวนมาก 

หลักการส�ำคัญที่นักข่าวควรถือปฏิบัติอย่างเคร่งครัด ในฐานะนักข่าวมืออาชีพที่

รบัผดิชอบต่อสงัคมและท�ำงานบรกิารให้แก่สงัคมสาธารณะ ได้แก่ หลกัการแรก 

การน�ำเสนอข้อเท็จจริง ซือ่สตัย์ต่อประชาชน ต้องน�ำเสนอข่าว/รายงานข่าวทีเ่ป็น 

กลางและยตุธิรรม รกัษาความเป็นอิสระจากการถกูครอบง�ำหรอืชักจงูผลประโยชน์ 

ใดๆ ไม่เอนเอียงต่ออ�ำนาจและผลประโยชน์ รวมท้ังต้องรักษาหน้าที่เป็นเวที

เปิดความเห็นวิพากษ์วิจารณ์ตรวจสอบกลุ่มอ�ำนาจให้แก่สาธารณชน หลักการที่

สอง การตรวจสอบข้อมูลข้อเท็จจริง (fact-checking/verification) ความถูกต้อง 

ของข้อมลูหรอืข้อความท่ีน่าสงสัย ไม่ว่าจะเป็นค�ำปราศรยัของนักการเมอืง ส�ำหรบั

เว็บไซต์ท่ีอาจช่วยตรวจสอบข้อเท็จจริงได้ เช่น factcheck.org, fullfact.org, 

politifact.com, snope.com เป็นต้น 

	 นอกจากนี้ การรายงานข่าวที่ดี (Timokhina, 2012 cited in Hill and 

Bradshaw, 2019: 56) จะต้องหมายถึงการน�ำเสนอข่าวที่ถูกต้องชัดเจน  
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หลีกเลีย่งอคต ิน�ำเสนอมมุมองหลากหลาย มุง่มัน่กบัข้อมลูความเป็นจรงิ ใช้แหล่ง 

ข้อมูลที่เป็นข้อเท็จจริง พัฒนาทักษะของผู้อ่าน รักษาเครือข่ายชุมชนและเชื่อม

ประสานจุดรอยต่อ เป็นข่าวเปิดและโปร่งใส ให้อารมณ์ความรู้สึกร่วม และ

สามารถผนวกเอาการพัฒนาทักษะเชิงเทคโนโลยีใหม่ๆ เข้าไปร่วมได้ 

	 Hill and Bradshaw (2019: 67-89) ได้ยกตวัอย่างกรณเีหตกุารณ์หนึง่ 

เพื่อเป็น “อุทาหรณ์” แก่นักข่าวในแง่การท�ำงานแบบมืออาชีพ การค้นหา 

เรือ่งราวเพือ่ท�ำข่าว การฉกุคดิชวนสงสยั และทีส่�ำคญัคือ การตรวจสอบความถกูต้อง 

ของข้อมูลเหตุการณ์ที่ได้รับ เขายกกรณีเหตุการณ์เมื่อเดือนกันยายน 2003 ที่ 

Shafilea Ahmed สาวอายุ 17 ปีหายตัวไปจากบ้านในอังกฤษ ช่วงกว่า 5 เดือน

ที่หายตัวไป ระหว่างนั้นครอบครัวพ่อแม่ได้เฝ้าติดตามตลอด ถึงกับเชิญนักข่าว

มาที่บ้านเพื่อแถลงข่าว และขอความช่วยเหลือให้ช่วยติดตาม ครอบครัวได้แสดง

ท่าทปีระดจุดงัพ่อแม่ทัว่ไปท่ีรกัและห่วงใยลกู จนนกัข่าวหรือต�ำรวจไม่ฉงนใจ คดี 

หายตัวไปนี้ใช้เวลา 7 ปีกว่าความจริงจะปรากฏ และกลายเป็นข้อเท็จจริงที่ 

กลบัตาลปัตรคนละเรือ่ง เมือ่ Alesha Ahmed พีส่าวของ Shafilea Ahmed ทีห่าย 

ไปได้จ้างให้แก๊งติดอาวุธเข้าปล้นบ้านของตัวเองในปี 2010 จากนั้น Alesha ถูก

ต�ำรวจจับ และยอมรับสารภาพว่าก่อคดีว่าจ้างปล้นบ้านตัวเอง แต่เธอยังให้การ

เรื่องที่เคยเกิดขึ้นในอดีตกับน้องสาวของเธอว่า เธอได้เห็นพ่อแม่รัดคอ Shafilea 

Ahmed น้องสาวของตัวเองด้วยถุงพลาสติกจนเสียชีวิต และก�ำจัดร่างน้องสาว

ทิ้งเพื่อไม่ให้สงสัย 

	 ค�ำให้การของ Alesha Ahmed พี่สาวน�ำไปสู่การค้นหาหลักฐานเพิ่ม

เติมของต�ำรวจ และในท่ีสุดก็จับกุมพ่อแม่ผู้ฆ่าลูกสาวตัวเอง และศาลตัดสิน 

จ�ำคุกพ่อแม่ตลอดชีวิต พ่อแม่ให้เหตุผลว่า การฆ่าลูกสาวของตนเองเป็น “การ

ฆ่าเพื่อศักดิ์ศรี” (honor killing) ที่เกิดขึ้นจากการแต่งงานที่จัดหาให้ (Hill and 

Bradshaw, 2019: 67-68)

	 คดีนี้ชี้ให้เห็นว่า พ่อแม่ของครอบครัวนี้ ในฐานะแหล่งข่าวได้แถลงข่าว

โกหกต่อหน้าสื่อมวลชนจ�ำนวนมาก และในกระบวนการดังกล่าวได้ท�ำให้ทั้ง 

เจ้าหน้าทีต่�ำรวจและนักข่าวต่างหลงเชือ่ไม่ตดิใจสงสัยใดๆ และยังชีใ้ห้เหน็ว่า แหล่ง 
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ข้อมูล แหล่งข่าวสามารถตกแต่งเรื่องราว ท�ำให้ข้อมูลผิดเพี้ยนไปจากข้อเท็จจริง 

เมื่อพวกเขาพูดต่อหน้าสื่อนักข่าว ดังนั้น การตรวจสอบข้อมูลอย่างเป็นระบบ

จึงเป็นหัวใจส�ำคัญของนักข่าวมืออาชีพ และแน่นอนว่า ต้องใช้เวลาและมีความ

ระมดัระวงัมากขึน้ เพ่ือให้ได้ข่าวทีม่คุีณภาพ มคีวามรับผดิชอบต่ออาชพีและสงัคม 

	 ส�ำหรับกระบวนการตรวจสอบเพือ่ท�ำให้นกัข่าวแน่ใจในการน�ำเสนอข่าว 

ในยุคดิจิทัล แบ่งเป็น 2 ส่วนส�ำคัญ คือ (1) การตรวจสอบในเชิงหลักการ  

(verification in principle) กบั (2) กระบวนการตรวจสอบเชงิปฏิบติั (verification 

in practice) 

	 การตรวจสอบในเชงิหลกัการ ม ี3 ประการส�ำคญั คอื ประการแรก ต้อง 

แน่ใจว่า แหล่งข่าวที่ให้ข่าวข้อมูลมีความน่าเชื่อถือ และช่วยให้ผู้ใช้ตัดสินใจได้ว่า

ข้อมูลเหล่านั้นมีที่มา ถ้าหากนักข่าวพึ่งพาแต่แหล่งข้อมูลออนไลน์ ก็จ�ำเป็นต้อง

ท�ำให้ตวัเองคุน้เคยกบัเทคนคิพืน้ฐานในการตรวจสอบแหล่งออนไลน์ว่า เป็นกลุม่ 

ตัวป่วนหรือไม่ เคร่ืองมือหรือโปรแกรมท่ีช่วยตรวจสอบบัญชีรายชื่อของกลุ่ม 

เว็บมิจฉาชีพ (hoax) ให้ได้ ตัวอย่างเช่น การสังเกต “red flag” หรือสัญลักษณ์

เครื่องหมายแสดงข้อความที่ดูมีพิรุธน่าสงสัย เช่น ในปี 2016 เฟซบุ๊กเคยติด

เครื่องหมายเตือนผู้ใช้ว่า ข้อความหรือโพสต์ที่เห็นมีความน่าสงสัย แต่ได้ยกเลิก

ไปในปี 2017 เพราะผลที่ได้กลับท�ำให้ผู้ใช้เชื่อมากขึ้น (South China Morning 

Post, 2016; BBC News, 2017)

	 ประการที่สอง นักข่าวควรปลูกฝังความช่างสงสัย (skepticism) และ

ความคิดแบบเคลือบแคลง แต่ไม่ใช่ความคิดแบบดูแคลน (cynicism) ความช่าง

สงสัย หมายถึง การมีค�ำถามและต้องการทดสอบความน่าเชื่อถือของแหล่งที่มา

ต่างๆ ของข้อมูล ไม่ว่าจะเป็นข้อมูลในรูปแบบเนื้อหา ภาพ วิดีโอ หรือเสียง การ

รายงานว่า “...เขาหรือเธอกล่าวว่า...” ควรจะได้รับการตรวจเช็กข้อเท็จจริงก่อน 

ว่า อะไรท่ีคนเหล่านั้นก�ำลังจะบอกกับนักข่าว หากแหล่งข่าวไม่สามารถให ้

หลักฐานที่จะสนับสนุนข้อกล่าวอ้างได้ ก็จ�ำเป็นต้องไตร่ตรองให้ดี 



ว า ร ส า ร ศ า ส ต ร์136

	 ส่วนความคิดแบบดูแคลน (cynicism) แตกต่างไปจากความช่างสงสัย

อย่างสิ้นเชิง เพราะหมายถึงความเชื่อว่า มนุษย์มีแรงจูงใจจากความสนใจใน 

ตัวเอง กรณีเช่นนี้จะน�ำไปสู่การคิดในเชิงสมคบคิดทางอินเทอร์เน็ต และปฏิเสธ

ที่จะไว้ใจส่ิงต่างๆ ท่ีก�ำลังอ่านอยู่ ไม่ว่าแหล่งที่มาจะมาจากไหนก็ตาม ดังนั้น  

นกัข่าวควรคดิไว้เสมอว่า แม้จะมกีารท�ำข่าวหลอก แต่นกัข่าวต้องแน่ใจว่าการท�ำ

ข่าวท่ีมข้ีอเท็จจรงิทีส่ามารถพสูิจน์ได้นัน้มอียูจ่ริง นอกจากน้ี ความคดิแบบดแูคลน 

(cynicism) อาจมองเห็นได้จากแหล่งข่าว ตัวอย่างเช่น นักการเมือง ที่เรามักได้

ยินเสมอว่า นักการเมืองมักโกหกหรือบิดเบือนเพื่อผลประโยชน์ของตนเอง และ

เมื่อนักข่าวไปสัมภาษณ์ก็จะพบว่า นักการเมืองเหล่านี้มักน�ำเสนอภาพตนเองว่า

เป็นคนท�ำงานหนักเพื่อสาธารณชน และวาดหวังให้โลกที่เป็นอยู่ดีขึ้น แทนที่เรา

จะคิดแบบดถูกูดแูคลนมองภาพลบ กอ็าจจะต้องเปลีย่นมมุมองไปสูก่ารพจิารณา

เงื่อนไขอื่นๆ ไม่ว่าจะมีเงื่อนไขแรงผลักทางการเมืองและเศรษฐกิจจ�ำนวนมาก ที่

อาจจะปิดกั้นไม่ให้นักการเมืองให้ท�ำได้ตามสัญญา เมื่อเปลี่ยนมุมมอง จะท�ำให้

นกัข่าวสามารถเปลีย่นค�ำถามทีจ่ะถามนกัการเมอืงได้ด้วย เช่น การถามว่า อะไร

ที่เป็นสาเหตุให้ท�ำไม่ได้ แทนที่จะเพิกเฉยหรือด่วนสรุปไปก่อนหน้า 

	 ประการที่สาม ในระหว่างกระบวนการตรวจสอบข้อเท็จจริง นักข่าว

ต้องระวังเรื่อง “อคติทางการเมืองและอคติส่วนตัว” เพราะอาจถูกหลอกได้ง่าย

เมื่อข้อมูลที่แหล่งข่าวให้มาต่างเจือปนไปด้วยทัศนคติ นอกจากนี้ นักข่าวต้องพึง

ระวังการท�ำข่าวแนว “อคติยืนยัน” (confirmation bias) (Hill and Bradshaw, 

2019: 68) เช่น การท�ำข่าวที่สนับสนุนทัศนคติของตน (pro-attitudinal news 

exposure) การค้นหาข่าวที่ยืนยันอคติของเรา หรือหลีกเลี่ยงข่าวหรือข้อมูลที่

ขัดแย้งกับทัศนคติของตน (counter-attitudinal news exposure) ต่างเป็นเรื่อง

อันตรายและผิดไปจากหลักจริยธรรมสื่อในฐานะมืออาชีพ (Song, 2016 cited 

in Hill and Bradshaw, 2019) เช่น นักข่าวอาจจะคิดว่ามีเรื่องที่ส�ำคัญเรื่องหนึ่ง

และค้นหาข้อมูลสนับสนุนอย่างดี ขณะที่ก็เพิกเฉยข้อมูลบางส่วนที่จะพาเรื่องไป

ในทิศทางที่แตกต่างหรือไปอีกทาง ดังนั้น ในฐานะนักข่าว จ�ำเป็นต้องระวังเรื่อง 

“อคติยืนยัน” ท่ีอาจจะเกิดขึ้นกับตัวนักข่าวในระดับจิตใต้ส�ำนึกท�ำไปอย่างนั้น 
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ไม่รู้ตวั ในแง่นี ้นักข่าวจึงไม่ควรค้นหาท่ีจะหลกีเลีย่ง “อคตยินืยนั” ทีอ่าจจะเกดิขึน้ 

แต่ให้มีสมมติฐานว่า มันก�ำลังจะเกิดขึ้น แต่ผนวกความรู้เข้าไปในกระบวนการ 

โดยการปรบัขัน้ตอน เพิม่การวจิยัแหล่งข้อมลูทีข่ดัแย้ง และพจิารณามมุมองของ

เรื่องที่จะเขียนในเชิงทางเลือกเอาไว้ เช่น ประเด็นการได้รูปภาพสภาพอากาศที่

ผิดปกติจากพายุมาอยู่ในมือนักข่าว แต่เมื่อตรวจสอบแล้วกลับพบว่า กลายเป็น

ภาพหลอก นักข่าวจะต้องสามารถพลิกประเด็น (twist) เล่นเรื่องนี้ใหม่ได้ ด้วย

การพาดหัวตามข้อเท็จจริง ตัวอย่างเช่น “15 ภาพลวงจากเหตุการณ์พายุวันนี้” 

หรือ “เปิดผู้อยู่เบื้องหลังภาพถ่ายลวงทวิตเตอร์” หรือ “15 ภาพลวงพายุป่วน

ต�ำรวจ รับแจ้งเหตุ 55 สาย” เป็นต้น 

	 ส�ำหรับการตรวจสอบในทางปฏิบัติ (verification in practice) น้ัน  

นกัข่าวและห้องข่าว (newsrooms) ควรมีกระบวนการตรวจสอบอย่างจรงิจงั และ

เป็นระบบตั้งแต่เริ่มต้น ได้แก่ เมื่อวางแผนข่าวรายวัน ไม่ว่าจากเหตุการณ์หรือ

การแถลงข่าวบรษิทั ห้องข่าวควรเตรยีมพจิารณาว่า ข้อมลูจะหามาได้เพิม่เติมจาก

การแถลงนั้นอย่างไร ทั้งจากเครือข่ายออนไลน์หรือจากเอกสารที่เกี่ยวข้อง ควร

จะมรีายชือ่ของแหล่งข้อมลูทีน่่าเชือ่ถือในเครอืข่ายออนไลน์ก่อนล่วงหน้า และตดิ

ตั้ง “การติดตาม” คน/แหล่งข่าวที่เกี่ยวข้องให้กับกลุ่มนักข่าวเมื่อลงไปในสนาม 

เป็นต้น นอกจากนี ้ควรท�ำแนวปฏบิตัใินการตดัสนิใจ ก�ำหนดขัน้ตอนการท�ำงาน

ดูการไหลของกระบวนการตรวจสอบ เช่น การท�ำ “รายการ” (checklist) ของ

การตรวจสอบ ให้ตอบว่าได้ท�ำไปแล้วหรอืไม่ เพือ่ยนืยนัข้อมลูทีไ่ด้มาก่อนทีจ่ะน�ำ

ไปโพสต์หรือตีพิมพ์ ให้ท�ำรายการขั้นตอนการท�ำงานให้ชัดเจน เพื่อลดปัญหาข้อ

ผดิพลาดท่ีอาจจะเกดิขึน้ ในเร่ืองเหล่านีอ้าจจะใช้โปรแกรมช่วยได้ เช่น FreeMind 

(freemind.sourceforge.net) ท่ีช่วยนกัข่าวสร้าง “แผนทีค่วามคดิ” จดัการงานข่าว 

ช่วยแบ่งงาน และสามารถเชื่อม link ไฟล์ต่างๆ ที่เกี่ยวข้องกับประเด็นสร้างเป็น

ฐานข้อมูลให้ได้ เป็นต้น ทั้งนี้ Hill and Bradshaw (2019) ได้แบ่งกระบวนการ

ตรวจสอบเชิงปฏิบัติออกเป็น 3 ประการ ได้แก่ 

	 ประการแรก ตรวจสอบคน โดยใช้เครือ่งมอืช่วยในการตรวจสอบแหล่ง

ข้อมูล แบ่งเป็น การตรวจสอบเนื้อหาในตัวมันเอง กับ การตรวจสอบแหล่งที่มา
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ของเนือ้หาเหล่านัน้ เพราะว่าหากเนือ้หาด ีแต่แหล่งทีม่ากลบัไม่ใช่ต้นก�ำเนดิแรก 

(origin) จะส่งผลให้เกิดความเคลือบแคลงสงสัย ไม่น่าเชื่อถือได้ 

	 ปัจจุบันนักข่าวท�ำงานได้ง่ายขึ้น เพราะใช้เครือข่ายออนไลน์หาข่าวและ

พัฒนาเนื้อหาข่าวเพ่ือตีพิมพ์เป็นของตัวเอง แต่นักข่าวและห้องข่าวยุคใหม่อาจ

ท�ำให้ตัวเองกลายสภาพเป็นเหมอืน “โรงงานข่าว” ทีน่กัข่าวตระเวนค้นหาเวบ็ไซต์

เพือ่เขียนเร่ือง และใช้เวลาทัง้วนัเขยีนข่าวแถลงมากกว่าจะยกหโูทรศัพท์คยุ หรอื

ออกไปพบแหล่งข่าวด้วยตัวเอง ซึ่งท�ำให้ปัจจุบันข่าวไม่ได้มีอะไรมากไปกว่าการ

กอ็ปป้ีกนัไปมา หรอืการรายงานข่าวลวงไปลวงมา การท�ำงานของนกัข่าวทีส่ะดวก

ขึ้นเหล่านี้ไม่ควรแสดงความ “มักง่าย” ใช้เครือข่ายออนไลน์หาข่าวพึ่งพิงแหล่ง

ข้อมูลหรือที่มาของข้อมูลจากเครือข่ายออนไลน์ทางเดียว แล้วน�ำมาโพสต์ต่อใน

แพลตฟอร์มของตน วิธีการที่ง่ายๆ ไม่ล�ำบากแต่สามารถสร้างความน่าเชื่อถือได้

ดี และแสดงศักยภาพของความเป็นนักข่าวได้ดี ก็คือ การยืนยันตรวจสอบข้อมูล

ที่ได้มา เช่น การโทรศัพท์หรือเดินทางไปพบแหล่งข่าวที่เป็นต้นเรื่องเพื่อยืนยัน

ข้อมูล จะเป็นวิธีที่ง่ายและยืนยันได้ดีที่สุดว่า เขาเป็นใคร ได้กล่าวเช่นนั้นหรือไม ่

และสามารถขยายความเนื้อหาข่าวต่อไปได้อย่างไร 

	 นอกจากนี้ การเพิ่มทักษะแสดงศักยภาพตรวจสอบแหล่งข่าว Hill and 

Bradshaw (2019) เสนอ 2 วิธีง่ายๆ คือ วิธีแรก นักข่าวควรสร้างฐานข้อมูล

รายชื่อติดต่อของแหล่งข่าว แหล่งข้อมูล จัดหมวดหมู่ มีทั้งอีเมล โทรศัพท์ บัญชี

เครือข่ายออนไลน์ต่างๆ ของแหล่งข่าว เพื่อให้สามารถติดต่อได้ในยามต้องการ 

และเมื่อใช้รายชื่อดังกล่าว ก็ควรมีข้อสังเกตต่อแหล่งข่าวแต่ละคน บุคลิก หรือ

อืน่ๆ ท่ีเกีย่วข้องเพือ่เป็นประโยชน์ต่อผูม้าใช้ภายหลงั เช่น แหล่งข่าวคนนีเ้ป็นใคร 

เชี่ยวชาญด้านใด ความน่าเชื่อถือมากน้อยแค่ไหน เนื้อหาที่เขาพูดสามารถตรวจ

สอบได้มากน้อยแค่ไหน ข้อมูลที่น�ำเสนอมาให้เป็นอย่างไร ประเมินสถานการณ์

ให้เพื่อเก็บเป็นฐานข้อมูล ส่วน วิธีที่สอง คือ หาเครื่องมือโปรแกรมคอมพิวเตอร์

ช่วยในการจดัการรายชือ่ทีอ่ยูท่ีติ่ดต่อ หรอืหาข้อมูลของแหล่งข่าว หรอืตดิตามสิง่

ที่ผู้คนก�ำลังพูดถึงกันในหัวข้อต่างๆ ในเวลาจริง ส่วนใหญ่ห้องข่าวในส�ำนักข่าว

ต่างประเทศมักใช้กัน เช่น TweetDeck (https://tweetdeck.twitter.com) หรือ 
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Hootsuite (https://hootsuite.com) แพลตฟอร์มทีใ่ช้จดัการบญัชทีวติเตอร์หรอื

โซเชยีลมเีดยีหลายบญัชใีนคราวเดียว หรอืโปรแกรม Kred (http://home.kred), 

Pipl (https://pipl.com) หรือ SocialMention (http://socialmention.com) เป็น

โปรแกรมทีใ่ช้ช่วยค้นหาข้อมลูคนหรือเรือ่งทีเ่ราก�ำลงัสบืเสาะในโซเชยีลมเีดยีและ

แพลตฟอร์มอื่นๆ เป็นต้น

	 ประการที่สอง ตรวจสอบเว็บไซต์และผลการค้นหา สิ่งส�ำคัญของ 

นกัข่าวคอื ไม่ควรผลติซ�ำ้เนือ้หาข่าวหรอืเรือ่งทีจ่ะน�ำมาตพีมิพ์โดยปราศจากการ 

ตรวจสอบรายละเอียดอย่างระมัดระวัง เพราะมันสะท้อนความเกียจคร้าน  

ไม่ใส่ใจ และมกัง่าย ท่ีอาจจะน�ำมาซ่ึงปัญหาทางกฎหมาย หากเกดิความผดิพลาด

ขึ้นจากเรื่องที่ดึงมาใช้ งานศึกษาของ Julia Tylor (2014) พบว่า นักข่าวพึ่งพา

การใช้เครื่องมือการค้นหา (search engine) เพื่อตรวจสอบข่าวที่ตนท�ำโดยใช ้

กูเกิล (Google) หรือ Bing หรือ LexisNexis เป็นหลัก โดยให้ความเชื่อถือ

กับผลของการค้นหาเหล่านั้นมากเกินไป ทั้งๆ ที่ระบบการค้นหาเหล่านี้มักเป็น 

อลักอรธิมึ (algorithm) ทีเ่ลอืกคดัมาให้ผ่านการตัง้ค�ำค้นหาซึง่ผลทีไ่ด้มกัจะเป็น

เพียงผลลัพธ์ผิวเผินเท่านั้น 

	 ส�ำหรับเครื่องมือการค้นหาส�ำหรับนักข่าว ควรจะแสดงความช�่ำชอง

มากกว่านั้น เช่น Bing ที่มีเครื่องมือช่วยค้นหาวิดีโอหรือ Chrome browser  

ก็มีเคร่ืองมอื extension ทีเ่รยีกว่า Storyful Multisearch หรือ โปรแกรมโซเชยีล 

เน็ตเวิร์กอย่าง Tumblr หรือ YouTube ที่ช่วยค้นหาเว็บทางสังคมจ�ำนวนมาก  

หรือ Google Trend (https://trends.google.co.th/trends/?geo=TH) ที่ช่วย

ค้นหาเรื่องที่ท็อปฮิตมากที่สุดที่คนก�ำลังค้นหากันในเวลาจริง ซึ่งช่วยให้นักข่าว

สามารถหาไอเดียส�ำหรับการเขียนงานหรือสกู๊ปข่าวได้เป็นอย่างดี หรือการใช้ 

Google Alert (https://www.google.co.th/alerts) เป็นเคร่ืองมอืช่วยตดิตามเรือ่ง

ใหม่ๆ ในความสนใจของนักข่าวได้ผ่านการก�ำหนดค�ำหลัก (keywords) เข้าไป 

เพื่อให้ Google Alert ส่งข่าวที่เกี่ยวข้องมายังหน้าอีเมลของผู้รับได้

	 นอกจากนี้ นักข่าวบางคนเข้าไปใช้กลุ่มเว็บมืด (dark web) ซึ่งจ�ำเป็น

ต้องใช้อย่างระมัดระวัง เพราะเว็บไซต์เหล่านี้มักเก่ียวข้องกับกิจกรรมทาง
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อาชญากรรม ผิดกฎหมาย ต้องระมัดระวังเรื่องข้อเท็จจริง และหลีกเลี่ยงการ

ดาวน์โหลดไฟล์ที่อาจจะมีไวรัส ทั้งนี้ หากจะเข้าไปดูเว็บมืดเหล่านี้ ควรท�ำความ

เข้าใจเป็นพิเศษ และจ�ำเป็นต้องใช้บราวเซอร์พิเศษด้วย เช่น Tor (torproject.

org.) เป็นตัวย่อของ the Onion Router หมายถึงบริการที่ให้ท่องอินเทอร์เน็ต

ได้โดยไม่ต้องเปิดเผยตัวตน สามารถซ่อนไอพีแอดเดรสจากเว็บไซต์ที่เข้าไป 

โดยเชื่อมต่อผ่านเซิร์ฟเวอร์กลางแบบสุ่มก่อนที่จะเชื่อมเว็บไซต์เป้าหมาย ท�ำให้

เว็บไซต์ดังกล่าวไม่สามารถตามรอยต้นทางได้ มีการใช้หน้าเพจที่เป็นความลับ

ด้วยการใช้ .onion แทนที่จะเป็น .com ซึ่งสามารถเข้าถึงได้ด้วยบราวเซอร์ Tor 

เท่านั้น แต่การใช้ Tor มีข้อเสียดังกล่าวข้างต้นว่า ผู้ใช้งานมักถูกเหมารวมเป็น

ผู้ใช้ที่มีแนวโน้มกระท�ำผิดกฎหมาย ซึ่งหน่วยงานรัฐมักเพ่งเล็งตรวจเฝ้าระวังทุก

กิจกรรมออนไลน์ ดังนั้น เมื่อกลุ่มเห็นต่างทางการเมือง ผู้สื่อข่าว หรือคนทั่วไป

ใช้ กอ็าจถกูเพ่งเลง็จบัตาด้วยเช่นกนั นอกจากนี ้ยงัมบีราวเซอร์พเิศษอืน่ๆ ได้แก่ 

DuckDuckGo (duckduckgo.com) ท่ีไม่เปิดเผยตวัตน หรอืนกัข่าวอาจจะใช้ VPN 

(virtual private network) หรือ proxy ที่ช่วยท�ำให้การท่องอินเทอร์เน็ตมีความ

ปลอดภัยจากการไม่เปิดเผยไอพีแอดเดรสได้ 

	 ประการที่สาม การตรวจสอบเครือข่ายออนไลน์ โซเชียลมีเดีย ที่

ผ่านมานักข่าวมักใช้เครือข่ายออนไลน์เพื่อจุดประสงค์ต่างๆ ได้แก่ (1) การคาด

การณ์หรือตั้งเตือนข่าวสถานการณ์ให้ได้รับข่าวสารทันสมัย (2) ใช้ตรวจสอบ

เนื้อหาเครือข่ายออนไลน์ เป็นการพิจารณาอย่างเร็วๆ ว่า ใครโพสต์ข้อความ 

วิดีโอ หรือให้เนื้อหาข่าวจริงหรือข่าวปลอม (3) ใช้ฟัง หมายถึงติดตามเครือข่าย 

หรือกลุ่มคนคุณภาพ เพ่ือที่จะค้นพบเรื่องที่น่าสนใจหรือประเด็นที่ตนสนใจ  

(4) ตามรอยแนวโน้มหรืออารมณ์ความรู้สึกของกระแสเพื่อให้ข้อมูลแก่รายการ

และใช้ตั้งประเด็นข่าว (5) กระจายเนื้อหา หาผู้ฟังใหม่ๆ และได้รับความเห็น

ตอบสนองในสิ่งที่คนทั่วไปคิด (6) เข้าถึงกลุ่มแหล่งข้อมูลที่อาจจะน่าเชื่อถือได้

รวดเร็ว (7) ช่วยกระจายค�ำถามหรือปัญหาที่ต้องการค�ำตอบไปยังกลุ่มคนขนาด

ใหญ่ (crowdsourcing) เป็นค�ำถามเกี่ยวกับเรื่องที่นักข่าวก�ำลังพัฒนา หรือถาม

เครือข่ายเพื่อขอค�ำแนะน�ำได้ง่าย (Schifferes et al., 2014) 
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	 แต่อย่างไรก็ดี การใช้เครือข่ายออนไลน์โซเชียลมีเดียอาจมีประโยชน์

มากขึน้ หากท�ำความเข้าใจโปรแกรมท่ีช่วยเอือ้ในการท�ำงานตรวจสอบหรอืเรยีนรู้ 

ค้นคว้าเพิ่มเติม ตัวอย่างเครื่องมือหรือโปรแกรมต่างๆ ที่น่าจะเป็นประโยชน์แก ่

นกัข่าว เช่น Facebook for media (https://www.facebook.com/facebookmedia) 

เป็นหน้ากระดานท่ีเปิดให้เฉพาะเพือ่สนบัสนนุการท�ำงานของนกัข่าว มเีครือ่งมอื 

ที่ช่วยให้สามารถท�ำงานได้สะดวกขึ้น เปิดคอลัมน์ trending now/emerging 

topic ส�ำหรบัการค้นหาและเขียนเร่ืองราวท่ีสามารถเลอืกกลุ่มทีต้่องการได้ (trend 

post) รวมทั้งปัจจุบันเฟซบุ๊กยังมีโครงการสนับสนุนการท�ำข่าวและเปิดให้กับ 

นักข่าวโดยตรง (https://www.facebook.com/journalismproject/) เพื่อเสริม

สร้างการเชื่อมต่อระหว่างนักข่าวกับชุมชนที่น�ำเสนอข่าว มีการท�ำหลักสูตร

ออนไลน์ฝึกอบรมทักษะนักข่าว เป็นต้น

	 โปรแกรม Banjo discovery (discovery.banjoapp.com) เป็นหน้า

กระดานที่ช่วยค้นหาเนื้อหาและจัดการเนื้อหาในเครือข่ายออนไลน์ โดยใช้ตัว

คัดกรองของเวลาและสถานที่เพื่อที่จะตีพิมพ์ข่าวสถานการณ์ขณะที่ก�ำลังเกิดขึ้น

ได้ สามารถคัดแยกเนื้อหาจากหลายๆ แหล่งเครือข่ายออนไลน์ รวมทั้งเว็บไซต์  

weibo ของจนีด้วย Cronycle (https://cronycle.com) เป็นเวบ็ไซต์ส�ำหรับเครือ่งมอื 

การวิจัย ไม่ว่าจะเป็นนักข่าว นักศึกษา หรือนักวิชาการสามารถคัดกรองและ

พมิพ์เนื้อหาออนไลน์ได ้Dataminr (https://www.dataminr.com) คอื เครือ่งมือ 

วิเคราะห์และเฝ้าตรวจทวิตเตอร์ ซึ่งมีค่าใช้จ่าย แต่หากบางองค์กรข่าวได้เป็น

สมาชิกก็จะมีประโยชน์ต่อนักข่าวอย่างมาก จุดเด่นคือ ความสามารถในการตั้ง

เตือนตามเวลาจริงเมื่อมีคนทวีตข่าวส�ำคัญ ผนวกเอาข้อความของกลุ่มองค์กร

รัฐบาล หรือแถลงการณ์ แถลงข่าว และการวิเคราะห์ค�ำค้นได้เป็นอย่างดี เช่น 

การอ้างอิงถึงค�ำว่า ระเบิด การอพยพ การชนกัน เป็นต้น 

สรุป
	 บทความนี้ได้ใช้ระเบียบวิธีวิจัยเชิงเอกสาร ส�ำรวจและวิเคราะห์ข้อมูล

เอกสารตัวอย่างจากต่างประเทศเพือ่ตรวจสอบความหมายของข่าวปลอมในบรบิท
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ใหม่ยคุดจิทัิล และน�ำเสนอกระบวนการจัดการกับข่าวปลอมให้แก่นกัข่าวและผูใ้ช้

ส่ือ จากการศกึษาพบว่า ข่าวปลอมทีพู่ดกนัอย่างกว้างขวางปัจจบุนัไม่ใช่เรือ่งใหม่

เสียทีเดียว เพราะมีตัวอย่างให้เห็นมาตั้งแต่ในศตวรรษที่ 15 แต่ท่ามกลางความ

ก้าวหน้าทางเทคโนโลยีสื่อสารยุคดิจิทัลในบริบทใหม่ กลับพบความซับซ้อนมาก

ขึ้นในการนิยามความหมายและการผลิตข่าวปลอม บทความนี้พบลักษณะข่าว 

ปลอมท่ีเกิดขึ้นในชุมชนออนไลน์ปัจจุบันอย่างน้อย 3 รูปแบบส�ำคัญ ได้แก่  

รปูแบบแรกคอื การโฆษณาประชาสัมพนัธ์ให้ดเูหมือนข่าวจริงซึง่มลีกัษณะร่วมกับ 

ในอดีต ขณะที่รูปแบบที่สองคือ การน�ำเสนอเชิงประชดประชันเสียดสีล้อเลียน 

ที่เนื้อหาผิดหรือบิดเบือนไปจากข้อเท็จจริง และรูปแบบที่สามคือ การตั้งใจสร้าง

ข่าวปลอมเพือ่หวงัผลทางการเมอืง ท�ำให้คนเกดิอารมณ์ร่วมแบ่งฝ่าย สองรปูแบบ

หลังกลับมีความเข้มเข้นมากขึ้นในสื่อออนไลน์ปัจจุบัน ที่ส�ำคัญคือ กระบวนการ

สร้างข่าวปลอมในสื่อออนไลน์มีทั้งกลุ่มคนและเทคโนโลยีคอมพิวเตอร์ ที่เป็น

เครื่องมือสร้างข่าวปลอม ซึ่งนักข่าวควรมีกระบวนการตรวจสอบอย่างเป็นระบบ 

และมีความเป็นมืออาชีพมากขึ้นด้วย 
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