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บทคดัย่อ 
 งานวจิยันี้มวีตัถุประสงคเ์พื่อศกึษา 1) เจตคตต่ิอกลไกปกป้องขอ้มลูสว่นบุคคลของผูใ้ชแ้อปพลเิคชนัการใหบ้ริ
การทางการเงนิและการช าระเงินผ่านอุปกรณ์เคลื่อนที่ 2) อทิธพิลของคุณลกัษณะของผู้ใช้ต่อเจตคติต่อกลไกการ
ปกป้องขอ้มูลส่วนบุคคล 3) อทิธพิลของเจตคติต่อกลไกการปกป้องขอ้มูลส่วนบุคคลต่อความเป็นส่วนตวัและความ
มัน่คงปลอดภยัสารสนเทศของแอปพลเิคชนั 4) อทิธพิลของความมัน่คงปลอดภยัสารสนเทศและความเป็นสว่นตวัของ
แอปพลเิคชนัต่อความไวว้างใจของผูใ้ช ้5) อทิธพิลของเจตคตต่ิอกลไกการปกป้องขอ้มูลส่วนบุคคลต่อความไวว้างใจ
ของผู้ใช้ และ 6) พฒันาแบบจ าลองอทิธิพลตามข้อค้นพบของวตัถุประสงค์ข้อ 3-5 การวิจยัครัง้นี้เป็นการวิจยัเชิง
ปรมิาณ ใชพ้ระราชบญัญตัคิุม้ครองขอ้มลูส่วนบุคคล พุทธศกัราช 2562   ISO/IEC 29100 และ ISO/IEC 27701 เป็น
ทฤษฎีหลักเพื่อออกแบบการวิจัย (Personal Data Protection Act, B.E. 2562 (2019), 2019; ISO/IEC, 2011; 
ISO/IEC, 2019) ใช้แบบสอบถามเป็นเครื่องมือในการเก็บรวบรวมขอ้มูลจากกลุ่มตัวอย่างที่เป็นผู้ใช้แอปพลเิคชนั
จ านวน 384 คน ไดร้บัแบบสอบถามกลบัคนืรอ้ยละ 100 สถติทิีใ่ชส้ าหรบัการวเิคราะหข์อ้มูล ไดแ้ก่ สถติเิชงิพรรณนา 
(ร้อยละ ค่าเฉลี่ย และค่าเบี่ยงเบนมาตรฐาน) และ การวเิคราะห์การถดถอยเชงิเสน้แบบพหุ ผลการวจิยัพบว่า ผู้ใช้
มากกว่าร้อยละ 80 มีความเห็นว่าแอปพลิเคชันที่ตนเองใช้มีกลไกปกป้องข้อมูลส่วนบุคคลที่สอดคล้องกับ
พระราชบญัญตัิคุม้ครองขอ้มูลส่วนบุคคล พุทธศกัราช 2562, ISO/IEC 29100 และ ISO/IEC 27701 ผลการทดสอบ
สมมตฐิานพบว่า คุณลกัษณะของผู้ใช้มอีทิธพิลต่อเจตคติต่อกลไกการปกป้องขอ้มูลส่วนบุคคลที่ขนาดอทิธพิล (R2) 
ระหว่าง 0.50 - 0.17 ท าใหไ้ดส้มการอทิธพิล จ านวน 33 สมการ เจตคตต่ิอกลไกการปกป้องขอ้มลูส่วนบุคคลมอีทิธพิล
ต่อความเป็นส่วนตวัและความมัน่คงปลอดภยัสารสนเทศของแอปพลเิคชนัทีข่นาดอทิธพิล (R2) ระหว่าง 0.08 - 0.31 
ท าให้ได้สมการอทิธพิล จ านวน 8 สมการ ความมัน่คงปลอดภยัสารสนเทศและความเป็นส่วนตวัของแอปพลเิคชนัมี
อทิธพิลต่อความไวว้างใจของผูใ้ชท้ีข่นาดอทิธพิล (R2) ระหว่าง 0.17 - 0.36 ท าใหไ้ดส้มการอทิธพิล จ านวน 8 สมการ 
เจตคตต่ิอกลไกการปกป้องขอ้มูลส่วนบุคคลมอีทิธพิลต่อความไว้วางใจของผูใ้ช้ทีข่นาดอทิธพิล (R2) ระหว่าง 0.25 - 
0.29 ท าใหไ้ดส้มการอทิธพิล จ านวน 4 สมการ 
ค าส าคญั: ขอ้มลูสว่นบุคคล, การคุม้ครองขอ้มลูสว่นบุคคล, ความเป็นสว่นตวั, ความไวว้างใจ 
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Abstract 

The objectives of this research were:  1) to ascertain the position of mobile financial service 

application users toward personal data protection guidelines set in accordance with the Personal Data 

Protection Act B.E. 2562 (2019), ISO/IEC 29100, and ISO/IEC 27701; 2) to investigate the association 

between users’ characteristics and their attitudes as it pertains to  privacy protection techniques used by 

mobile financial service applications; 3) to examine the relationship between users’ attitudes regarding 

personal data protection mechanisms in mobile financial service applications and applicable privacy 

and information security standards; 4) to determine the relationship between information security and 

applications’ privacy guidelines and users’ trust; and 5 )  to explore the relationship between users’ 

attitudes toward personal data protection mechanisms in mobile financial service applications and their 

trust in such applications;  and (6) to develop a model relating to personal data protection measures in 

mobile financial service applications, users’ characteristics, information security, as well as 

applications’ privacy and users’ trust. The study approach was quantitative in nature and utilized 

Thailand's Data Protection Act B.E. 2562 (2019), ISO/IEC 29100, and ISO/IEC 27701 as a framework 

for the purposes of its investigation. Questionnaires served as a research tool for data collection from 

384 application users. The response rate was 100%. Descriptive statistics (percentage, mean, and 

standard deviation) and multiple linear regression analysis were employed to analyze the data. In terms 

of the test of hypothesis, it was discovered that users’ characteristics had an effect on their perceptions 

regarding personal data security procedures used by mobile financial service applications (R2=0.05 - 

0.31). This has led to the formulation of 33 influence equations. The study also revealed that users’ 

attitudes regarding personal data protection systems impacted their attitudes toward applications’ 

information security and privacy (R2 values ranging from 0.08 to 0.31), resulting in eight impact 

equations. Users’ attitudes concerning application data security and privacy also affected their trust (R2 

values ranging from 0.17 to 0.36), resulting in eight influence equations. Finally, users’ positions on 

personal data protection procedures used by mobile financial service applications affected their trust 

(R2 values ranging from 0.25 to 0.29), resulting in four influence equations.  
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บทน า 
 ปัจจุบนัผูบ้รโิภคจ านวนมากไดห้นัมาใชบ้รกิารต่าง ๆ บนระบบอนิเทอรเ์น็ต บรกิารเหล่านี้มกีารเกบ็
รวบรวม ใช ้และประมวลผลขอ้มลูสว่นตวัของผูใ้ชท้ัง้แบบทีผู่ใ้ชต้ัง้ใจหรอืไม่ตัง้ใจใหข้อ้มลู กอ่ใหเ้กดิความเสีย่ง
ในการละเมดิสทิธคิวามเป็นส่วนตวัเพิม่มากขึน้ เชน่ การเกบ็รวบรวมขอ้มลูทีม่เีนื้อหาไมถ่กูตอ้งท าใหเ้กดิความ
ผดิพลาดตามมา การใชข้อ้มลูทีเ่กบ็มาเพื่อวตัถุประสงค์หนึ่ งแต่ขอ้มูลนัน้ถูกน าไปใชเ้พื่อวตัถุประสงค์อื่นโดย
ไม่ไดร้บัความยนิยอมจากเจา้ของขอ้มลู การโอนขอ้มลูระหว่างกนัโดยไม่มอี านาจหรอืกระท าอยา่งไมเ่หมาะสม
ระหว่างองคก์ร เป็นตน้ (The World Bank, 2016) โดยเฉพาะเมือ่มกีารเกบ็รวบรวมขอ้มลูจ านวนมหาศาล (Big 
Data) เพื่อน ามาใชป้ระมวลผลและวเิคราะห์เพื่อคาดการณ์ประเมนิหาประเด็นเกีย่วกบับุคคลผูเ้ป็นเจ้าของ
ขอ้มูลในด้านต่าง ๆ เพื่อท าความเขา้ใจพฤติกรรมและความชอบส่วนบุคคลของผู้บรโิภคบนโลกออนไลน์ 
(Profiling) และน าไปใช้เพื่อแข่งขนัทางการตลาด (Fife & Orjuela, 2012; Chang, Wong, Libaque-Saenz & 
Lee, 2018) โดยทีเ่จา้ของขอ้มูลไม่รูต้วัหรอืไม่ยนิยอมใหใ้ชข้อ้มูลเหล่านัน้ รายงานของ Privacy International 
(2018) และ Wagner (2018) พบว่า แอปพลเิคชนับนโทรศพัท์มอืถอืส่งขอ้มลูไปยงัเฟซบุ๊กโดยอตัโนมตัทินัที
เมือ่ผูใ้ชเ้ปิดแอปพลเิคชนัแมว้่าผูใ้ชจ้ะไมม่บีญัชเีฟซบุ๊กกต็าม ในบรบิทของบรกิารทางการเงนิและการช าระเงนิ
ออนไลน์ มกีารแลกเปลีย่นขอ้มลูสารสนเทศระหว่างลูกคา้และธนาคาร เชน่ ตวัตนของลูกคา้ สถานะของบญัช ี
การโอนเงนิและการช าระเงนิ ฯลฯ ขอ้มลูทีอ่่อนไหวเหล่านี้อาจสรา้งความกงัวลใหก้บัลกูคา้ต่อภยัคุกคามที่อาจ
เกดิขึน้ เนื่องจากธุรกจิธนาคารมรีะเบยีบขอ้บงัคบัทีเ่ขม้งวด การรัว่ไหลของขอ้มลูในโลกออนไลน์จงึเป็นปัญหา
รา้ยแรงส าหรบัธนาคาร ดงันัน้การทีลู่กคา้ตอ้งประเมนิว่าธนาคารมกีารจดัการกบัขอ้มลูของพวกเขาอย่างไรจงึ
เป็นเรื่องทีส่ าคญัยิง่ (Chang et al., 2018)  จากรายงานของ IBM Security (2019) พบว่าความเสยีหายทีเ่กดิ
จากการละเมิดข้อมูลในธุรกิจประเภทการธนาคารและการเงนิมมีูลค่าสูงถึง 5.86 ล้านดอลลาร์สหรฐัต่อปี 
ตวัอย่างเหล่านี้แสดงใหเ้ห็นว่าในยุคแห่งการสื่อสารแบบดิจทิลัที่มคีวามรวดเรว็ท าให้การละเมดิขอ้มูลส่วน
บุคคลสามารถท าได้ง่ายและรวดเรว็ ซึ่งสรา้งความกงัวลให้กบัผูใ้ช้และรฐับาลทัว่โลก ทัง้ยงัส่งผลกระทบต่อ
ความเชื่อมัน่ในการพฒันาเศรษฐกจิและสงัคมดจิทิลั เพราะหากมกีารรัว่ไหลของขอ้มูลออกไป องคก์รทีเ่ป็นผู้
เกบ็รวบรวมขอ้มลูอาจเสยีชื่อเสยีง สญูเสยีความน่าเชือ่ถอื และในระยะยาวจะไมส่ามารถเรยีกความเชือ่มัน่และ
ความไว้วางใจจากลูกค้าให้คนืกลบัมาได้ (Chang et al., 2018) ส่งผลใหอ้งค์กรสูญเสยีความสามารถในการ
แขง่ขนัทางธุรกจิตามมา การปกป้องขอ้มลูสว่นบุคคลและการปฏบิตัดิา้นความปลอดภยัทีไ่มม่ปีระสทิธภิาพเกดิ
จากการขาดความตระหนัก ความรู้ หรือความเข้าใจเกี่ยวกบัวิธีการพฒันาแอปพลิเคชนั ให้เป็นไปตาม
ขอ้ก าหนดของกฎหมาย (European Union Agency for Network and Information Security [ENISA], 2017) 
ดงันัน้ ผูว้จิยัจงึสนใจทีจ่ะศกึษาเจตคตติ่อกลไกการปกป้องขอ้มลูส่วนบุคคลของผูใ้ชแ้อปพลเิคชนัการใหบ้รกิาร
ทางการเงนิและการช าระเงนิผ่านอุปกรณ์เคลื่อนที่ (Mobile Financial Service: MFS) หลังการประกาศใช้
พระราชบญัญตัคิุม้ครองขอ้มูลส่วนบุคคล พ.ศ. 2562 ในประเทศไทย เพื่อน าเจตคตจิากการศกึษาดงักล่าวมา
ช่วยให้ผู้พฒันาซอฟต์แวร์สามารถออกแบบและสร้างกลไกการปกป้องข้อมูลส่วนบุคคลที่มีประสิทธิภาพ 
สามารถปกป้องขอ้มลูส่วนบุคคลจากการใชผ้ดิวตัถุประสงค์ การใชไ้ม่เหมาะสม การเขา้ถงึทีไ่ม่ไดร้บัอนุญาต 
การดดัแปลง แกไ้ข การท าใหส้ญูหาย และ การเปิดเผยขอ้มลูโดยไมต่ัง้ใจ และรวมไปถงึการขออนุญาตเจา้ของ
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ข้อมูลก่อนน าข้อมูลเหล่านั ้นไปใช้เพื่อท าการตลาดหรือน าไปใช้ เพื่อวิเคราะห์ข้อมูลให้เป็นไปตาม
พระราชบญัญตัคิุม้ครองขอ้มูลส่วนบุคคล พ.ศ. 2562 และสามารถสร้างความเชื่อมัน่ให้กบัผูใ้ช้ ซึ่งช่วยเพิม่
ศกัยภาพใหก้บัการใหบ้รกิารทางการเงนิและการช าระเงนิผา่นอปุกรณ์เคลื่อนทีใ่นประเทศไทยสามารถกา้วไปสู่
เศรษฐกจิดจิทิลัทีม่คีณุภาพและชว่ยขบัเคลื่อนการพฒันาประเทศไดอ้ยา่งมปีระสทิธภิาพและมัน่คง 
 

วตัถปุระสงคก์ารวิจยั การวจิยันี้มวีตัถุประสงคเ์พือ่ศกึษา 
 1. เจตคติต่อกลไกปกป้องขอ้มูลส่วนบุคคลของผู้ใช้แอปพลิเคชนัการให้บรกิารทางการเงนิและการ
ช าระเงนิผ่านอุปกรณ์เคลื่อนที่ ตามพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคลพุทธศกัราช 2562 ISO/IEC 
29100 และ ISO/IEC 27701 
 2. อทิธพิลของคณุลกัษณะของผูใ้ชต้่อเจตคตติ่อกลไกการปกป้องขอ้มลูส่วนบุคคลในแอปพลเิคชนัการ
ใหบ้รกิารทางการเงนิและการช าระเงนิผา่นอปุกรณ์เคลื่อนที ่
 3. อิทธิพลของเจตคติต่อกลไกการปกป้องข้อมูลส่วนบุคคลต่อความเป็นส่วนตัวและความมัน่คง
ปลอดภยัสารสนเทศของแอปพลเิคชนัการใหบ้รกิารทางการเงนิและการช าระเงนิผา่นอปุกรณ์เคลื่อนที่ 
 4. อิทธิพลของความมัน่คงปลอดภัยสารสนเทศและความเป็นส่วนตัวของแอปพลิเคชนัต่อความ
ไวว้างใจของผูใ้ชแ้อปพลเิคชนัการใหบ้รกิารทางการเงนิและการช าระเงนิผา่นอปุกรณ์เคลื่อนที่ 
 5. อทิธพิลของเจตคตติ่อกลไกการปกป้องขอ้มลูสว่นบุคคลต่อความไวว้างใจของผูใ้ชแ้อปพลเิคชนัการ
ใหบ้รกิารทางการเงนิและการช าระเงนิผา่นอปุกรณ์เคลื่อนที ่
 6. พฒันาแบบจ าลองอทิธพิลตามขอ้คน้พบของวตัถุประสงคข์อ้ 3-5 
 

วธิดี าเนินการวจิยั 
1. กรอบการวจิยั 

 
รปูที ่1 ขอบเขตดา้นแนวคดิและทฤษฎทีีเ่ป็นพืน้ฐานของงานวจิยั 
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ผูว้จิยัไดพ้ฒันากรอบแนวคดิการวจิยัดว้ยการทบทวนวรรณกรรมและงานวจิยัทีเ่กีย่วขอ้งกบั ISO/IEC 
29100 ISO/IEC 27701 พระราชบญัญตัคิุม้ครองขอ้มูลส่วนบุคคล พ.ศ. 2562 และ แนวปฏบิตัทิีด่สี าหรบัการ
ควบคุมความเสี่ยงของระบบงานเทคโนโลยสีารสนเทศที่สนับสนุนธุรกจิหลกัของธนาคารแห่งประเทศไทย 
(Bank of Thailand, 2014) และศกึษาถงึกลไกการปกป้องขอ้มลูส่วนบุคคลของแอปพลเิคชนัการใหบ้รกิารทาง
การเงนิและการช าระเงนิผ่านอุปกรณ์เคลื่อนที ่ดงัรูปที ่1 เพื่อน ามาสงัเคราะหต์วัแปรการวจิยัจนได้กรอบการ
วจิยัดงัรปูที ่2 

 

 
 

รปูที ่2 กรอบการวจิยั 
 

2. สมมตฐิานการวจิยั 
 ประกอบดว้ยสมมตฐิานทัง้สิน้ 75 สมมตฐิาน โดยจ าแนกเป็น 6 กลุ่มสมมตฐิานหลกั ดงันี้ 
 สมมตฐิานหลกักลุ่มที ่1 คุณลกัษณะของผูใ้ช ้มอีทิธพิลต่อเจตคตขิองผูใ้ชต้่อกลไกการปกป้องขอ้มูล
ส่วนบุคคลในแอปพลเิคชนัการใหบ้รกิารทางการเงนิและการช าระเงนิผ่านอุปกรณ์เคลื่อนที ่ประกอบดว้ย 55 
สมมตฐิานยอ่ย สมมตฐิานหลกักลุ่มที ่2 กลไกการปกป้องขอ้มลูสว่นบุคคลในแอปพลเิคชนัมอีทิธพิลต่อเจตคติ
ดา้นความเป็นสว่นตวัของผูใ้ชแ้อปพลเิคชนั ประกอบดว้ย 3 สมมตฐิานยอ่ย โดยตวัแปรในกลุ่มสมมตฐิานที ่1 2 
และ 3 ผู้วิจยัประยุกต์มาจากศกึษาของ Fife & Orjuela (2012) ที่ศกึษาถึงความสมัพนัธ์ระหว่างความกงัวล
เกีย่วกบัความเป็นสว่นตวักบัการใชบ้รกิารขอ้มลูบนอปุกรณ์เคลื่อนทีท่ีม่คีวามอ่อนไหวในดา้นความเป็นส่วนตวั
และความปลอดภยั โดยเฉพาะอย่างยิง่แอปพลเิคชนัเครอืข่ายสงัคมออนไลน์ การธนาคาร/การช าระเงนิ และ
กจิกรรมดา้นสขุภาพ โดยมกีลุ่มตวัอยา่งเป็นผูใ้ชส้มารต์โฟนในสหรฐัอเมรกิาและญีปุ่่ น และงานวจิยัของ Chang 
et al. (2018) ทีศ่กึษาถงึความสมัพนัธ์ระหว่างความกงัวลดา้นความเป็นส่วนตวัของลูกคา้ธนาคารออนไลน์กบั
นโยบายความเป็นสว่นตวัขององคก์ร และงานของ Pinto (2018) ทีศ่กึษาถงึทศันคตแิละความตระหนกัรูข้องคน
รุ่นมลิเลนเนียลทีม่ตี่อความเป็นส่วนตวัของขอ้มูลส่วนบุคคล สมมตฐิานหลกักลุ่มที ่3 กลไกการปกป้องขอ้มูล
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ส่วนบุคคลในแอปพลิเคชนั มอีทิธิพลต่อเจตคติด้านความมัน่คงปลอดภยัสารสนเทศของผู้ใช้แอปพลิเคชนั 
ประกอบดว้ย 5 สมมตฐิานยอ่ย สมมตฐิานหลกักลุ่มที ่4 เจตคตติ่อความเป็นสว่นตวัของแอปพลเิคชนั มอีทิธพิล
ต่อความไว้วางใจของผู้ใช้ ประกอบด้วย 4 สมมติฐานย่อย สมมติฐานหลกักลุ่มที่ 5 เจตคติต่อความมัน่คง
ปลอดภยัสารสนเทศของผูใ้ชแ้อปพลเิคชนั มอีทิธพิลต่อความไวว้างใจของผูใ้ช้ ประกอบดว้ย 4 สมมตฐิานย่อย 
สมมตฐิานหลกักลุ่มที ่6 กลไกการปกป้องขอ้มลูส่วนบุคคลในแอปพลเิคชนัมอีทิธพิลต่อความไวว้างใจของผูใ้ช ้
ประกอบด้วย 4 สมมติฐานย่อย ตัวแปรในสมมติฐานกลุ่มที่  3 4 5 และ 6 ประยุกต์มาจากการทบทวน
วรรณกรรมของ Johnson, Kiser, Washington, & Torres (2017) ที่ศึกษาปัจจัยด้านความมัน่คงปลอดภัย
สารสนเทศ และความเสีย่งด้านความเป็นส่วนตวัทีม่อีทิธพิลต่อการยอมรบันวตักรรมบรกิารการช าระเงนิบน
อปุกรณ์เคลื่อนที ่และงานวจิยัของ Balapour, Nikkhah & Sabherwal (2020) ทีศ่กึษาถงึอทิธพิลของความเป็น
ส่วนตวัของขอ้มูลต่อการรบัรูด้้านความมัน่คงปลอดภยัของขอ้มูลที่มตี่อพฤตกิรรมและทศันคติของผูใ้ช ้และ
งานวิจัยของ Peikari, Ramayah, Shah, & Lo (2018) ที่ศึกษาถึงความไว้วางใจของคนไข้ที่มีต่อการรกัษา
ความมัน่คงปลอดภยัสารสนเทศของโรงพยาบาล 
 

3. การก าหนดประชากรและกลุ่มตวัอย่าง 
 ประชากรส าหรบัการวจิยัครัง้นี้ คอื ผูใ้ชบ้รกิารแอปพลเิคชนัการใหบ้รกิารทางการเงนิและการช าระ
เงนิผ่านอุปกรณ์เคลื่อนที่ที่มกีารเปิดใช้บริการแอปพลิเคชนัของผู้ให้บรกิารทัง้ที่เป็นสถาบนัการเงนิและผู้
ใหบ้รกิารทีม่ใิชส่ถาบนัการเงนิในประเทศไทย ซึง่มจี านวนประมาณ 157 ลา้นบญัช ี(Bank of Thailand, 2020) 
โดยต้องดาวน์โหลดแอปพลิเคชนัมาจากช่องทางทีเ่ป็นทางการ (Official Store) เท่านัน้ ส าหรบังานวจิยันี้มี
ประชากรจ านวนมากและไมส่ามารถนบัจ านวนประชากรไดแ้น่นอน ผูว้จิยัจงึก าหนดขนาดของกลุ่มตวัอยา่งโดย
ใช้สูตรค านวณของคอแครน (Cochran, 1977) โดยก าหนดระดับค่าความเชื่อมัน่ที่  95% และค่าความ
คลาดเคลื่อนไม่เกิน 5% ได้ขนาดตัวอย่าง 384 คน วิธีการคัดเลือกตัวอย่างเป็นการสุ่มแบบแบ่งชัน้ภูมิ 
(Stratified Random Sampling) โดยแบ่งตามเพศ อายุ และประเภทของแอปพลิเคชนัที่ใช้ สุ่มให้ได้จ านวน
ตวัอยา่งจากแต่ละกลุ่มจ านวนใกลเ้คยีงกนั  
 

4. เคร่ืองมือท่ีใช้ในการวิจยั 
 ผูว้จิยัไดพ้ฒันาเครื่องมอืวจิยัตามกรอบแนวคดิของการวจิยั ดว้ยการน าวตัถุประสงคข์องการวจิยัมา
ขยายความเพื่อหาตวัชีว้ดั ซึง่น าไปสู่การตัง้ค าถามในแบบสอบถาม ได้แบบสอบถามแบ่งเป็น 5 ตอน จ านวน
ขอ้ค าถามทัง้หมด 82 ขอ้ ดงันี้ ตอนที ่1 คุณลกัษณะของผูใ้ชแ้อปพลเิคชนั MFS (15 ขอ้) ตอนที ่2 ปัจจยัดา้น
กลไกการปกป้องขอ้มูลส่วนบุคคลในแอปพลเิคชนั MFS (55 ขอ้) ตอนที ่3 ปัจจยัด้านความเป็นส่วนตวัของ
ขอ้มลูส่วนบุคคลของแอปพลเิคชนั MFS (3 ขอ้) ตอนที ่4 ปัจจยัดา้นความมัน่คงปลอดภยัสารสนเทศของแอป
พลเิคชนั MSF (5 ขอ้) ตอนที ่5 ปัจจยัดา้นความไวว้างใจของผูใ้ชท้ีม่ตี่อแอปพลเิคชนั MFS (4 ขอ้) เมือ่งานวจิยั
นี้ไดผ้่านการพจิารณารบัรองจากคณะกรรมการจรยิธรรมการวจิยัในคน มหาวทิยาลยัรงัสติเป็นทีเ่รยีบรอ้ยแลว้ 
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ผูว้จิยัจงึตรวจสอบคุณภาพเครื่องมอืการวจิยั โดยผูท้รงคุณวุฒจิ านวน 5 ท่าน1 โดยตรวจสอบความเทีย่งทัง้ใน
เชงิโครงสร้างและเนื้อหา จากนัน้ผู้วิจยัได้น าผลจากการตรวจของผู้ทรงคุณวุฒไิปค านวณหาค่าดชันีความ
เทีย่งตรงเชงิเนื้อหา (Content Validity Index : CVI) ไดค้่าเท่ากบั 0.932 ซึง่มคี่ามากกว่า 0.8 แบบสอบถามนี้
จงึมคีวามสอดคล้องเชงิเนื้อหาทัง้ฉบบัจงึสามารถน าไปเกบ็ขอ้มูลได้ จากนัน้ผูว้จิยัได้น าเครื่องมอืทีป่รบัปรุง
แกไ้ขจากขอ้เสนอแนะของผูท้รงคุณวุฒไิปทดลองใชก้บักลุ่มตวัอย่าง 30 ตวัอย่าง  และไดน้ าค าตอบจากกลุ่ม
ตวัอย่างดงักล่าวไปทดสอบความเชื่อน่าเชื่อถอืโดยใช้สูตรค านวณค่าสมัประสทิธิอ์ลัฟา ( ) ของครอนบคั 
(Cronbach, 1951) ไดค้่า   เท่ากบั 0.931 ซึง่มคี่ามากกว่า 0.7 ถอืว่าขอ้ค าถามนัน้มคีวามเชื่อมัน่ และตดัขอ้
ค าถามที่มี ต ่ากว่า 0.7 ออก จึงได้แบบสอบถามที่มคีุณภาพและน าไปเก็บขอ้มูลต่อไป โดยการเผยแพร่
แบบสอบถามผ่านสื่อสงัคมออนไลน์ต่าง ๆ เช่น เว็บไซต์พนัทปิ เฟสบุ๊ก ไลน์ เป็นต้น ระยะเวลาการเผยแพร่
แบบสอบถามออนไลน์ตัง้แต่เมษายน – สงิหาคม 2564 และเนื่องจากช่วงเกบ็ขอ้มลูเป็นระยะการแพร่ระบาด
ของโควดิ-19 จงึไมส่ามารถเกบ็ตวัอยา่งทางภาคสนามได ้ 
 

5. การวิเคราะหข้์อมลู สถติทิีใ่ชใ้นการวเิคราะหข์อ้มลู ไดแ้ก่ 
 1. สถติเิชงิพรรณนา ประกอบด้วย สถติคิ านวณค่ารอ้ยละ ค่าเฉลี่ย และค่าเบี่ยงเบนมาตรฐาน เพื่อ
พรรณนาภูมิหลังของผู้ตอบแบบสอบถาม และ เจตคติต่อกลไกการปกป้องข้อมูลส่วนบุคคลของผู้ตอบ
แบบสอบถาม 
 2. สถิติอ้างองิ ได้แก่ การวิเคราะห์การถดถอยเชงิเส้นแบบพหุ (Multiple Linear Regression) เพื่อ
ทดสอบสมมตฐิาน ประกอบดว้ยขัน้ตอนวธิดีงันี้ (1) ตรวจสอบความสมัพนัธภ์ายในของขอ้มลู (Autocorrelation) 
โดยพจิารณาคา่ Durbin – Watson (2) ตรวจสอบสภาวะรว่มของตวัแปรอสิระ (Multicollinearity) (3) ตรวจสอบ
ความคลาดเคลื่อนที่เกดิจากการพยากรณ์ โดยพจิารณาจากค่าสูงสุดและค่าต ่าสุดของค่า ZResidual ที่อยู่
ระหว่าง ±3 (4) ตรวจสอบการแจกแจงของความคลาดเคลื่อนที่เกดิจากการพยากรณ์ และตรวจสอบความ
แปรปรวนของความคลาดเคลื่อนโดยพจิารณาความเท่ากนัของการกระจายของค่า ZResidual เหนือและใต้
ระดบั 0 และ (5) ตรวจสอบความสมัพนัธ์เชงิเสน้ระหว่างตวัแปรอสิระและตวัแปรตามของสมมตฐิานทัง้หมด 
ดว้ยการวเิคราะหค์วามแปรปรวนทางเดยีว (One – Way ANOVA)  
 
 

                                                           
1 รายชื่อผูท้รงคณุวฒุจิ านวน 5 ทา่น ดงันี้ 
1. ผศ. อจัจมิา มัน่ทน รองผูอ้ านวยการส านกัส่งเสรมิการเรยีนรูแ้ละบรกิารวชิาการ มหาวทิยาลยัราชภฏัวไลยอลงกรณ์ ในพระบรมราชปูถมัภ์  
2. อทิธชิยั ฉ ่ารกัษ์สนิธุ ์ หวัหน้าฝ่ายการประกนัคุณภาพซอฟตแ์วร์, เอสซบีดีจิทิลั ธนาคารไทยพาณิชย ์ส านกังานใหญ่ 
3. ณัฐ พยงค์ศร ีนักวชิาการคอมพิวเตอร์ช านาญการกองป้องกนัและปราบปรามการกระท าความผดิทางเทคโนโลยีสารสนเทศ ปฏบิตัิหน้าที่ศูนย์
เทคโนโลยสีารสนเทศและการสื่อสาร กระทรวงดจิทิลัเพื่อเศรษฐกจิและสงัคม 
4. ผศ.ดร. วุฒพิงษ์ ชนิศร ีผูอ้ านวยการหลกัสูตรการจดัการความมัน่คงไซเบอร ์และผูอ้ านวยการส านกันวตักรรมวสิาหกจิดจิทิลั มหาวทิยาลยัรงัสติ 
5. ดร. วรทรรศน์ มาฆะศริานนท ์ต าแหน่งอาจารยป์ระจ ามหาวทิยาลยัรงัสติ คณะนวตักรรมเทคโนโลยดีจิทิลั มหาวทิยาลยัรงัสติ และผูพ้พิากษาสมทบ
ในศาลทรพัยส์นิทางปัญญาและการคา้ระหว่างประเทศกลาง 



TLA Research Journal  Vol15 No. 2 July-December 2022 

 

44 
 

ผลการวิจยั 
 ผูว้จิยัรายงานผลตามแนววตัถุประสงคข์องการวจิยั จ าแนกเป็น 6 กลุ่มขอ้คน้พบ ดงันี้ 

1. เจตคตติ่อกลไกปกป้องขอ้มูลส่วนบุคคลของผูใ้ชแ้อปพลิเคชนัการใหบ้รกิารทางการเงนิและการ
ช าระเงนิผ่านอุปกรณ์เคลื่อนที่ ตามพระราชบญัญตัิคุ้มครองขอ้มูลส่วนบุคคล พุทธศกัราช 2562, ISO/IEC 
29100 และ ISO/IEC 27701 ผลการวจิยัพบว่า 

1.1 มผีูใ้ชแ้อปพลเิคชนัการใหบ้รกิารทางการเงนิและการช าระเงนิผ่านอุปกรณ์เคลื่อนที ่เพื่อใช้
สวสัดกิารของรฐัและแอปพลเิคชนัของสถาบนัการเงนิมากถงึรอ้ยละ 88.80 แอปพลเิคชนัของสถาบนัการเงนิ
เพยีงอย่างเดยีว รอ้ยละ 11.20 และไม่มผีูใ้ชท้ีใ่ชแ้อปพลเิคชนัเพื่อใชส้วสัดกิารของรฐัเพยีงอย่างเดยีว ทัง้นี้มี
ผูใ้ชแ้อปพลเิคชนั “เป๋าตงัค”์ มจี านวนมากทีสุ่ด รองลงมาไดแ้ก่ Bualuang mBanking, กรุงไทย NEXT และ K 
Plus, True Money Wallet และ SCB Easy ตามล าดบั ผูต้อบแบบสอบถามทีเ่ป็นเพศชายทัง้หมด 192 คน คดิ
เป็นรอ้ยละ 46.6 และเป็นเพศหญงิทัง้หมด 208 คน คดิเป็นรอ้ยละ 53.4 โดยผูท้ีม่อีายนุ้อยกว่า 20 ปี ทีเ่ป็นเพศ
ชาย 10 คน เพศหญงิ 11 คน อาย ุ20-30 ปี เป็นชาย 56 คน หญงิ 62 คน อายุ 41-50 ปี เป็นชาย 37 คน หญงิ 
52 คน อาย ุ51-60 ปี เป็นชาย 15 คน หญงิ 12 คน และอาย ุ61 ปีขึน้ไป เป็นชาย 2 คน และ หญงิ 11 คน 

1.2 ผู้ตอบแบบสอบถามส่วนใหญ่มคีวามเชื่อมัน่ในระดบัสูง (3.91, 1.07)1 ว่าตนเองสามารถ
ควบคุมและจดัการขอ้มูลส่วนบุคคลของตนเองได้ แต่ผู้ใช้ส่วนใหญ่มคีวามกงัวลด้านความเป็นส่วนตวัมาก 
(3.99, 1.03) โดยผูใ้ชม้คีวามกงัวลมากทีสุ่ดในดา้นขอ้มลูสว่นตวัหรอืขอ้มลูทางการเงนิอาจรัว่ไหล (4.05, 0.83) 
รองลงมาคอืความกงัวลมากว่าขอ้มูลส่วนบุคคลทีแ่อปพลเิคชนัเกบ็รวบรวมไว้จะถูกละเมดิ ไม่ว่าจะเป็นการ
น าไปใชโ้ดยไม่ไดร้บัอนุญาต หรอื การเขา้ถงึจากบุคคลทีไ่มไ่ดร้บัอนุญาต นอกจากนี้ผูใ้ชส้ว่นใหญ่มคีวามกงัวล
มากดา้นความมัน่คงปลอดภยัสารสนเทศว่าขอ้มลูทางการเงนิอาจรัว่ไหล (3.90, 0.87) และอาจสญูเสยีเงนิหาก
มเีหตุการณ์ผดิปกตใินระหว่างท าธุรกรรม (3.95, 0.81) 

1.3 เจตคติต่อกลไกปกป้องข้อมูลส่วนบุคคลของผู้ใช้แอปพลิเคชนั ผลการวิจัยพบว่า ผู้ใ ช้มี
ความเหน็ว่าแอปพลเิคชนัทีต่นเองใชม้กีลไกปกป้องขอ้มูลส่วนบุคคลทีส่อดคลอ้งกบัพระราชบญัญตัคิุม้ครอง
ข้อมูลส่วนบุคคล พ.ศ. 2562 ISO/IEC 29100 และ ISO/IEC 27701 ในด้านการขอความยินยอมและให้
ทางเลือก (Consent and Choice) ด้วยการท าเป็นหนังสอืขอความยินยอมอย่างชดัเจน ซึ่งผู้ใช้เห็นด้วยใน
ประเดน็นี้มากทีสุ่ด (รอ้ยละ 96.60) รองลงมาคอืการก าหนดใหต้ัง้ค่าพนิ (PIN) หรอืรหสัผ่านทีม่คีวามซบัซอ้น
เพือ่ใหเ้ดายาก (รอ้ยละ 95.10) และการมรีะบบการยนืยนัตวัตนเพือ่เขา้ใชง้านทีน่่าเชือ่ถอืและปลอดภยั (รอ้ยละ 
94) ส่วนกลไกทีผู่ใ้ชเ้หน็ดว้ยน้อยทีสุ่ด ไดแ้ก่ แอปพลเิคชนัจะลบและท าลายขอ้มลูส่วนบุคคลเมือ่วตัถุประสงค์
ในการประมวลผลขอ้มลูสว่นบุคคลไดห้มดอายลุงแลว้ (รอ้ยละ 65.40) 

1.4 ผูใ้ชเ้หน็ด้วยในระดบัสูงว่าแอปพลเิคชนัสามารถปกป้องความเป็นส่วนตวัได้ โดยสามารถ
ป้องกนัการเขา้ถึงหรอืเปิดเผยขอ้มูลส่วนบุคคลโดยไม่ได้รบัอนุญาต สามารถป้องกนัการลบ ท าลาย หรือ
เปลีย่นแปลงขอ้มลูสว่นบุคคลโดยไมไ่ดร้บัอนุญาต มคีา่เฉลีย่อยูร่ะหว่าง 3.38-3.83  

                                                           
1 ตวัเลขในวงเลบ็หมายถงึ คา่เฉลีย่ และคา่เบีย่งเบนมาตรฐาน 
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1.5 ผูใ้ชเ้หน็ว่าโดยรวมแลว้แอปพลเิคชนัมคีวามมัน่คงปลอดภยัสารสนเทศทีด่เีพยีงพอในระดบัด ี
คา่เฉลีย่อยู่ระหว่าง 3.74 – 4.10 โดยเฉพาะประเดน็ว่าดว้ยการปกป้องขอ้มลูจากภยัคกุคามทางเทคโนโลยตี่าง 
ๆ การป้องกนัใหข้อ้มูลส่วนบุคคลมคีวามปลอดภยัและเป็นความลบัได้ในระดบัด ีมมีาตรการด้านความมัน่คง
ปลอดภยัสารสนเทศ และเหน็ว่าการท าธุรกรรมผา่นแอปพลเิคชนัมคีวามปลอดภยั 

1.6 ความไวว้างใจของผูใ้ช ้ผูใ้ชม้คีวามเชื่อในระดบัสงู โดยมคี่าเฉลีย่ที ่3.81 ต่อการทีผู่ใ้หบ้รกิาร
แอปพลเิคชนัปฏบิตักิบัขอ้มลูส่วนตวัของตนในแบบทีไ่วว้างใจได้ ผูใ้ชไ้วว้างใจในระดบัสงูใหแ้อปพลเิคชนัเกบ็
รวมรวมขอ้มลูส่วนบุคคลโดยมคี่าเฉลีย่ 3.77 ผูใ้ชไ้วว้างใจในระดบัสงูใหแ้อปพลเิคชนัใชห้รอืประมวลผลขอ้มลู
ส่วนบุคคลโดยมคี่าเฉลี่ย 3.67 ผู้ใช้ไว้วางใจในระดับสูงให้แอปพลิเคชนัเปิดเผยข้อมูลส่วนบุคคลได้โดยมี
คา่เฉลีย่ 3.65  
 

2. ความสมัพนัธข์องคุณลกัษณะของผูใ้ชแ้อปพลเิคชนัการใหบ้รกิารทางการเงนิและการช าระเงินผ่าน
อุปกรณ์เคลื่อนที่ กบัเจตคติต่อกลไกการปกป้องขอ้มูลส่วนบุคคลของผู้ใช้แอปพลิเคชนัการให้บริการทาง
การเงินและการช าระเงินผ่านอุปกรณ์เคลื่อนที่ จากการทดสอบสมมติฐานกลุ่มที่ 1 จ านวนทัง้หมด 55 
สมมตฐิาน พบว่าคุณลกัษณะของผูใ้ชม้อีทิธพิลต่อเจตคตติ่อกลไกการปกป้องขอ้มลูส่วนบุคคลทีข่นาดอทิธพิล 
(R2) ระหว่าง 0.05 - 0.17 ท าใหไ้ดส้มการอทิธพิล จ านวน 33 สมการ โดยคุณลกัษณะของผูใ้ชม้ขีนาดอทิธพิล
มากทีส่ดุต่อเจตคตติ่อกลไกการปกป้องขอ้มลูสว่นบุคคลในประเดน็สทิธขิองเจา้ของขอ้มลูสว่นบุคคลสามารถยืน่
รอ้งเรยีนต่อคณะกรรมการผูเ้ชีย่วชาญเพื่อสัง่ใหผู้ค้วบคมุด าเนินการตามกฎหมาย (IP6) และ ผูใ้ชท้ราบช่องทาง
ตดิต่อคณะกรรมการผูเ้ชีย่วชาญเพื่อยื่นรอ้งเรยีน (IP7) โดยมขีนาดอทิธพิล (R2) เท่ากบั 0.17  คุณลกัษณะของ
ผู้ใช้มขีนาดอิทธิพลรองลงมาต่อผู้ใช้มีสทิธิลบหรอืท าลายข้อมูลส่วนบุคคลของตนได้ตาม พระราชบัญญัติ
คุม้ครองสว่นบุคคล พ.ศ. 2562 มาตรา 33 (CO5) (R2=0.16) คณุลกัษณะของผูใ้ชม้ขีนาดอทิธพิลรองลงมาอนัดบั
ที ่3 ไดแ้ก ่ประเดน็ผูค้วบคมุขอ้มลูสว่นบุคคลตอ้งประมวลผลขอ้มลูส่วนบุคคลเท่าทีจ่ าเป็นส าหรบัวตัถุประสงค์
ทีไ่ดร้ะบุไว ้(DM1) (R2 = 0.15)  

3. ความสมัพนัธ์ของเจตคตติ่อกลไกการปกป้องขอ้มูลส่วนบุคคลของผูใ้ชแ้อปพลเิคชนัการใหบ้รกิาร
ทางการเงนิและการช าระเงนิผา่นอปุกรณ์เคลื่อนทีก่บัความเป็นสว่นตวัและความมัน่คงปลอดภยัสารสนเทศของ
แอปพลเิคชนั ผลการวจิยัพบว่าอทิธพิลของเจตคตติ่อกลไกการปกป้องขอ้มูลส่วนบุคคลกบัความเป็นส่วนตวั
และความมัน่คงปลอดภยัสารสนเทศของแอปพลเิคชนั จากการทดสอบสมมตฐิานกลุ่มที ่ 2 และ 3 นี้จ านวน
ทัง้หมด 8 สมมตฐิาน ท าใหไ้ด้สมการอทิธพิลจ านวน 8 สมการ ทีข่นาดอทิธพิล (R2) ระหว่าง 0.08 - 0.31 ผล
การทดสอบสมมตฐิานพบว่าปัจจยัทีม่ขีนาดอทิธพิล (R2) มากทีสุ่ดในกลุ่มสมมตฐิานนี้ คอื เท่ากบั 0.31 ไดแ้ก่ 
แอปพลเิคชนัสามารถปกป้องขอ้มูลส่วนบุคคลจากภยัคุกคามทางเทคโนโลยตี่าง ๆ  (MS2) โดยปัจจยัย่อยใน
สมการทีม่อีทิธพิลโดดเด่นกบั MS2 อธบิายตามล าดบั ไดแ้ก ่ก) ค่าเริม่ตน้ของแอปพลเิคชนั จะเป็น “ไมย่นิยอม
ให้ใช้ขอ้มูล” เสมอ (CC6) ข) การป้องกนัการโจมตีขอ้มูลส่วนบุคคลจากผู้ไม่ประสงค์ดี (IS3) ค) ผู้ใช้ทราบ
ช่องทางตดิต่อคณะกรรมการผู้เชีย่วชาญเพื่อยื่นรอ้งเรยีน  (IP7) จ) ผูใ้หบ้รกิารแอปพลเิคชนัใหค้วามรู ้ความ
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เขา้ใจในการใชบ้รกิารเทคโนโลยทีางการเงนิอย่างปลอดภยั ท าใหม้คีวามรูค้วามเขา้ใจเกีย่วกบัภยัคุกคามใน
การใชบ้รกิารเทคโนโลยทีางการเงนิเบื้องตน้ (IS6) และ ฉ) การใช ้การเกบ็รกัษา และการเปิดเผย รวมถงึการ
ถ่ายโอนขอ้มลูส่วนบุคคลใหเ้ป็นไปตามวตัถุประสงคท์ีร่ะบุไวก้่อนการเกบ็ขอ้มลู (U1) ซึง่สามารถแสดงสมการ
อทิธพิล ดงันี้  

𝑀𝑆2̂ = 2.120 + .256(U1) + .419(IP7) + .438(IS3) + .457(CC6) + .379(DM1) + .400(IS6) - .280(CC5) + 
.267(CC7) 

จากสมการอธบิายได้ว่าเมื่อ U1, IP7, IS3, CC6, DM1, IS6, CC5 และ CC7 มคี่าเท่ากบั 0 MS2 จะมคี่า
เท่ากบั 2.120 ถ้า U1, IP7, IS3, CC6, DM1, IS6 และ CC7 มคี่าเพิ่มขึ้น 1 หน่วย MS2 จะมีค่าเพิ่มขึ้น 0.265, 
0.419, 0.438, 0.457, 0.379, 0.400 และ 0.267 ตามล าดบั ถา้ CC5 มคี่าเพิม่ขึน้ 1 หน่วยแลว้ MS2 จะมคีา่ลดลง 
0.280 

4. ความสมัพนัธ์ของความมัน่คงปลอดภยัสารสนเทศและความเป็นส่วนตวัของแอปพลเิคชนัต่อความ
ไวว้างใจของผูใ้ช ้ผลการวจิยัพบว่าอทิธพิลของความมัน่คงปลอดภยัสารสนเทศและความเป็นส่วนตวัของแอป
พลเิคชนัต่อความไวว้างใจของผูใ้ช ้จากการทดสอบสมมตฐิานในกลุ่มนี้จ านวนทัง้หมด 4 สมมตฐิาน พบว่าผา่น
เงือ่นไขการใชก้ารวเิคราะหถ์ดถอยเชงิเสน้แบบพหทุัง้หมด มขีนาดอทิธพิล (R2) ระหว่าง 0.17 - 0.36 ท าใหไ้ด้
สมการอทิธพิล จ านวน 4 สมการ ปัจจยัทีม่ขีนาดอทิธพิล (R2) มากทีสุ่ดในกลุ่มสมมตฐิานนี้ คอื เท่ากบั 0.36 
ไดแ้ก่ การไวว้างใจในผูใ้หบ้รกิารแอปพลเิคชนั (T1) โดยปัจจยัยอ่ยในสมการทีม่อีทิธพิลโดดเด่นกบั T1 อธบิาย
ตามล าดบั ไดแ้ก่ ก) แอปพลเิคชนัสามารถปกป้องขอ้มลูส่วนบุคคลจากภยัคุกคามทางเทคโนโลยตี่างๆ  (MS2) 
ข) แอปพลเิคชนัมคีวามมัน่คงปลอดภยัสารสนเทศทีด่เีพยีงพอ (MS1) และ ค) ผูใ้ชรู้ส้กึปลอดภยัเมือ่ท าธุรกรรม
กบัแอปพลเิคชนั (MS5) ซึง่สามารถแสดงสมการอทิธพิล ดงันี้  

𝑇1̂ = .715 + .282(MS2) + .181(MS1) +.174(MS5) +.131(MS3) 

5. ความสมัพนัธ์ของเจตคตติ่อกลไกการปกป้องขอ้มลูส่วนบุคคลของผูใ้ชแ้อปพลเิคชนัการใหบ้รกิาร
ทางการเงนิและการช าระเงนิผ่านอุปกรณ์เคลื่อนทีก่บัความไว้วางใจของผูใ้ชแ้อปพลเิคชนัการใหบ้รกิารทาง
การเงนิและการช าระเงนิผ่านอุปกรณ์เคลื่อนที่ เจตคตติ่อกลไกการปกป้องขอ้มูลส่วนบุคคลมอีทิธพิลต่อความ
ไวว้างใจของผูใ้ชท้ีข่นาดอทิธพิล (R2) ระหว่าง 0.25 - 0.29 ท าใหไ้ดส้มการอทิธพิลจ านวน 4 สมการ ปัจจยัทีม่ ี
ขนาดอทิธิพล (R2) มากที่สุดในกลุ่มสมมติฐานนี้ คอื เท่ากบั .288 ได้แก่ การไว้วางใจให้แอปพลิเคชนัเก็บ
รวบรวมขอ้มลูส่วนบุคคล (T2) โดยปัจจยัย่อยในสมการทีม่อีทิธพิลโดดเด่นกบั T2 อธบิายตามล าดบั ได้แก่ ก) 
แอปพลเิคชนัมกีารก าหนดใหต้ัง้รหสัผา่นทีม่คีวามซบัซอ้น (IS5) ข) การใช ้การเกบ็รกัษา และการเปิดเผยขอ้มลู
ส่วนบุคคลต้องเป็นไปตามวัตถุประสงค์ที่ระบุไว้ก่อนการเก็บขอ้มูลเท่านัน้  (U1) และ ค) แอปพิลเคชนัต้อง
ประมวลผลขอ้มลูส่วนบุคคลเท่าทีจ่ าเป็นส าหรบัวตัถุประสงคท์ีไ่ดร้ะบุไว้ (DM1) สามารถแสดงสมการอทิธพิล 
ดงันี้  

𝑇2 ̂ = 2.234 + .332(DM1) + .320(IP6) + .343(U1) + .570(IS5) + .236(AC3) + .297(CL1) + .208(IP3) - .348(IS2) 
+ .261(P2) - .316(U3) 
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6. แบบจ าลองความสมัพนัธร์ะหว่างกลไกการปกป้องขอ้มลูสว่นบุคคลในแอปพลเิคชนัการใหบ้รกิาร

ทางการเงนิและการช าระเงนิผา่นอปุกรณ์เคลื่อนทีก่บัความมัน่คงปลอดภยัสารสนเทศ ความเป็นสว่นตวัของ
แอปพลเิคชนั และ ความไวว้างใจของผูใ้ชแ้อปพลเิคชนัการใหบ้รกิารทางการเงนิและการช าระเงนิผา่นอปุกรณ์
เคลื่อนที ่ดงัรปูที ่3 รปูที ่4 และ รปูที ่5 

 

 
 

รปูที ่3 ตวัแบบจ าลองความสมัพนัธข์องเจตคตติ่อกลไกการปกป้องขอ้มลูสว่นบุคคลของผูใ้ช้ 
แอปพลเิคชนัการใหบ้รกิารทางการเงนิและการช าระเงนิผา่นอุปกรณ์เคลื่อนที ่กบั ความเป็นส่วนตวัของแอปพลเิคชนั 
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รปูที ่4 ตวัแบบจ าลองความสมัพนัธข์องเจตคตติ่อกลไกการปกป้องขอ้มลูสว่นบุคคลของผูใ้ช้ 
แอปพลเิคชนัการใหบ้รกิารทางการเงนิและการช าระเงนิผา่นอุปกรณ์เคลื่อนทีก่บัความมัน่คงปลอดภยัสารสนเทศของ 

แอปพลเิคชนั 
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รปูที ่5 ตวัแบบจ าลองความสมัพนัธข์องเจตคตติ่อกลไกการปกป้องขอ้มลูสว่นบุคคลของผูใ้ชแ้อปพลเิคชนัการใหบ้รกิารทาง
การเงนิและการช าระเงนิผา่นอุปกรณ์เคลื่อนที่ ความเป็นส่วนตวัของแอปพลเิคชนั และ ความมัน่คงปลอดภยัสารสนเทศของ 

แอปพลเิคชนั ต่อ ความไวว้างใจของผูใ้ช้ 
 

สรปุและอภิปรายผล  
 สรปุการทดสอบกลุ่มสมมตฐิานที ่1 ปัจจยัความสามารถในการปกป้องความเป็นสว่นตวัของตนมี
อทิธพิลในเชงิบวกต่อเจตคตติ่อกลไกการปกป้องขอ้มลูสว่นบุคคลในเกอืบทกุประเดน็ และความกงัวลดา้นความ
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เป็นสว่นตวัในประเดน็ต่าง ๆ มอีทิธพิลในเชงิลบต่อเจตคตต่ิอกลไกการปกป้องขอ้มลูสว่นบุคคล ซึง่หมายความว่าหาก
ผูใ้ชม้เีจตคตทิีด่ต่ีอกลไกการปกป้องขอ้มลูสว่นบุคคลของแอปพลเิคชนัแลว้ระดบัความกงัวลของผูใ้ชจ้ะลดลง 
สอดคลอ้งกบั Pinto (2018) ทีก่ล่าววา่ผูใ้ชเ้ตม็ใจทีจ่ะแลกเปลีย่นขอ้มลูสว่นบุคคลกบัเวบ็ไซตท์ีเ่ชือ่ถอืได้ และ
สอดคลอ้งกบั Chang et al. (2018) ทีพ่บว่า นโยบายความเป็นสว่นตวัทีม่ปีระสทิธผิลดจีะท าใหผู้ใ้ชร้บัรูว้่าความ
เสีย่งดา้นความเป็นสว่นตวัลดลง ท าใหค้วามกงัวลลดลง และมบีทบาทส าคญัทีท่ าใหผู้ใ้ชร้บัรูว้่าแอปพลเิคชนัมี
ความปลอดภยัขอ้มลูสว่นบุคคลสงูขึน้ 
 สรปุการทดสอบสมมตฐิานที ่2 ปัจจยัดา้นกลไกการปกป้องขอ้มลูสว่นบุคคลทีม่อีทิธพิลต่อความเป็น
สว่นตวัของแอปพลเิคชนัในหลายๆ ดา้น คอื ปัจจยัแอปพลเิคชนั ใช ้เกบ็รกัษาและเปิดเผยขอ้มลูสว่นบุคคลให้
เป็นไปตามวตัถุประสงคท์ีร่ะบุไวต้อนขอค ายนิยอม (U1) ปัจจยัแอปพลเิคชนัแจง้รายละเอยีดและวธิตีดิต่อของผู้
ให้บรกิารแอปพลเิคชนัรวมไปถึงรายละเอยีดของผูม้สี่วนได้เสยีที่อาจรบัรู้ขอ้มูลส่วนบุคคลของผู้ใช ้ (O3) มี
อทิธิพลในเชงิบวกกบัเจตคติต่อความเป็นส่วนตวัของแอปพลิเคชนั  สอดคล้องกบั Chang et al. (2018) และ 
Balapour, Nikkhah & Sabherwal (2020) ที่พบว่านักพฒันาแอปพลิเคชนัควรให้ข้อมูลเกี่ยวกบัมาตรการการ
ปกป้องขอ้มูลส่วนบุคคลไว้ในนโยบายความเป็นส่วนตวั เพราะรายละเอยีดดงักล่าวมบีทบาทส าคญัในการ
กระตุน้ใหผู้ใ้ชร้บัรูว้่าแอปพลเิคชนัมคีวามปลอดภยั มคีวามเป็นสว่นตวัและสามารถปกป้องขอ้มลูสว่นบุคคลได ้ 
 สรุปการทดสอบสมมตฐิานกลุ่มที ่3 พบว่าปัจจยัดา้นกลไกการปกป้องขอ้มลูส่วนบุคคลในแอปพลเิค
ชนัการใหบ้รกิารทางการเงนิและการช าระเงนิผา่นอปุกรณ์เคลื่อนทีท่ีม่อีทิธพิลมากทีสุ่ดต่อความมัน่คงปลอดภยั
สารสนเทศของแอปพลเิคชนั คอื แอปพลเิคชนั ใช ้เก็บรกัษาและเปิดเผย (รวมถงึการถ่ายโอน) ขอ้มูลส่วน
บุคคลใหเ้ป็นไปตามวตัถุประสงค์ทีร่ะบุไว้ตอนขอค ายนิยอม (U1) สอดคล้องกบั Chang et al. (2018) ทีพ่บว่า
หากแอปพลเิคชนัมนีโยบายความเป็นสว่นตวัทีร่ะบุรายละเอยีดเกีย่วกบัการใช ้เกบ็รกัษาและเปิดเลยขอ้มลูสว่น
บุคคลไวอ้ยา่งชดัเจนนัน้มบีทบาทส าคญัทีท่ าใหผู้้ใชร้บัรูว้่าแอปพลเิคชนัมคีวามปลอดภยัของขอ้มลูส่วนบุคคล
สงูขึน้ 
 สรุปการทดสอบสมมตฐิานกลุ่มที ่4 และ 6 พบว่าปัจจยัดา้นความเป็นส่วนตวัของแอปพลเิคชนั และ
กลไกการปกป้องขอ้มลูสว่นบุคคลในแอปพลเิคชนัมอีทิธพิลต่อความไวว้างใจของผูใ้ช ้ซึง่สอดคลอ้งกบั Deloitte 
(2018) ทีพ่บว่าหากผูใ้ชส้ามารถควบคมุขอ้มลูส่วนบุคคลของตนเองได ้องคก์รผูใ้หบ้รกิารจะไดร้บัความเชื่อมัน่
มากขึ้น ซึ่งสอดคล้องกับงานวิจัยของ Chueapirom & Chooprayoon (2016) ที่ว่าปัจจัยส าคญัที่มีอิทธิพลต่อ
โอกาสทีแ่อปพลเิคชนัการใหบ้รกิารทางการเงนิจะประสบความส าเรจ็ คอื ผูใ้ชบ้รกิารสามารถควบคุมและตัง้ค่า
ความเป็นส่วนตวัด้วยตนเองได้ และสอดคล้องกบั Albinson, Balaji, & Chu (2019) ทีว่่าหากผูใ้หบ้รกิารใหส้ทิธิ
การควบคุมการใชข้อ้มูลส่วนบุคคลใหอ้ยู่ในมอืของผูใ้ช้แล้ว ผูใ้ห้บรกิารจะได้รบัความไว้วางใจจากผูใ้ช้  และ
องคก์รทีม่คีวามโปร่งใสเกีย่วกบัการใชข้อ้มลูส่วนบุคคลจะไดร้บัความไวว้างใจจากผูบ้รโิภค  คุณภาพและความ
ชดัเจนโปร่งใสของนโยบายความเป็นส่วนตวัมบีทบาททีส่ าคญัอย่างยิง่ต่อการทีอ่งคก์รจะไดร้บัความไว้วางใจ
จากผูใ้ช ้ 
 สรปุการทดสอบสมมตฐิานกลุม่ที ่5 ปัจจยัดา้นความมัน่คงปลอดภยัสารสนเทศมอีทิธพิลต่อความ
ไวว้างใจของผูใ้ช ้สอดคลอ้งกบังานวจิยัของ Peikari, Ramayah, Shah, & Lo (2018) ทีว่่าการรบัรูข้องผูใ้ชท้ีม่ตี่อ
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ความมัน่คงปลอดภยัสารสนเทศของผูใ้หบ้รกิารมอีทิธพิลในเชงิบวกต่อความไวว้างใจต่อผูใ้หบ้รกิาร ดงันัน้การ
สือ่สารใหผู้ใ้ชท้ราบถงึกลไกการรกัษาความปลอดภยัขอ้มลูจะชว่ยเพิม่ความไวว้างใจและลดความกงัวลดา้น
ความมัน่คงปลอดภยัสารสนเทศได้ และสอดคลอ้งกบังานวจิยัของ Johnson, Kiser, Washington, & Torres 
(2017) ทีว่่าการรบัรูข้องผูใ้ชท้ีม่ตี่อความมัน่คงปลอดภยัสารสนเทศของระบบมอีทิธพิลอยา่งมากต่อทศันคตขิอง
ผูค้นในการยอมรบัเทคโนโลยดีา้นการช าระเงนิบนอปุกรณ์เคลื่อนที่ 
 จากผลการทดสอบอทิธิพลของตวัแปรความมัน่คงปลอดภยัสารสนเทศต่อความไว้วางใจของผูใ้ช้ 
(สมมติฐานกลุ่มที่ 5) อทิธิพลของกลไกปกป้องขอ้มูลส่วนบุคคลในแอปพลิเคชนัต่อความไว้วางใจของผู้ใช้ 
(สมมตฐิานกลุ่มที ่6) และ อทิธพิลของความเป็นส่วนตวัของแอปพลเิคชนัต่อความไวว้างใจของผูใ้ช ้(สมมตฐิาน
กลุ่มที่ 4) พบว่าปัจจัยเหล่านี้มอีิทธิพลในเชงิบวกต่อความไว้วางใจของผู้ใช้ ซึ่งสอดคล้องกบังานวิจยัของ 
Microsoft (2019) ที่ว่าปัจจัยที่ส าคญัที่สุดต่อความไว้วางใจของผู้บริโภคเรียง ได้แก่ ความมัน่คงปลอดภัย
สารสนเทศ ความเป็นส่วนตวั ความน่าเชื่อถือ จรยิธรรม ซึ่งสอดคล้องกบัผลส ารวจของ KPGM (2011) และ 
Albinson, Balaji, & Chu (2019) ที่ว่ามาตรการปกป้องข้อมูลส่วนบุคคลและมาตรการความมัน่คงปลอดภัย
สารสนเทศทีด่สีามารถเพิม่ความไว้วางใจของผูบ้รโิภคได้ เนื่องจากปัจจุบนัผูใ้ชร้บัรูม้ากขึน้ว่าในโลกไซเบอร์
และการพึง่พาอปุกรณ์อจัฉรยิะทีเ่พิม่ขึน้จะน ามาซึง่ความเสีย่งทีม่ากขึน้ นกัพฒันาแอปพลเิคชนัจงึควรมุง่เน้นให้
แอปพลเิคชนัมคีวามมัน่คงปลอดภยัสารสนเทศทีด่เีพือ่กระตุน้ใหล้กูคา้เกดิความไวว้างใจใหอ้งคก์ร เพราะลกูคา้
จะเลอืกองคก์รทีใ่ชเ้ทคโนโลยลี่าสดุในการรกัษาผลติภณัฑแ์ละบรกิารใหม้คีวามปลอดภยัและน่าเชือ่ถอืมากขึน้ 
 
การประยกุตใ์ช้ผลการวิจยั จากผลการวจิยั ผูใ้หบ้รกิารแอปพลเิคชนัควรด าเนินการ ดงันี้ 

1. จากตวัแบบในรูปที ่3 4 และ 5 ตวัแปรการมทีางเลอืกในการให้หรอืไม่ให้ความยนิยอมแก่แอป
พลเิคชนัในการเกบ็รวบรวม ใช ้หรอืเปิดเผยขอ้มลูสว่นบุคคล (CC2) มอีทิธพิลในเชงิบวกต่อเจตคตขิองผูใ้ชต้่อ
กลไกปกป้องขอ้มลูของแอปพลเิคชนัทัง้ในด้านความเป็นส่วนตวั ความมัน่คงปลอดภยัสารสนเทศ และความ
ไว้วางใจ แอปพลิเคชนัจึงควรมีทางเลือกให้ผู้ใช้สามารถยินยอมหรือไม่ให้ความยนิยอมในการเก็บรกัษา 
ประมวลผล และเปิดเผยขอ้มลูส่วนบุคคล เพื่อใหส้อดคลอ้งกบั ISO/IEC29100 และ ISO/IEC27701 ในประเด็น
ความยนิยอมและทางเลอืก และพระราชบญัญตัคิุม้ครองขอ้มูลส่วนบุคคล มาตรา 19 และทีส่ าคญัผลการวจิยั
ฉบบันี้พบว่าการมทีางเลอืกส าหรบัการใหค้วามยนิยอมท าใหแ้อปพลเิคชนัไดร้บัความไวว้างใจจากผูใ้ชม้ากขึน้
ดว้ย 

2. จากตวัแบบในรปูที ่4 ควรพฒันาระบบแจง้เตอืนต่าง ๆ แต่ตอ้งไม่เตอืนเกนิจ าเป็นเพราะจะท าให้
ผูใ้ชรู้ส้กึไมป่ลอดภยั (ตวัแปรแอปพลเิคชนัมรีะบบแจง้เตอืนในกรณีทีผู่ใ้ชใ้ชอ้ปุกรณ์เคลื่อนทีม่รีะบบปฏิบตักิาร
ไมต่รงตามขอ้ก าหนดการเขา้ใชง้าน (IS1)  มอีทิธพิลเชงิลบกบั MS5) 

3. จากตวัแบบในรูปที ่3 4 และ 5 ตวัแปรผูใ้หบ้รกิารแอปพลเิคชนัใหค้วามรู้ ความเขา้ใจในการใช้
บรกิารเทคโนโลยทีางการเงนิอยา่งปลอดภยั ท าใหผู้ใ้ชม้คีวามรูค้วามเขา้ใจเกีย่วกบัภยัคุกคามในการใชบ้รกิาร
เทคโนโลยทีางการเงนิเบื้องต้น (IS6) มอีทิธพิลในเชงิบวกต่อเจตคตขิองผู้ใชต้่อกลไกปกป้องขอ้มูลของแอป
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พลเิคชนัทัง้ในดา้นความเป็นสว่นตวั ความมัน่คงปลอดภยัสารสนเทศ และความไวว้างใจ ดงันัน้ผูใ้หบ้รกิารตอ้ง
ใหค้วามรูแ้ละสรา้งความเขา้ใจในการใชบ้รกิารเทคโนโลยทีางการเงนิอยา่งปลอดภยัแกผู่ใ้ช ้เพือ่ใหผู้ใ้ชม้เีจตคติ
ทีด่แีอปพลเิคชนั 

4. เพิม่ชอ่งทางหรอืเมนูการตัง้ค่าทีเ่น้นหรอืสง่เสรมิใหผู้ใ้ชบ้รหิารสทิธขิองตนทีพ่งึมตีาม

พระราชบญัญตัคิุม้ครองขอ้มลูสว่นบุคคล พ.ศ. 2562 หมวด 3 และมเีมนูควบคมุและจดัการขอ้มลูสว่นบุคคล

ของผูใ้ชเ้องใหม้ากขึน้ รวมทัง้มชีอ่งทางใหผู้ใ้ชม้สีทิธคิดัคา้นการเกบ็รวบรวม ใช ้หรอืเปิดเผยขอ้มลูสว่นบุคคล 

เพือ่ใหส้อดคลอ้งกบั ISO/IEC29100 และ ISO/IEC27701 ในประเดน็สทิธแิละการมสีว่นรว่มของเจา้ของขอ้มลู

สว่นบุคคล ซึง่จะสามารถยกระดบัความไวว้างใจใหแ้กแ่อปพลเิคชนัได ้นอกจากนี้ ยงัตอ้งจดัใหม้ชีอ่งทางให้

ผูใ้ชย้ืน่รอ้งเรยีนต่อคณะกรรมการ เนื่องจากการวจิยัพบว่าตวัแปรความสอดคลอ้งกบักฎหมายคุม้ครองขอ้มลู

สว่นบุคคล (CO) ซึง่เกีย่วกบัการใหส้ทิธผิูใ้ชต้ามขอ้ก าหนดของพระราชบญัญตัคิุม้ครองขอ้มลูสว่นบุคคล พ.ศ. 

2562 มอีทิธพิลในเชงิบวกต่อเจตคตขิองผูใ้ชท้ัง้ในดา้นความเป็นสว่นตวั ความมัน่คงปลอดภยัสารสนเทศ และ

ความไวว้างใจใหแ้อปพลเิคชนั และยงัพบว่าตวัแปรแอปพลเิคชนัมตีวัเลอืกทีย่ดืหยุน่ ใหผู้ใ้ชส้ามารถจดัการ

ขอ้มลูสว่นบุคคลไดด้ว้ยตนเอง (O4) มอีทิธพิลในเชงิบวกกบัการทีผู่ใ้ชไ้วว้างใจใหแ้อปพลเิคชนัใชแ้ละ

ประมวลผลขอ้มลูสว่นบุคคล 

5. แอปพลิเคชันต้องประมวลผลข้อมูลส่วนบุคคลตามวัตถุประสงค์ที่ได้แจ้งไว้ในนโยบาย
คุม้ครองขอ้มลูส่วนบุคคลของแอปพลเิคชนัเท่านัน้ เพราะจากตวัแบบรปูที ่3 4 และ 5 พบว่าตวัแปรแอปพลเิค
ชนัประมวลผลขอ้มลูสว่นบุคคลตามวตัถุประสงคท์ีไ่ดแ้จง้ไวใ้นนโยบายคุม้ครองขอ้มลูสว่นบุคคลของแอปพลเิค
ชนัเท่านัน้ (DM1) มีอิทธิพลเชิงบวกต่อเจตคติของผู้ใช้ทัง้ในด้านความเป็นส่วนตัว ความมัน่คงปลอดภัย
สารสนเทศ และความไวว้างใจใหแ้อปพลิเคชนั 

6. ระบุรายละเอยีดเกีย่วกบัการเกบ็รวบรวมขอ้มลู วตัถุประสงค์อนัชอบด้วยกฎหมายของการเกบ็
รวบรวมและประมวลผลขอ้มูลส่วนบุคคล วิธีติดต่อผู้ให้บรกิาร วิธีติดต่อคณะกรรมการผู้เชี่ยวชาญเพื่อยื่น
รอ้งเรยีน และระบุมาตรการปกป้องขอ้มูลส่วนบุคคลไว้ใหช้ดัเจน และเขา้ใจได้ง่าย นอกจากนี้ ยงัต้องจดัท า
เอกสารเพื่อสื่อสารให้ผู้ใช้ทราบถึงนโยบาย ขัน้ตอน  แนวทางปฏิบัติ และมีการบนัทึกรายการ (Log File) ที่
เกีย่วขอ้งกบัการจดัการขอ้มลูสว่นบุคคลไวใ้นนโยบายความเป็นส่วนตวัของแอปพลเิคชนั เนื่องจากตวัแบบที ่3 
แสดงใหเ้หน็ว่าการทีแ่อปพลเิคชนัแจง้รายละเอยีดของผูใ้หบ้รกิารแอปพลเิคชนั รวมถงึขอ้มลูเกีย่วกบัวธิตีดิต่อ
กบัผูใ้หบ้รกิาร รวมไปถงึรายละเอยีดของผูม้สี่วนไดเ้สยีทีอ่าจรบัรูข้อ้มูลส่วนบุคคลของผูใ้ช ้ (O3) มอีทิธพิลเชงิ
บวกต่อเจตคตขิองผูใ้ชว้่าแอปพลเิคชนัสามารถปกป้องความเป็นสว่นตวัได้ 

7. การวิจัยพบว่ามีผู้ใช้จ านวนร้อยละ 35 ไม่เชื่อว่าแอปพลิเคชันจะลบข้อมูลส่วนบุคคลเมื่อ
วตัถุประสงค์ส าหรบัการประมวลผลได้หมดอายุลง ดงันัน้เมื่อขอ้มลูส่วนบุคคลได้หมดอายุลงหรอืเมื่อไม่ไดใ้ช้
แล้ว  แอปพลิ เคชันจ า เ ป็นต้องแจ้ ง ให้ เ จ้ า ของข้อมูลส่ วนบุ คคลรับทราบว่ า ได้ลบท าลายแล้ ว  
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ข้อเสนอแนะส าหรบัการวิจยัครัง้ต่อไป 

 เนื่องจากตวัแปรการวจิยัในครัง้นี้ยงัขาดคุณลกัษณะของผูใ้ชท้ี่ผูว้จิยัไม่ได้รวบรวมมาวเิคราะห์ดว้ย 
เช่น รายได้/ฐานะทางเศรษฐกจิ ระดบัการศกึษา  เนื่องจากจรยิธรรมการวจิยัในคนใหต้ดัขอ้ค าถามทีท่ าใหค้น
ตอบรูส้กึเป็นกงัวลออก 
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